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*********** Start of 2nd Change ************

Annex X (Normative):
Fixed Broadband Access

X.1 General

This annex specifies the stage 2 service description for providing IP connectivity using Fixed Broadband Access as non-3GPP accesses to the Evolved 3GPP Packet Switched domain. for the convergent scenario where the PCRF controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server, such as the BPCF defined in Annex P. 
Only the support of Non-seamless WLAN offload traffic from a 3GPP UE and fixed devices is within the scope of this release. 

The description of Policy and Charging control is in TS 23.203 [19] Annex Y. 

The work in this Annex takes the fixed broadband accesses as specified by BroadBand Forum in WT-300 [V] as a reference. 

NOTE: 
This does not preclude the applicability of the solutions described in this Annex to fixed broadband accesses not defined by Broadband Forum. 

This Annex describes only the exceptions and additions in respect the main body requirements, therefore, if not explicitly mentioned the definitions in the main body are applicable also to the convergent scenario.
X.2
Architectural requirements and assumptions

X.2.1
General Assumptions

The following assumptions are applicable to convergence scenario:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
-
The authentication procedure of the Fixed Devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402.
X.2.2
IP address assignment

The IP address to the device (i.e. 3GPP UE and fixed device) or to the RG is assigned by Fixed Broadband Network based on BBF specification. In case of RG in routed mode configuration an IPv4 address is assigned to the RG at the end of authentication procedure, while the IPv4 address is assigned by the device connected to the RG by the RG acting as DHCP server. In case of RG in bridge mode the IPv4 address is assigned to each device after successful authentication. For more detailes specification refer to TR-101 [X], TR-92 [W], TR-146 [y] and TR-124 Issue 3 [P].

The support of IPv6 in fixed broadband network is defined in TR-242 [Q], TR-187 issue 2 [S] and TR-177 [T].
X.3
Architecture Reference Model

This architecture supports the scenario of a single network operator deploying both the 3GPP EPC and the BBF access network. Furthermore the architecture supports the roaming scenario between two PLMN operators.

In this release the BBF AAA server is used for fixed access session authentication as defined by BBF specifications TR‑101 [X], WT-146 [Z] and it out of the 3GPP scope. The SWa/STa reference points are not applicable for authentication of fixed devices.

The fixed device is only supported in non-roaming scenario.

The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.

X.3.1
Reference architecture for non-roaming
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Figure X.3.1.-1: Non-roaming architecture for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs

Note: The reference architecture does not show the network elements and reference points for supporting PCC defined in TS 23.203 Annex S 

The following assumptions are made for non-roaming scenario regarding functionality in the BBF Access Network:

-
The BBF network routes the offloaded traffic subject to packet inspection and the offloaded traffic not subject to packet inspection via the same TDF, or
-
The BBF network may be configured in such a way that the traffic determined to be subject to packet inspection is routed via the TDF. Traffic that is not subject to for packet inspection may physically bypass the TDF.

X.3.2
Reference architecture for roaming
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Figure X.3.2.-1: Roaming architecture for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs

Note: The reference architecture does not show the network elements and reference points for supporting PCC defined in TS 23.203  [19] Annex S 

The following assumptions are made for roaming scenario regarding functionality in the BBF Access Network:

-
The BBF network routes the offloaded traffic subject to packet inspection and the offloaded traffic not subject to packet inspection via the same TDF located in VPLMN, or
-
The BBF network may be configured in such a way that the traffic determined to be subject to packet inspection is routed via the TDF in VPLMN. Traffic that is not subject to for packet inspection may physically bypass the TDF.

X.4
Network Elements

The PCRF and TDF network elements for convergent scenario are defined in TS 23.203 [19] Annex S.
X.4.1
IP Edge

The IP Edge is network element in the fixed broadband access network controlled by network operator capable of hosting an IP Session. This can be a BNG as defined in BBF TR-101 [X] or a BRAS as defined in BBF TR-92 [W].
The IP Edge implements the PCEF functionalities defined in TS 23.203 Annex X and in BBF WT-300 [J].
The definition of IP Edge is outside the scope of 3GPP.

X.4.2
3GPP AAA server/Proxy

The 3GPP AAA server and proxy functionaltieis are defined in TS 33.402, TS 24.402 and TS 29.273.

X.4.3
BBF AAA Server/Proxy

The BBF AAA performs authentication of fixed device according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.
The BBF AAA performs authentication proxy functionalities for the authentication of the 3GPP UE connected to BBF network as defined in WT-300 [J] and support SWa/STa reference points as defined in TS 29.279.

X.5
Reference Points

The reference point Gx, Sd, S9 for convergent scenario are defined in TS 23.203 [19]  Annex S. The reference point SWd is defined in TS 29.273.
X.5.1
SWa Reference Point

The same extensions defined in TS 23.139 [K], clause 5.2 for NSWO are applicable. The reference point is not applicable for authentication of fixed device and fixed session.
X.5.2
STa Reference Point

The same extensions defined in TS 23.139 [K], clause 5.2 for NSWO are applicable. The reference point is not applicable for authentication of fixed device and fixed session.
X.5.3
B Reference Point

The B reference point supports authentication and authorisation for fixed device as define in BBF TR‑101 [X], BBF TR‑144 [Z] and BBF WT‑146 [Y]. The Reference point and the procedure for authentication of fixed device and fixed session are out of the scope of 3GPP.

The definition of this reference point is out of the scope of 3GPP.

*********** End of 2nd Changes ************
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