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Abstract of the contribution: This paper analyzes the impacts on HSS and Cx interface of UAR and SAA solution and suggest a way forward.
1. Introduction

In the SA2#97 meeting, there still are two solutions alive in the TR i.e. UAR and SAA solution. In this paper, an analysis will be made to illustrate the impacts on HSS and Cx interface for both solutions. And according the analysis, a way forward is suggested.
2. Brief introduction of UAR and SAA solution
The following figure shows these two solutions in the IMS registration procedure.

1) UAR solution.

- The I-CSCF inserts the UE location information in the UAR message, and HSS checks whether the registration is permitted or not.
2) SAA solution
- The HSS returns the S-CSCFs list which support IMS-regcon and sends the authorized \ no authorized location information to the S-CSCF in the SAA message. The S-CSCF checks whether the registration is permitted or not.
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3. Analysis for both solution
Common part:
· The authorized \ no authorized location information should be provisioned in the HSS.

Different part:

For the UAR solution, a new AVP is required to carry UE location information.

For the SAA solution, when HSS receive the UAR, it will check which S-CSCF supports IMS-Regcon and send IMS-Regcon enabled S-CSCFs list to I-CSCF.  For how the authorized \ no authorized location information is sent to S-CSCF, there are two possible sub-solutions. 

SAA-AVP: It re-uses the existing AVP “reference Location information” to carry the authorized \ no authorized location information.

SAA-XML: It extends the XML of SAA to carry the authorized \ no authorized location information.

3.1 SAA-AVP
In the 29.228, the Reference Location information is defined as follow.

6.7
S-CSCF Assignment

	Support of "Reference Location"
	M
	This capability indicates that the assigned S-CSCF shall support the handling of reference location as defined in 3GPP TS 23.167 [23].


B.1
General description

The following picture gives an outline of the UML model of the user profile, which is downloaded from HSS to S-CSCF:
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In the 23.167, it shows how this IE is used.
C.1.1
High Level Principles for Emergency location information for fixed broadband access

Alternatively, subject to operator policy, the S-CSCF may receive from the HSS a reference location of the user at registration, and insert it in the INVITE request, when network-provided location information is not already present. The reference location (e.g. line identification) is determined by the operator as part of the user profile.

NOTE:
The reference location alternative is applicable to non nomadic services provided on fixed lines for emergency sessions that are routed through the S-CSCF (see clause 6.2.4). The reference location corresponds the physical location of the fixed line.

In the 24.229, it gives the details.

5.4.3.2
Requests initiated by the served user 

4A)  if a reference location was received from the HSS at registration as part of the user profile and the request does not contain a message body with the content type application/pidf+xml in accordance with draft-ietf-sipcore-location-conveyance [89], the S-CSCF shall insert a P-Access-Network-Info header field constructed according to the reference location received from the HSS and containing the "network-provided" parameter. The access type information received from the HSS shall be mapped into the corresponding access-type parameter of the P-Access-Network-Info header field and the location information shall be mapped into the location parameter corresponding to the access-type parameter, i.e. into "dsl-location" parameter, "fiber-location" parameter or "eth-location" parameter; 

From the above analysis, the reference location is used for emergency session in fixed network when the UE or P-CSCF provided location information is not available. The question is, can this be used without any change?
For the given Access Type, the “Reference Location information” is unique, otherwise the S-CSCF do not know which is inserted into INVITE. But for the IMS-Regcon, the authorized location value for a given access type is not unique. In general, it may be a list. 
Another issue is, How the S-CSCF distinguish this between IMS-Regcon and emergency case. It means, in the registration scenario, how the S-CSCF know some value are used for emergency and some are used to registration control?

So the existing reference location information is used for emergency and cannot meet the IMS-Regcon requirement without any change. New indication in the AVP is required even reuse the reference location information or new AVP is required.

3.2 SAA-XML
This solution does not modify the AVP, but extend the XML to carry the authorized \ no authorized location information. Although this solution does not modify the AVP, the XML schema is still to be modified. From implementation point of view, there is no big difference between AVP modification and XML modification.
3.3 Comparison
	
	UAR
	SAA-AVP
	SAA-XML
	Notes

	Provisioning
	HSS is provisioned with authorized \ no authorized location information
	The same
	The same
	

	HSS check the S-CSCF capability
	N/A
	Required in location query (UAR)
	Required in location query (UAR)
	If not all the S-CSCF support IMS-Regcon

	Cx
	New AVP in UAR to carry UE location
	New indication in the reference location or new AVP
	N/A
	SAA-XML does not modify Cx interface, but XML schema is modified

	HSS process
	checks whether the user location is allowed
	Encode the authorized \ no authorized location information in the SAA
	Encode the authorized \ no authorized location information in the SAA
	

	
	
	
	
	


Proposal
From the impacts on Cx interface and HSS, the SAA solution does not reduce the impacts on the HSS and Cx.

The UAR solution is more efficient and more flexible when the user can register in multi-location.

It is proposed that UAR solution is selected as way forward 
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