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***********************  Start of 2nd change****************************
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ANDSF
Access Network Discovery and Selection Function

DSMIPv6
Dual-Stack MIPv6

EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

FACoA
Foreign Agent Care-of-Address

FQDN
Fully Qualified Domain Name

GW
Gateway

H‑ANDSF
Home-ANDSF

HBM
Host-based Mobility

HRPD
High Rate Packet Data

HS‑GW
HRPD Serving Gateway

IFOM
IP Flow Mobility

IKEv2
Internet Key Exchange version 2

IPMS
IP Mobility management Selection

LMA
Local Mobility Anchor

MAG
Mobile Access Gateway

MAPCON
Multi Access PDN Connectivity

MIPv4
Mobile IP version 4

MIPv6
Mobile IP version 6

MME
Mobility Management Entity

MTC
Machine-Type Communications

NBM
Network-based Mobility

P‑GW
PDN Gateway

PMIP/PMIPv6
Proxy Mobile IP version 6
RIM
RAN Information Management
SectorID
Sector Address Identifier

S‑GW
Serving GW
SON
Self-Configuring and self-Optimizing network
TWAP
Trusted WLAN AAA Proxy

TWAG
Trusted WLAN Access Gateway

TWAN
Trusted WLAN Access Network

UICC
Universal Integrated Circuit Card

V‑ANDSF
Visited-ANDSF

WiMAX
Worldwide Interoperability for Microwave Access

***********************  End of 2nd change ****************************
***********************  Start of 3rd change ****************************

4.3.2
MME

The details of functionality of MME are described TS 23.401 [4].

The following are additional MME functions:

-
HRPD access node (terminating S101 reference point) selection and maintenance for handovers to HRPD;

-
Transparent transfer of HRPD signalling messages and transfer of status information between E-UTRAN and HRPD access, as specified in the pre-registration and handover flows.

-
Forwarding the GRE key for uplink traffic to the target S‑GW in case of CN node relocation.
-
Transparent transfer of SON Information between E-UTRAN and HRPD access.
***********************  End of 3rd change ****************************

***********************  Start of 4th change ****************************

X
E-UTRAN-HRPD Inter-RAT SON Support 

X.1
Architecture and Interface
X.1.1
Architecture for E-UTRAN-HRPD Inter-RAT SON Support
Support of E-UTRAN-HRPD Inter-RAT SON as specified in TS 36.413 [x] makes use of the RIM procedures described in Clause 5.15 in TS 23.401[4]. The architecture is depicted in figure X.1-1. The interfaces used are the S1 and the S121 interfaces.
An eNodeB is addressed by the Target eNodeB Identifier. An HRPD Access Network is addressed by HRPD Sector ID as defined in TS 29.276 [y]. 
For messages transferred between E-UTRAN and HRPD Access Network, the source access network node sends a message to its MME including the source and destination addresses. The MME decides, which access network node to send the message to, based on the destination address.
The MME performs relaying between S1 and S121 messages as described in TS 36.413 [x] and TS 29.276 [y].
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Figure X.1-1: Basic Network Architecture for E-UTRAN-HRPD Inter-RAT SON Support 

X.1.2
Reference Points

X.1.2.1
Reference Point List

S121:
It enables interactions between E-UTRAN and HRPD access network to allow for the transfer of node level SON information.
X.1.2.2
Requirements for the S121 interface
The S121 interface shall support the following requirements:

-
SON information transferred between E-UTRAN and HRPD access network shall be transported as transparent containers without modifications by the MME.

X.1.2.3
S121 Protocol Stack

The figure below shows the protocol stack for the S121 interface.


[image: image2]
Legend:

 S121-AP: S121 Application Protocol is the Application Layer Protocol between the MME and HRPD AN. S121 Application Protocol (S121-AP) provides application layer reliability for its messages, if required.

UDP: 
User Datagram Protocol transfers messages. UDP is defined in RFC 768 [z].

Figure X.1.2.3-1: Protocol Stack for S121 Reference Point

***********************  End of 4th change ****************************

***********************  Start of 5th change ****************************

9.1.2.3
S101 Protocol Stack

The figure below shows the protocol stack for the S101 interface.
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Legend:

-
S101 Application Protocol (S101-AP): It is the Application Layer Protocol between the MME and HRPD AN

-
User Datagram Protocol (UDP): This protocol transfers messages. UDP is defined in RFC 768 [z].

-
S101 Application Protocol (S101-AP) provides application layer reliability for its messages, if required.

Figure 9.1.2.3-1: Protocol Stack for the S101 Reference Point

***********************  End of 5th change ****************************
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