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Abstract of the contribution: Proposes some Assumptions and Architectural Requirements for WebRTC.
Discussion:

Before the advent of WebRTC/IMS interworking, there will already be WebRTC gateways in the Internet (associated with web servers). In order to provide WebRTC clients with access to IMS, an alternative gateway should be present within the IMS. Possible locations for such a gateway include the H/V PLMN, the UE or corporate networks. Thus, a WebRTC client will potentially have the choice between different kinds of WebRTC gateways when registering to the IMS. We assume that a mechanism embedded in the JS code itself (hence out of cope of 3GPP) will allow selecting the WebRTC gateway.

To guarantee interoperability between WebRTC clients and IP Multimedia Subsystems regardless of the gateway location, there needs to be a default mandatory-to-implement signalling protocol between WebRTC clients and the WebRTC gateway function. This requires 3GPP to specify a reference point there. To minimize interworking processing and ensure service continuity, it is proposed that this protocol will be SIP protocol as specified in 3GPP TS 24.229 for the Gm reference point over the Web Socket protocol. This would not prohibit the use of other protocols when supported by the WebRTC client and gateway.
Web apps accessing the WebRTC/IMS gateway bring specific authentication issues:

· IMS AKA is not an immediate option as the JS/HTML doesn’t have access to UICC authentication functions;

· Digest raises the issue of disclosing the password and  it’s also not the best customer experience due to end-user having to enter multiple identities/password to authenticate on the Web site and then on the IMS.

Therefore, there is a need to interface the Gateway to a Single-Sign-On function that allows asserting an IMS user identity from a previous Web authentication. 

Also, it may be desirable for an operator to allow users of selected 3rd-party web site to access its IMS (such users may not be IMS subscribers), hence the requirement of having the Gateway + IMS able delegate the user authentication to these 3rd party web sites; and to allow 3rd party web sites to communicate user profile (e.g. to know what IMS features these users are entitled to use).
Proposal:
Proposed changes to TR 23.701
4.2 
Architectural Requirements 

Editor’s Note: This clause will define the architectural requirements based on the normative stage-1 requirements defined in TS 22.228. 

The architecture shall fulfil the following requirements:

-
WebRTC clients shall have access to the IMS through one or more mediation function(s) for signalling and media, which can be located in the network or in the UE.
End of P-CR

3GPP

SA WG2 TD


