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1. Overall Description:

SA3 thanks oneM2M TP for the LS S3-130610 / oneM2M-TP-2013-0251R01.

SA3 would like to answer oneM2M questions as follows.

Q1: What information may the service layer provide for supporting or optimizing the underlying network provided services or its resource usage? (what information, at which granularity …) 

What are the reference points for providing such information?

For the purpose of 3GPP network security optimization, SA3 normative work in Release 12 for MTCe includes both security key management and privacy for primary responsibility and the security aspect of SA2’s solutions of SDDTE and UEPCOP for secondary responsibility and it is expected to be completed by December 2013.

The SA3’s work in Release 12 does not include requirements for making use of information from the service layer and there are no explicit plans for any such work, as Release 12 requirements are frozen (please refer to 3GPP MTC service requirements from stage 1 in TS 22.368).
Q2: What functions or features are offered by the underlying network for enabling the service layer? What are the related reference points?

3GPP SA3 is going on standardizing a generic security features that can be applicable to M2M service layer. This feature is secure connection.  From SA3’s view, the network can provide security session key between the appropriate termination point in the M2M device and termination point in the core network. Related reference point is the reference point between the termination point in the UE and termination point in the core network. Now in TR 33.868 3GPP has defined several candidate solutions for such feature but final solution is not selected. So the detailed work flow cannot be provided.
SA3 will be interested to understand what security features are developing in oneM2M for close cooperation and mutual benefit.
2. Actions:

To oneM2M Technical Plenary

ACTIONS: 


1) Please take note of the above information and please follow the features related to secure connection specified in Release 12.
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