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1. Introduction

At SA2#97, it was agreed that a new WLAN selection policy (WLANSP) will be added to the ANDSF MO for the purpose of WLAN network selection. In this contribution, we highlight the necessary additions to this policy to allow the provision by the operator of a minimum expected service level so that the WLAN network can be considered for selection. 
2. WLAN SP extensions

Key issue#4 highlights the need for WLAN selection policies that take into account WLAN information made available by HS2.0 capabilities to prevent connection to WLAN networks that cannot offer a minimum service level to the user.
Solution#8 further elaborates on how the UE should combine information on WLAN loading together with information on the radio conditions of the UE, to evaluate an ‘achievable throughput level’. This information is used to enable the UE to effectively steer the traffic between the 3GPP network and WLAN depending on the measured throughput on the 3GPP network and estimated or measured throughput on WLAN. This minimum expected service level is provisioned as part of ISMP/ISRP rules and indicates whether UE should be preferably on the 3GPP network or selected WLAN network. 
With the introduction of the WLAN selection policy rule, it is also required that UE does not select a WLAN network that cannot satisfy a minimum service level, even though prioritised by operator policy. Thus, WLAN SP should be extended to include validity conditions in terms of the minimum desired Uplink and Downlink throughput level.
The following changes are proposed:

1) Modify Solution#8 to indicate that WLANSP needs to be extended to contain validity conditions related to a minimum desired uplink and downlink throughput level.

2) Modify solution#10 to indicate that one additional step when considering WLANSP is to check that validity conditions specified within the MO are met by the selected AP. 
3. Proposed changes  

******************************* FIRST CHANGE *******************************

6.8.2
Impacts on existing nodes or functionality

The ANDSF MO (both ISMP and ISRP) needs to be extended in order to include new validity conditions in the form of minimum acceptable uplink and downlink throughput thresholds , used to compare with the achievable throughput which UE can derive from the available BSS load information and WAN metrics information from the WLAN AP and achieved throughput thresholds which UE can evaluate once connected to the WLAN AP. 
Additionally, the WLAN Selection Policy MO defined by Solution#10 should also include validity condition in the form of minimum service level policy, i.e. minimum acceptable Uplink and Downlink throughput thresholds. 

For WLAN network selection, the minimum service level policy is only used to exclude WLAN networks that do not meet the minimum service level criteria.
Among WLAN networks that meet the minimum service level, the UE should select a higher prioritised WLAN network. 

Editor’s note: It is FFS whether an evaluation time needs to be added to the ANDSF MO to be used by the UE for hysteresis handling.

The details of the thresholds policy, i.e. node, leaf, etc, will be defined in stage 3.
****************************** NEXT CHANGE ********************************
6.10.4
WLAN Selection based on WLANSP

The UE uses the active WLANSP rule to select the most preferred available WLAN access network and then performs EAP-AKA/EAP-AKA’ authentication over this WLAN access network (if EAP-AKA/EAP-AKA’ authentication is needed). This WLAN selection is performed with the following steps.

i. Step 1: The UE discovers the available WLANs and puts them in priority order based on the active WLANSP rule. E.g.
· WLAN-1 (priority 1)
· WLAN-4, WLAN-2 (priority 2)
· WLAN-3 (priority 3)
ii. Step 2: The UE selects the WLAN with the highest priority (best match), e.g. WLAN-1.

If there are multiple WLANs with the same highest priority, the UE selects the WLAN that interworks with the most preferred service provider in the PSP list.
iii  Step 3: For the highest prioritised WLAN, UE verifies that validity conditions e.g. related to  minimum service level criteria and connectivity types support are met.
· If selected WLAN does not satisfy minimum validity conditions, UE considers the next prioritised WLAN 
· If no prioritised WLAN satisfy the validity conditions in WLANSP:

· If  3GPP network is present, UE selects or  remains on the 3GPP network

· If no 3GPP network is present, UE may select an available WLAN network which is prioritised within WLANSP even though validity conditions are not satisfied. 
iv. Step 4: For EAP-AKA//EAP-AKA’ authentication (if needed) the UE determines from the PSP list which preferred service providers interwork with the selected WLAN and constructs a NAI that corresponds to the most preferred service provider. E.g.
· 
NAI = <real_of_hplmn>!<IMSI>@<real_of_PSP-A>, if PSP-A is the most preferred service provider that interworks with the selected WLAN.
Note that Step 4 above is only required when the UE decides to connect to the most preferred WLAN access network that is determined in Step 2.

Note also that the UE performs the WLAN selection based on the active WLANSP rule (as described above) without taking into account real-time events associated with the active ISRP rule. The active ISRP rule is used only for routing decisions and does not impact the selection or reselection of the WLAN access network. For example, when a new IP flow in the UE matches the traffic selector in the active ISRP rule, this event should not trigger WLAN re-selection. If the conditions for WLAN selection change every time a new application runs or when certain IP flows are detected, the WLAN selection in the UE will be complex and may lead to frequent WLAN re-selections that would negatively affect the user experience and the battery consumption. 

NOTE: Events such as change of WLAN load information, change of UE location, change of time of day may lead to WLAN (re-)selection based on the WLANSP rule.

