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Abstract of the contribution: Some UPCON solutions support indication of RAN user plane congestion to the core network. Although mentioned a few times, so far the role of dynamic operator policies has not been deeply discussed. We investigate the involvement of PCRF for the purpose of policy handling for mitigation of congestion in the core network.
Introduction
Congestion mitigation in the CN should be based on policy decisions in order to allow operators to dynamically configure and enforce mitigation measures according to their needs and business strategy.

This contribution describes a solution with the following parts:
· Basic principles of CN-based congestion mitigation 
· Required CN-based congestion mitigation measures (in the user plane)

· Policy control for congestion mitigation based on the PCRF 

Proposal

Beginning of Change

6.1.X
Solution 1.X: Policy-based Congestion Mitigation 
6.1.X.1
General description, assumptions, and principles


This solution addresses key issues #1 (“RAN User Plane congestion mitigation”) and #4 (“Video delivery control for congestion mitigation”). It describes a general scheme how PCRF can be involved for congestion mitigation based on policy decisions, with the PCRF providing policies to different network entities performing congestion mitigation, based on congestion awareness. 

This solution focuses only on policy-based congestion mitigation, and does thus not depend on how congestion awareness is achieved in the PCRF (e.g. if the congestion information is signalled off-path or if they are indicated on-path via the P-GW). 
NOTE: 
The term “congestion information” is used here as a generic term and the detailed information elements are left to the congestion awareness solution. Congestion information may for example include the congested user and the severity of the congestion.
6.1.X.2
High-level operation and procedures
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Figure X: Overview of congestion mitigation based on policy decisions.

NOTE 1: 
The numbers do not necessarily imply a temporal order.
NOTE 2: 
If TDF is deployed, congestion mitigation policies may be provisioned to both PCEF and/or TDF. 
The procedural steps are:

1. The PCRF provides policies for congestion mitigation to one or more of the following network entities:

a) to the PCEF (over the Gx interface);
b) to the TDF (over the Sd interface) ;

c) 

The policies can be provisioned before RAN user plane congestion occurs or after the PCRF becomes aware of the congestion status (e.g. onset, abatement, level of RAN user plane congestion).  
Editor’s Note: It is FFS if and how to enhance PCC/ADC rules for support of policies that are applicable for different RAN user plane congestion situations, and how to provision and activate them. 

NOTE 3: 
The PCRF may use subscriber information (e.g. from SPR) as input for the policy decisions.
NOTE 4:  In case of network configurations without PCRF involvement, the PCEF and/or TDF can enforce static congestion mitigation policies upon receipt of a congestion notification from the RAN. Different policies may be configured for different congestion levels.
Editor’s Note: 
It is FFS if, and if so, how the TDF receives the congestion notification from the RAN for the deployment scenario described by NOTE 4.

2. The PCRF may also provide – subject to agreement with the AF provider – an indication to the AFs (over the Rx interface).

3. Editor’s Note: The details of the indications / information provided to the AF over the Rx are FFS. The indication could for example include the level of service that is supported (e.g. max. bitrate).
4. Congestion mitigation is performed in different network entities according to the policy decision by the PCRF:

a/b) The PCEF/TDF can perform bandwidth limitation, prioritization and traffic gating according to the provided policies.

c)
The AF (e.g. an application server or proxy) can directly or indirectly support the congestion mitigation, e.g. by adapting the sending rate, through media transcoding or compression, or by delaying push services. 
d)
Based on policies provided by the PCRF the P-GW/TDF may also perform actions to support  congestion mitigation measures in the RAN, e.g. the policy can control when packet marking (such as e.g. proposed by Solution 3) should be performed.
e) 
The PCRF may limit/reject the authorization of new requests for application flows, based on current procedures. 


6.1.X.3
Impact on existing entities and interfaces
Details are FFS.
6.1.X.4
Solution evaluation
End of Change
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