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Abstract of the contribution: This contribution proposes a solution for the Key Issue #8.
Discussion

According to the key issue #8 in TR 23.865, it is required to define how 3GPP specifications may use the WLAN connection capability parameter to improve WLAN selection procedure. It is proposed to include the connection capability information in ANDSF policies.
Proposal
	First Change


6.x
Solution #X: ANDSF Policies with WLAN connection capability information
6.x.1
Functional Description

This solution addresses the key issue #8, “Use Connection Capability during WLAN network selection”.
Connection capability is specified by WFA Hotspot 2.0 specification to provide information on the connection status within the WLAN network. And the connection capability of a WLAN network indicates that the WLAN network allows communication on certain IP protocols and ports while blocks communication on others. For example, a firewall or a NAT function in the WLAN network blocks the IP flows associated with certain IP protocols and ports. Prior to association, the UE is capable to obtain the connection capability of a specific WLAN through the ANQP procedure.
It is proposed to extend the ANDSF policies to support the connection capability of the WLAN networks defined in HS2.0 Release 1. The ANDSF server sends ANDSF policies including WLAN connection capability information to UE. And the information contains the IP protocol and port tuples that are allowed by the WLAN networks and/or the IP protocol and port tuples that are blocked by the WLAN networks. And then the UE uses the connection capability information to determine whether the discovered WLAN access networks can be the candidates for access network selection. 
The connection capability information added in the ANDSF policies may include the allowed and/or blocked IP protocol and port tuples, thus the usage of this information by the UE may be different:
-
The connection capability information just includes the IP protocol and port tuples that the WLAN networks should not block. Then the WLAN networks which don’t block the communication on every tuple included in the ANDSF policy can be the candidates for access network selection.
-
The connection capability information just includes the IP protocol and port tuples that the WLAN networks should block. Then the WLAN networks which block the communication on every tuple included in the ANDSF policy can be the candidates for access network selection.
-
The connection capability information includes the IP protocol and port tuples (i.e. Set A) that the WLAN networks should not block and the IP protocol and port tuples (i.e. Set B) that the WLAN networks should block. Then the WLAN networks that allow the communication on every tuple in Set A and block the communication on every tuple in Set B can be the candidates for access network selection.
An example to include the connection capability information defined in HS2.0 Release 1 in ANDSF policies is shown in Figure 1. And in this example the connection capability information is included in the new sub-tree (i.e. WLANSP) specified in solution #6. 
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Figure 1: Example of including the ConnectionCapability node in the new sub-tree
6.x.2
Impacts on existing nodes or functionality

The ANDSF access selection policies need to be extended in order to include additional selection condition based on WLAN connection capability.
6.x.3
Evaluation
	End of Changes
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