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1. Overall Description:

SA2 thanks RAN2 for the LS on Access control for UEs in RRC CONNECTED mode.  SA2 have discussed the RAN2 questions, taking into account the Rel-12 PMOC requirements in TS22.011, and would like to provide following answers: 
1.     Are there any requirements due to the fact that UEs stay in connected mode more often nowadays that may be taken into account with respect to access control mechanisms?
Answer> Existing IMS overload control mechanism in the core-network has been developed with the assumption that during catastrophic events (terrorist attack, tsunami, etc.) majority of the UEs are in RRC idle-state and SSAC is applied to bar these UEs from originating MMTel calls. However, as RAN2 has identified, now UEs stay in RRC Connected mode. Hence a mechanism to bar MMTel originations from UEs in RRC-Connected mode is also needed. This would ensure that core-network based IMS overload mechanisms continue to work as designed. 
2.     Is there already any CN based mechanism developed to solve especially the above problems (above (1) and (2)) discussed in this LS e.g. in case of disaster scenario which may cause signalling overload to IMS system?
[A concern was raised by some operators that whenever a burst access towards IMS occurs in case of e.g. disaster situation, (1) the new (IMS) service setup from these UEs may cause an overload to the IMS system, and (2) this might cause establishment failure of important calls such as Emergency/High Priority calls.]
Answer> As stated previously, existing core-network based mechanism to handle (1) and (2) will overload IMS unless there is gating in the RAN also in parallel, as explained in answer #1 above. Hence, the CN based mechanisms cannot in themselves solve the IMS overload issue. RAN based access control is also required to bar MMTel call originations by RRC connected mobiles.
During discussions on the above issue, SA2 identified  that under the same catastrophic events, congestion in MME due to very high CS Fallback requests (i.e. Extended Service Request) sent from UE in RRC Connected mode could occur. Hence, mechanisms to bar origination of Extended Service Request  from UEs in RRC-Connected mode is also needed.

SA2 requests RAN2 to consider both the cases when DRX is ON and DRX is OFF in RRC connected state.
2. Actions:

To RAN2 group.

ACTION: 

SA2 would like to request RAN2 to take above answers into account.
3. Date of Next TSG-SA WG2 Meetings:

TSG-SA WG2 Meeting #98
15 – 19 July 2013
Valencia, Spain.
TSG-SA WG2 Meeting #99
23 – 27 Sept. 2013
TBD (China)
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