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Abstract of the contribution:

This paper proposes a proactive solution for RAN user plane congestion mitigation.
1. Introduction

This P-CR proposes to capture in TR 23.705 a new proactive solution to deal with RAN user plane congestion.
2. Proposal
In order to address the key issues on “RAN User Plane congestion mitigation”, “Differentiated treatment for non-deducible service data flows in case of RAN user plane congestion”, “Video delivery control for congestion mitigation” and “Uplink Traffic Prioritization”, that are all described in chapter 5 of TR 23.705, it is proposed to enhance the definition of service data flow filters, so that also applications with non-deducible SDFs can be dynamically mapped to dedicated bearers.

This solution is complementary to the technical approaches that provide traffic handling differentiation for IP flows routed through the default bearer. For example, an operator could use enhanced SDF filters to map a specific application and/or service requiring a minimum guaranteed bandwidth (e.g. VoIP) to a GBR bearer, and rely on the Flow Priority Indicator (FPI), as described in section 6.3 of TR 23.705, to prioritize the rest of the traffic, that would be routed through the default bearer.
The following new text is proposed to be added in TR 23.705.
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6.X
Solution X: Enhancement of SDF filters
6.X.1
General description, assumptions, and principles

This solution addresses the key issue on “RAN User Plane congestion mitigation”, the key issue on “Differentiated treatment for non-deducible service data flows in case of RAN user plane congestion”, the key issue on “Video delivery control for congestion mitigation” and the key issue on “Uplink Traffic Prioritization”.

A possible approach to deal with RAN user plane congestion is to map different applications, or different data flows exchanged by a specific application (e.g. video, audio, file sharing and chat), to different bearers according to their QoS needs. The solution described in this section aims at enabling this model also for applications with non-deducible SDFs, addressing some limitations of the current Policy and Charging Control (PCC) architecture, as documented in TS 23.203 [x].

According to TS 23.203 mapping a specific traffic aggregate to a dedicated bearer is possible as long as the traffic aggregate can be described using service data flow (SDF) filters. As described in section 6.2.2.2 of TS 23.203, SDF filters identifying a service data flow may:

· be a pattern for matching the IP 5 tuple (source IP address or IPv6 network prefix, destination IP address or IPv6 network prefix, source port number, destination port number, protocol ID of the protocol above IP);
· consist of the destination IP address and optional mask, protocol ID of the protocol above IP, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the IPSec Security Parameter Index (SPI);

· consist of the destination IP address and optional mask, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the Flow Label (IPv6).

Relying on advanced packet inspection functions, such as L7 DPI and heuristic analysis, a service data flow filter may also extend packet inspection beyond the possibilities described above and look further into the packet and/or define other operations (e.g. maintaining state). But such service data flow filters, that are not standardized, must be predefined in the PCEF, which implies that:

· They only work in the downlink direction.
· They require application detection to be performed by the PCEF. Deployment scenarios where application detection is performed by a TDF are not supported.

· Roaming scenarios with local-breakout are not supported.

In order to resolve these limitations it is proposed to extend the definition of the service data flow filters exchanged over Gx, and the traffic flow template (TFT) filters exchanged with the UE, introducing additional standardized parameters for packet classification. One of such additional parameters could be the Application Identifier. The notion of Application Identifier (or Application Identity) is in fact already available in TS 23.203 and TS 23.402 [y].

In TS 23.203 the notion of Application Identifier was introduced on the network side to support Application Detection and Control (ADC), while in TS 23.402 the notion of Application Identity was introduced both in the network and on the UE for access network discovery and selection (see the definition of ISRPs in section 4.8.2.1 of TS 23.402). Even though the usage scenarios identified in TS 23.203 and TS 23.402 are different, in both cases the Application Identifier (or Application Identity) is used, on the network side and on the UE, to classify the IP flows and trigger appropriate actions. As such the Application Identifier could be introduced as an additional standardized parameter in SDF and TFT filters, which would make it possible for the PCRF to generate PCC rules for applications with non-deducible SDFs, e.g. peer-to-peer file sharing, etc. This would allow to map applications with non-deducible SDFs to dedicated bearers both in the downlink and in the uplink direction.

In order to enforce a PCC rule including an Application Identifier, the PCEF shall be capable to detect the correspondent application traffic by means of deep packet inspection (or other advanced packet inspection techniques, such as heuristic analysis).

Editor’s note: How to support network deployments where application detection is performed by a TDF is FFS.
Editor’s note: How to support scenarios with PMIP-based S5/S8, where bearer binding is performed by the Bearer Binding and Event Reporting Function (BBERF), is FFS.

Differently from the PCEF, the UE is not required to support deep packet inspection to handle Application Identifiers. The Application Identifier included in a TFT filer is an operating system specific parameter that can matched by the UE against the identifier that uniquely identifies the application within the operating system. As such no need to standardize a namespace for the Application Identifiers provided by the network in TFT filters is foreseen.

Editor’s note:  How the network detects the UE’s operating system in order to provide the correct Application Identifier in TFT filters is FFS.
Editor’s note: It is FFS if there are scenarios of operator’s interest where the usage of the Application Identifier in PCC rules may generate a mismatch between bearer binding in the network and in the UE. How such a mismatch would eventually affect the customer and/or the operator is FFS.

Editor’s note: It is FFS if there are other parameters in addition to the Application Identifier that could be introduced in enhanced SDF and TFT filters to classify IP flows for the purpose of bearer binding.

The solution described in this section is complementary to the technical approaches that provide traffic handling differentiation for IP flows routed through the default bearer. For example, an operator could use the solution described in this section to map a specific application and/or service requiring a minimum guaranteed bandwidth (e.g. VoIP) to a GBR bearer, and rely on the Flow Priority Indicator (FPI), as described in section 6.3, to prioritize the rest of the traffic, that would be routed through the default bearer.
6.X.2
High-level operation and procedures
In order to ensure interoperability with legacy UEs, a mechanisms for the UE to negotiate support of the enhanced TFT filters with the network shall be supported. No other impacts to the procedures specified in TS 23.203 are foreseen.
6.X.3
Impact on existing entities and interfaces
PCRF

· Support for enhanced SDF filters including the Application Identifier as an additional parameter.

PCEF

· Support for enhanced SDF filters including the Application Identifier as an additional parameter.

· Capability to detect the application traffic associated with an Application Identifier by means of deep packet inspection (or other advanced packet inspection techniques, such as heuristic analysis).
UE

· Support for enhanced TFT filters including the Application Identifier as an additional parameter.

· Capability to detect the application traffic associated with an Application Identifier by matching the Application Identifier included in a TFT filer against the identifier that uniquely identifies the application within the operating system.
· Capability to negotiate support of the enhanced TFT filters with the network.

Editor’s note: Any additional impacts to support scenarios with PMIP-based S5/S8 and network deployments where application detection is done by a TDF are FFS.
6.X.4
Solution evaluation
Editor’s note: The solution evaluation is FFS.
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