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Abstract of the contribution: This paper discusses some technical issues to be investigated for the case when the TWAG and the IP Edge are non-collocated.
Introduction

According to the LS received from BBF the deployment option when TWAG and IP Edge are standalone network elements shall be supported. However, the current solution descriptions in section 8 of TR 23.839 present the TWAG and the IP Edge as collocated entities. The purpose of this paper is to discuss some technical issues to be investigated for the non-collocated case. 
Discussion

In the current architecture figures and procedure descriptions the TWAG and the IP Edge are collocated entities. In order to address the case when they are not collocated it should be clarified 

· in which node (IP Edge or TWAG) the interfaces are terminated when they are separate entities; and 
· what information elements should be exchanged between the nodes.
The figure below shows which interfaces are terminated in the TWAG/IP Edge combined node in the different solutions.
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Figure 1: Interfaces terminating at the combined TWAG/IP Edge
From this paper’s point of view solution 1 and 2 are very similar as they only differ in what protocol is used over S2a (GTP or PMIP). The role of the interfaces is the following:

· S2a: mobility, packet delivery and provide QoS/policy information that should be enforced in the BBF network.
· AAA: BBF related AAA interaction and access authentication for Trusted WLAN access.
In solution 3 the role of the interfaces is different:
· S2a: mobility and packet delivery.
· AAA: BBF related AAA interaction and access authentication for Trusted WLAN access.

· R: QoS/policy information that should be enforced in the BBF network.
Based on the functionality provided by the TWAG S2a should be terminated at the TWAG. As a consequence of this decision there is a need for AAA interfaces at both the IP Edge (to allow for authentication/authorization of traffic bypassing the 3GPP CN) and the TWAG (to allow for authentication/authorization of traffic towards the 3GPP CN). The R interface is terminated at IP Edge (see Figure 2) as the IP Edge is the QoS enforcement point in the BBF network. 
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Figure 2: Interfaces terminating at the standalone TWAG and IP Edge

As the QoS policy enforcement point resides in the IP Edge, the TWAG needs to forward the QoS information received over S2a to the IP Edge in case of solutions 1 and 2. In case of solution 3 this is not needed as the IP Edge receives QoS related data from the BPCF via the R interface.
Another interesting issue is how the IP Edge can enforce QoS policies for PDN connections using Trusted WLAN access. The Trusted WLAN solution requires the TWAG to be the first-hop router. This means that some kind of tunnelling (L2 or L3 tunnelling) is needed between the WLAN APs and the TWAG in this architecture. Therefore, the IP Edge cannot use policy rules on IP level (5-tuples) directly as received from the 3GPP core network.
In case of solution 3 the BPCF/PCRF discovery is also an issue to be clarified. For BPCF-initiated Gateway control session establishment over S9a the IP Edge should know the IMSI and APN of the UE. Thus the TWAG needs to provide this information to the IP Edge during initial attach. For PCRF-initiated Gateway control session establishment over S9a the TWAG should provide access network information (e.g. IP address of the IP-edge) to P-GW over S2a. Thus in this case the IP Edge needs to provide this additional information to TWAG. 
Proposal
In the previous section a couple of issues have been identified when the TWAG and the IP Edge are separate nodes:
1. In all solutions some clarification is needed how the IP Edge can enforce the IP level QoS policy rules as the traffic between the UE and the TWAG needs to be tunnelled.

2. In case of solutions 1 and 2 the TWAG should forward the QoS information to the IP Edge.

3. In case of solution 3 the BPCF/PCRF discovery must be clarified. 

These issues are out of the scope of 3GPP specifications, but a confirmation from BBF is needed that it feasible to solve these issues in BBF networks. As the different solutions have different requirements on BBF network (see issue 2 and 3) checking the feasibility of these issues with BBF is essential for the solution selection. 
The following changes are proposed in TR 23.839 to capture these open issues. 
***** Start of changes *****
8.2.X Key Issue X – QoS policy enforcement for standalone TWAG
The Trusted WLAN solution requires the TWAG to be the first-hop router. This means that some kind of tunnelling (L2 or L3 tunnelling) is needed between the WLAN APs and the TWAG in this architecture. Therefore, the IP Edge cannot use policy rules on IP level (5-tuples) directly as received from the 3GPP core network.

***** Start of next set of changes *****
8.3.1.2
Reference architecture

Editor's note:
This clause will describe the reference architecture for Non-roaming and for roaming scenario for alternative 1 for P4C Building Block II

The Interworking network architecture for the BB2 solution based on GTP based S2a is shown in the following figures.

This architecture addresses the scenario where the 3GPP EPC and the BBF access network are operated by different administrative entities. Furthermore the architecture supports the roaming scenario between two PLMN operators.

Editor’s note: The same solution can also be applied to scenario of a single network operator deploying both the 3GPP EPC and the BBF access network. See TR 23.839.

The architectures in the following figures show only entities and interfaces that are in scope of the work and/or are impacted by BB2. 

Admission control is a function of the BBF defined network and may involve BBF entities not shown in the architecture figures below, e.g. BPCF.

The reference points internal to the Fixed Broadband access network are defined or are under definition by Broadband Forum and are out of the scope of this specification.
NOTE: 
Both TWAN and IP Edge integrated and TWAN and IP Edge standalone cases are supported and are represented by the following architectures. 

Editor’s note: The TWAG and IPEdge standalone case needs further clarification depending on ongoing BBF work. More specifically it requires clarification whether a standalone TWAG can forward the EPS Bearer QoS to the IP edge and can trigger the release of resources in the BBF domain.
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Figure 8.3.1.2-1: Non-Roaming Architecture
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Figure 8.3.1.2-2: Roaming Architecture - Home Routed
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Figure 8.3.1.2-3: Roaming Architecture - Local Break Out
***** Start of next set of changes *****
8.3.2.2
Reference architecture
The policy interworking network architecture for BB 2 for this alternative solution is shown in the following figures.
This architecture supports the scenario of a single or separate network operator(s) deployment of the 3GPP EPC and/or the BBF access network (Figure 8.3.2.2-1). It also supports the roaming scenario between two PLMN operators (Figure 8.3.2.2-2) and the one with the local breakout in VPLMN (Figure 8.3.2.2-3). These figures illustrate the separated model, where the TWAG and the BNG/BRAS functionalities are independently located; however, the collocated model, where these functionalities reside in one entity, is also covered, which is shown by dotted boxes surrounding them.
WLAN Access is connected to the TWAG via the BBF access for constructing Trusted WLAN Access (TWAN) and QoS rules that are provided to the TWAG are transferred to WLAN AN via Tn interface as defined in TR23.852 (not shown in the figures in this document).
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Figure 8.3.2.2-1: Non-Roaming Architecture with S2a-PMIP
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Figure 8.3.2.2-2: Roaming Architecture with S2a-PMIP – Home Routed
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Figure 8.3.2.2-3: Roaming Architecture with S2a-PMIP – Local Break Out

Editor’s note: The TWAG and IPEdge standalone case needs further clarification depending on ongoing BBF work. More specifically it requires clarification whether a standalone TWAG can forward the EPS Bearer QoS to the IP edge and can trigger the release of resources in the BBF domain.
***** Start of next set of changes *****
8.3.3.5.2.1
BPCF-initiated Gateway control session establishment over S9a
This procedure is triggered by BPCF to establish a gateway control session with the PCRF to request policy decisions for EPC routed traffic.
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Figure 8.3.3.5.2.1-1: BPCF-initiated Gateway control session establishment over S9a
If dynamic policy provisioning over S9a is not deployed, the optional steps 2, and 3 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

The IP-CAN session for the PDN Connection in the PDN GW is created via Gx procedures. In addition, a Gateway Control Session is established between the BPCF and the PCRF corresponding to the EPC-routed IP-CAN session in the PCRF.

1.
The description of the attachment procedure is the same as for steps 1-15 in TS 23.402 [3], clause 16.2.1 or 16,2,2. 

2.
Triggered by the successful authentication in step 8 of clause 16.2.1 or 16.2.2 in TS 23.402 [3] as referred by step 1 above, the BPCF is informed about the UE accessing over Fixed Broadband Access. The local policy session (R session) is established. How this is done is out of 3GPP scope.

Editor’s note: How the BPCF is triggered by the IP-edge to initiate the Gateway Control Session towards the PCRF in the case of standalone or integrated TWAG scenario is FFS

3. Triggered by step 2, the BPCF initiates the Gateway Control Session establishment request over S9a with the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case). IMSI and APN needs to be included in the Gateway Control Session Establishment request message over S9a.
After the hPCRF established the Gateway control session over S9a, the hPCRF will link it to the IP-CAN session over Gx interface, which is established in step 1.
8.3.3.5.2.2
PCRF-initiated Gateway control session establishment over S9a
This procedure is triggered by PCRF to establish a gateway control session with BPCF to provision policy decisions for EPC routed traffic.  The PCRF initiated approach is the same as the existing S2b/c support except with the additional signaling parameter over S9a and is described in more details as follows. 
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Figure 8.3.3.5.2.2-1: PCRF-initiated Gateway control session establishment over S9a 
If dynamic policy provisioning over S9a is not deployed, the optional steps 2, and 3 do not occur. Instead, the Fixed Broadband Access Network may employ local policies.

The IP-CAN session for the PDN Connection in the PDN GW is created via Gx procedures. In addition, a Gateway Control Session is established between the BPCF and the PCRF corresponding to the EPC-routed IP-CAN session in the PCRF.

1. The description of the attachment procedure is the same as for steps 1-15 in TS 23.402 [3], clause 16.2.1 and clause 16.2.2 with the following additions: Fixed Broadband access network information (e.g. IP address of the IP-edge) are also forwarded to P-GW, then to PCRF.  

Such Fixed Broadband access network information is necessary for PCRF to identify the appropriate BPCF and IP-edge for the given UE when the gateway control session establishment is initiated by the PCRF towards the BPCF over S9a.  

Editor’s note: The details on how P-GW obtains the Fixed Broadband access network information and the details of the information for both integrated and standalone scenarios of TWAG is FFS.

2.
Triggered by the step 4, the completion of the IP-CAN session establishment procedure, in clause 16.2.1 or 16.2.2 in TS 23.402 [3] as referred by step 1 above, the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming case) initiates Gateway Control Session establishment request over S9a with the BPCF. IMSI needs to be included in the Gateway Control Session Establishment request message over S9a.

3.
The BPCF may interact with the BNG, e.g. to download policies, as defined by Fixed Broadband Access Policy Framework specifications BBF WT-134 [11] and BBF WT-203 [6]. This step is out of 3GPP scope.
***** End of changes *****
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