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Abstract of the contribution: This paper proposes common Iu/S1 as a solution for connectionless data transmission.
Introduction

Signalling of idle to connected transition is thought as a major overhead of user plane small data transmission. TR 23.887 section 5.1.1.3.6 has documented two solutions for data transmission with idle to connected transition. In the two solutions, each PDN connection has a dedicated GTP-U tunnel. The UE sends the tunnel information to RAN via user plane. 
GPRS doesn’t have service request procedure for idle to connected transition because GPRS has a common Gb interface shared by a group of UEs served by the same SGSN and BSC. Similar, common Iu/S1 can be used to avoid service request procedure to achieve connectionless data transmission in UTRAN and E-UTRAN. GPRS architecture is suitable for transmitting small amount of data. With common Iu/S1, some of the GPRS functions can be reused without significant impact.
Proposal

It is proposed to add the solution described below to the TR 23.887 for further study and evaluation.



First Change

5.1.1.3.6
Solution: Small Data Fast Path / Connectionless

5.1.1.3.6.1
General 

The two alternatives described below describes how small data can be passed in the user plane without disproportionate amount of signalling caused by idle-connected mode transitions. These alternatives can handle small data of any frequency with upper volume limit only constrained by radio design. (Note: Small data for UE in connected mode does not suffer from the problem of excessive idle-connected mode transitions).

Both alternatives below are based on the principle of providing information to the UE about the end-point of the PDN Connection or its bearer(s) in the SGW. The UE can then append this information to small data that is sent UL to the eNB. The eNB uses the appended information and creates a GTP-U PDU and passes the small data packet on the S1-U to the SGW. The SGW forwards the received packet uplink as normal. To allow subsequent DL small data, the eNB also appends its DL TEID and IP address to the GTP-U PDU in an extension header. The SGW stores and uses this information for any subsequent DL small data. 

There are differences between the two alternatives. The connection less alternative has the following specifics:

-
Security model is not changed as the eNB performs the encryption function. The security material is downloaded in the eNB from the core when the UE first uses the eNB for data transmission and this security context is used for connectionless data transmission as long as the UE remains under the eNB coverage (the exact method is to be defined in cooperation with SA3)

-
The UL TEID and the SGW IP address are derived from a connection ID which is allocated to the UE at session set up and maintained via Mobility management procedures. This connection ID is formatted in such a way to identify the SGW and the TEID for UL data and the mapping of connection ID to TEID and SGW is passed to the eNB when security is established. This Connection ID is sufficient to forward the data in the UL to the correct SGW and TEID.

-
It operates per PDN connection. A PDN connection is either connection less or a normal PDN connection. It is decided when the PDN connection is created what type of connection it is. PDN connections earmarked for connectionless behaviour do not allow dedicated bearers. Data for connectionless PDN’s trigger connectionless paging.
-
A suitable RAN transmission mechanism is to be decided together with RAN groups.

The small data fast path alternative has the following specifics: 

-
Does security between UE and SGW. Security information is provided by MME to SGW at session creation. The security solution is FFS by SA3.

-
The UE passes all information required for the eNB to forward the small data to the SGW. 

-
It operates per bearer. The information appended to the small data specifies the GTP-U tunnel where the eNB forwards the data.

-
A bearer can be enabled for small data fast path. If data arriving in the UE or the SGW meets the small data criteria it is sent in the fast path, otherwise the data is sent the normal way by initiating a service request.

-
A suitable RAN transmission mechanism is to be decided together with RAN groups.
For UMTS, there is a third alternative C of using a common Iu.

The common Iu/S1 alternative has the following specifics:

-
For UTRAN, does security between UE and SGSN. The security solution is FFS by SA3. UKH (UTRAN Key Hierarchy) solution may be one candidate solution. For EPC, the same security solution as alternative A  can be used.
-
RNC/eNB forwards small data together with UE ID and bearer ID to SGSN/SGW over the common Iu/S1. 

-
A bearer can be enabled for small data fast path. If data arriving in the UE or the SGW/SGSN meets the small data criteria it is sent in the fast path, otherwise the data is sent the normal way by initiating a service request.

-
A suitable RAN transmission mechanism is to be decided together with RAN groups.
Editor’s Note: It is FFS how these alternatives can be merged or if they shall be progressed as separate solutions.




NEXT CHANGE

5.1.1.3.6.4
Alternative C (UMTS only): Common Iu
5.1.1.3.6.4.1
General

GPRS does not have service request procedure because the Gb interface is shared by a group of UEs served by the same SGSN and BSC, and every transferred data unit carries all info needed for routing. Common Iu is intended to avoid service request procedure with GPRS architecture as reference. The Iu connection in alternative A/B is per UE per bearer. In alternative C, the Iu connection is preconfigured and shared by UEs served by the SGSN—RNC. 
5.1.1.3.6.4.2
Procedures

Small data initiated Uplink 
UE in idle mode decides whether to use common Iu for IP packet per network capability and criteria of “small data” in UE. Below figure shows the message flow for UL small data transmission over common Iu.
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1.
After random access procedure, UE sends Packet Channel Request (TLLI) to RNC with TLLI as UE ID. The TLLI is derived from native P-TMSI of the local RA. If the P-TMSI is not associated with local RA, the UE shall initiate normal RRC connection establishment procedure to perform normal routing area update first.
2.
RNC assigns a temporary radio bearer (similar to TBF of GPRS) and RNTI for the UE in Packet Channel Response. TLLI is included in this message for contention resolution. 
3.
UE sends user data and NSAPI over the radio bearer to RNC. The first packet should include integrity protection information for SGSN to authenticate the UE by integrity check. If integrity check fails, the SGSN notifies RNC to release the radio resource of the UE (identified by TLLI). 
NOTE: 
Running GPRS protocols (SNDCP/LLC) over UMTS PDCP is one option too. This option is not described here because it is described in GPRS standards clearly.
The GPRS READY state is similar to connected mode. The authentication for the UE based on first packet (of this READY cycle) would be valid until READY timer expires. ]
1.
RNC selects SGSN for the UE per TLLI and forwards the user data, TLLI and NSAPI to the SGSN over the common Iu tunnel. Common Iu is a pre-configured common GTP-U tunnel between SGSN and RNC for UEs served by the RNC—SGSN pair. 
2.
SGSN identifies the UE context and PDP context per TLLI and NSAPI, and forwards the user packet to the GGSN/PGW/SGW. 
3.
When downlink user data arrives, GGSN/PGW forwards the user data to SGSN.

4.
SGSN forwards the user packet together with TLLI and NSAPI to RNC over the common Iu tunnel, if the UE is considered as active by the SGSN (e.g. a timer similar to GPRS READY timer started in step 5 is not expired). 
5.
RNC sends the user data and transparently forwards NSAPI to the UE over the temporary radio bearer. 
6.
After the temporary radio bearer is expired, the UE may either request temporary radio bearer resource again or execute full service request procedure if it has more data to transmit. If UE has signalling e.g. routing area update to transmit, the UE shall setup RRC connection and perform it in normal connected mode.
Small data initiated downlink 

Small data initiated DL, that is, DL data received in the SGSN where the UE in idle mode is not thought to be active for common Iu transmission, similar to the case of GPRS STANDBY state. The SGSN initiates network requested service request procedure. When UE receives the paging, the UE can send a dummy packet to the network following the same procedure as UL small data transmission. When SGSN receives the dummy packet, SGSN sends the downlink packet to UE as specified in step 7-8 of UL small data transmission procedure.
Mobility
Handover is not necessary in common Iu mode. When UE moves from one cell to another when common Iu mode is active for the UE, the UE re-initiate the UL small data transmission procedure and send at least one packet in the new cell if RA is not changed. The RLC entity inside RNC runs ARQ to repeat packets that are lost due to cell change. If RA is changed, the UE shall initiate normal RAU procedure in the new cell. 
Security

The security between UE and SGSN/SGW shall be used to avoid the signaling of establishing AS security context. For UMTS, some SA3 UKH solution may be used to provide security between UE and SGSN. For EPC, the security parameters can be sent by SGSN/MME to SGW for SGW to perform the security functions. 
5.1.1.3.6.5
Solution evaluation
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