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Abstract of the contribution: This contribution proposes AAA-based accounting support using RADIUS/DIAMETER accounting without specifying the interaction with OCS/OFCS system.
1
Discussion

This contribution proposes AAA-based accounting for NSW) and fixed device based on the following principles:

· AAA-based accounting is supporting using RADIUS/DIAMETER accounting messages
· .
· Accounting for fixed devices is performed by BBF AAA via B interface. The definition is outside of 3GPP scope as done for authentication
· .
· Accounting for NSWO for 3GPP UE may be performed by 3GPP AAA and STa/Swa transfers also accounting information for 3GPP UE NSWO traffic
· Offline accounting is supported

· In this release online accounting is supported with limitation (e.g. via intermediate-accounting record), since per IP flow charging control is not supported on B reference point and definition of B reference point is outside the 3GPP scope. On this further definition and decision is left to SA5.

****************1st Change Start**************
5.2
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
-
The authentication procedure of the Fixed Devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402[19].

General requirements:

 -
PCRF shall control directly the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [20].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.

-
3GPP PCC shall support the enforcement of QoS policies of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN.

-
Only policy and charging control for Subscriber IP sessions will be considered, while policy control and charging for Layer 2 VPNs is out of the scope of BB1.
-
More than one fixed access Subscriber IP session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A device connected to the RG (e.g. VoIP phones) may also initiate a Subscriber IP session.

-


-
The subscription information included in the user profile shall enable the support of fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
General architectural assumptions:

-
There is a direct interface between PCRF and IP Edge.

-
The IP Edge is the policy enforcement point for QoS in the fixed access network.

NOTE 2:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
The IP-CAN session definition from TS 23.203 apply also to Fixed Broadband Access IP-CAN. In particular this implies:

- 
There is an IP-CAN session per IPv4 address and/or IPv6 prefix known in the PCEF.

NOTE 3: 
For routed mode RG with NAT, there is one IP-CAN session for the IPv4 address and/or IPv6 prefix assigned to the RG 

NOTE 4: 
For bridged mode RG, there is one IP-CAN session for each IPv4 address and/or IPv6 prefix assigned to the fixed device or 3GPP UE which established a Subscriber IP session in fixed broadband network.

NOTE 5: 
For routed mode RG with IPv6 when stateless IPv6 address autoconfiguration is used by the end-device behind the RG, there is one IP-CAN session for the IPv6 prefix assigned to the RG. When stateful IPv6 address configuration is used by the end-devices, there may be scenarios for one IP-CAN session per end-device.

- 
Per IP-CAN session there is a single subscriber in SPR/UDR. This is the UE identity that identifies the RG, the 3GPP UE or the fixed device.

NOTE 6: The identification information for 3GPP UE is the IMSI. 

NOTE 7: 
For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of IP address to the 3GPP UE does not result in any IP-CAN session establishment if the IP address assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-CAN session for the RG is used.  More considerations with respect to a routed mode RG can be referred to Annex A.

Editor’s note: It is FFS whether there will be support in this Building Block to identify, in the PCC framework, end-user devices behind a routed mode RG.

-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
-
It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS.23.203 [4] requirements

-
The PCEF located in IP Edge shall be able to detect event triggers provisioned by the PCRF.

-
Upon detection of an event, the PCEF located in IP Edge shall request policy rules re-authorisation from the PCRF.

Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS

Architectural assumptions for "Default QoS policy".

Editor’s note: It is FFS whether and how the Default QoS policy is applied for fixed access session.
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following charging option:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

In this release of the specification, these charging options are mutually exclusive i.e. for a given deployment only one of these charging options applies.

NOTE 8: The charging option  applying in a given deployment is transparent for the UE.

NOTE 9: No charging interaction between the HPLMN and the Fixed Broadband Service Providers is possible when there is no IP-CAN session dedicated to a 3GPP UE in NSWO (e.g. the 3GPP UE is served by a RGW providing NAT).

NOTE 10: Inter operator settlements are assumed to ensure support of the case of an UE receiving NSWO over a Fixed Broadband Access (FBA), when the HPLMN and the FBA Service Provider are different. 

For 3GPP PCC- Gy/Gz based and TDF-based charging there is one charging session per IP-CAN session. 

NOTE 11: The relationship between an IP-CAN session and a terminal served by a Fixed Broadband access is detailed in Notes 3 to Notes 5.
NOTE 12: In case of AAA-based accounting the charging information send by PCRF over Gxd are not taken into consideration for accounting purposes.

NOTE 13: In this Release charging control is not supported on B, STa and SWa reference points and a limited the online charging is supported based on accounting capability on B reference point (e.g. support of RADIUS protocol) and BBF AAA in the BBF network, for example per user based online accounting or per user and session accounting to enabling service such as 1 hour session duration, 24 hour session in 7 days period, etc. 
NOTE 14: The AAA-based accounting for fixed device are not applicable in roaming scenario. 
For the charging session, the user identifier is that used over the Gxd session
In this release in case of AAA-based charging the BBF AAA server is used for performing accounting of fixed device as defined by BBF specifications TR-101 [8], WT-146 [15] . The SWa/STa reference points are not applicable for performing accounting of fixed devices.
Editor’s Note: how to ensure accurate charging in case policy enforcement and charging are carried out in different locations: avoiding to charge for packets that are discarded in another functional entity (IP Edge / TDF) is FFS.

****************1st Change end**************
****************2nd Change Start**************
5.3.3
Reference architecture for policy control and AAA based charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs


This section describes reference architecture which includes both Policy Control and AAA based charging solution.
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Figure 5.3.3-1: Non roaming architecture for policy control and AAA based charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs
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Figure 5.3.3-2: Roaming architecture for policy control and AAA based charging NSWO traffic to/from 3GPP UEs



In this architecture:

· the PCRF provisions the PCC rules in the IP Edge over Gxd for only QoS control of NSWO traffic from 3GPP UE and traffic from Fixed device .

· the B reference point transfers accounting information related to the Fixed device and to the NSWO 3GPP UE from the IP Edge to the BBF AAA server 
· the accounting for Fixed device is not applicable in roaming scenario.
5.4
Reference points

Editor's note: This clause will describe the reference points of architecture for roaming for alternative 1 for  Building Block 1.

The reference point Rx, SWd are defined in TS 23.203 [4].

Gxd
For the purpose of convergence between 3GPP and BBF network it transfers QoS control policies from the Home PCRF to the PCEF in the IP Edge in non-roaming scenario and from the Visited PCRF to the IP Edge in roaming scenario.

Sd

The functionality is defined in TS 23.203 [4]. For the TDF based charging outlined in the clause 5.3.1.2.1, the Sd reference point additionally enables transfer of the charging policies from the H-PCRF and the V-PCRF in the roaming case to the TDF.

SWa
For the purpose of convergence between 3GPP and BBF network it transports the authentication, authorisation and accounting information for the 3GPP UE in a secure manner.  The transport of accounting information is applicable only to non-seamless WLAN offloaded traffic from 3GPP UE
STa
For the purpose of convergence between 3GPP and BBF network it transports the authentication authorisation and accounting information for the 3GPP UE in a secure manner. The transport of accounting information is applicable only to Non-Seamless WLAN offloaded traffic from 3GPP UE.
Sp
For the purpose of convergence between 3GPP and BBF network it transfers User profile information from SPR to PCRF
Ud
For the purpose of convergence between 3GPP and BBF network it transfers User profile information from UDR to PCRF
B
For the purpose of convergence between 3GPP and BBF network it transports the authentication, authorisation and accounting information for the Fixed device and for the Non-Seamless WLAN offloaded traffic. The definition of this reference point is out of the scope of 3GPP.
SWy 
For the purpose of convergence between 3GPP and BBF network it transports the accounting information for the 3GPP UE in a secure manner..

SWz
For the purpose of convergence between 3GPP and BBF network it transports the accounting information for the 3GPP UE in a secure manner. 
The Reference points within the BBF access network are defined in BBF TR 058 [7], BBF TR-101 [8], BBF WT 145 [9] and BBF WT-134 [10] and they are considered out of the scope of 3GPP. Any enhancement of reference points within the BBF access network for supporting convergence scenario is out of the scope of 3GPP.

Editor's note: It is FFS whether S9 requires enhancements for supporting BBF convergent scenario.

****************2nd Change End**************
****************3rd Change start**************
5.4.2
SWa Reference Point

The same extensions defined in TS 23.139 clause 5.2 for NSWO are applicable. The reference point is not applicable for authentication of fixed device and fixed session.
When AAA-based charging option is supported the SWa reference point transports accounting information related to non-seamless WLAN offloaded traffic from 3GPP UE. This reference point is not applicable for performing accounting of fixed device. 
In this Release charging control is not supported on SWa reference point and a limited the online charging is supported based on on accounting capability on B reference point (e.g. support of RADIUS protocol) and BBF AAA  in the BBF network .
5.4.3
STa Reference Point

The same extensions defined in TS 23.139 clause 5.2 for NSWO are applicable. The reference point is not applicable for authentication of fixed device and fixed session.
When AAA-based charging option is supported the STa reference point transports accounting information related to non-seamless WLAN offloaded traffic from 3GPP UE. This reference point is not applicable for performing accounting of fixed device.
In this Release IP flow charging control is not supported on STa reference point and a limited the online charging is supported based on accounting capability on B reference point (e.g. support of RADIUS protocol) and BBF AAA in the BBF network
****************3rd Change end**************
****************4th Change start**************
5.4.6
SWz, Reference Point

This reference point is applicable in case of supporting the AAA-based accounting solution.

The SWz reference point is located between the 3GPP AAA Server /3GPP AAA proxy and 3GPP offline charging system OFCS located in the VPLMN or HPLMN and it transports/forward accounting information for 3GPP UE 
The SWz reference point is located between the BBF AAA Server and 3GPP offline charging system located in the HPLMN and it transports/forward accounting information for fixed device.

Note: SWz is not applicable to roaming scenario for fixed device 
Note: the study and definition of enhancements of SWz for supporting AAA-based accounting is outside the scope of this TR. 

5.4.7
B Reference Point 

The B reference point supports authentication and authorisation for fixed device as define in TR-101, TR-144 and WT-146 . The Reference point and the procedure for authentication of fixed device and fixed session are out of the scope of 3GPP. 

In cased of AAA-based accounting solution this reference interface supports accounting for fixed devices. The requirements for accounting for fixed device are defined in BBF TR-101 [8], TR-144 [22] and WT-146 [15].   This interface supports accounting for NSWO traffic from 3GPP UE and transfers accounting information from IP Edge to 3GPP AAA server.
The support of charging control on B reference point is outside the scope of this Release and outside the 3GPP scope. Limited online charging is supported based  on accounting capability on B reference point (e.g. support of RADIUS protocol).
NOTE: The definition of this reference point is out of the scope of 3GPP.

Editor’s note: Whether this reference point needs to be enhanced for supporting specific information for 3GPP UE scenario is outside the scope of this TR.



5.4.x
SWy Reference Point

This reference point is applicable in case of supporting the AAA-based accounting solution.

The SWy reference point is located between the 3GPP AAA Server and 3GPP online charging system OCS located in the HPLMN and it transports/forward accounting information for 3GPP UE.
The SWy reference point is located between the BBF AAA Server and 3GPP online charging system located in the HPLMN and it transports/forward accounting information for fixed device.

Note: SWy is not applicable to roaming scenario for fixed device 
The support of charging control on SWy reference point is outside the scope of this Release and limited online charging is supported based on accounting capability on B reference point (e.g. support of RADIUS protocol) and BBF AAA in the BBF network.
Note: the study and definition of enhancements of SWy for supporting AAA-based accounting is outside the scope of this TR.
****************4th Change end**************
****************5th Change start**************
5.5.4
OFCS

The Offline Charging System (OFCS) is a collection of charging function, specified in TS 32.240 [25], used for offline charging.
The OFCS shall be able to perform offline charging for NSWO traffic from 3GPP UE and for fixed device.
Note: the study and definition of enhancements of OFCS for supporting charging for NSWO traffic from 3GPP UE and for fixed device is outside the scope of this TR. 


5.5.5
OCS

The Online Charging System (OCS) is described in TS 32.296 [26]. 

The OCS shall be able to perform online charging for NSWO traffic from 3GPP UE and for fixed device.

Note: the study and definition of enhancements of OCS for supporting charging for NSWO traffic from 3GPP UE and for fixed device is outside the scope of this TR. 


5.5.6
AAA

The 3GPP AAA Server and 3GPP AAA Proxy are described in TS 23.402.  

In this Release it is assumed that BBF AAA proxy does not forward accounting message for fixed devices to 3GPP AAA proxy in roaming scenario or to 3GPP AAA Server in non-roaming scenairo. The accounting information for fixed device is collected in BBF AAA server and how is performed in this Release is considered outside the 3GPP scope,
In this release a limited the online charging is supported based on accounting capability on B reference point (e.g. support of RADIUS protocol) and BBF AAA in the BBF network, for example per user based online accounting or per user and session accounting to enabling service such as 1 hour session duration, 24 hour session in 7 days period, etc.
Note: the study and definition of enhancements of AAA for supporting charging for NSWO traffic from 3GPP UE and for fixed device is outside the scope of this TR. 



****************5th Change end**************
****************6th Change start**************
5.7.2
AAA based Charging

The charging support for NSWO traffic for 3GPP UE can be provided when the BBF network reports per-user accounting data via the B and STa/SWa reference points by 3GPP domain, while charging support for fixed device is provided by BBF domain via B reference point.

Offline charging may be supported by the 3GPP and BBF domain. Online charging is supported with limitation based on AAA RADIUS/DIAMATER accounting in the BBF network (e.g. BNG capability, usage of RADIUS over B reference point).

For 3GPP UE it is assumed that 3GPP based access authentication is performed so that STa/SWa is established.

It is assumed that the BNG is able to recognize the traffic of individual 3GPP UEs.


In order to allow performing charging for 3GPP UEs in 3GPP domain when traffic is offloaded in the local wireline network, the following assumptions are made about functionality in the BBF Access Network:

-
The BBF network is able to collect per user accounting data for NSWO traffic and periodically report this data via the B and STa/SWa reference points.
In order to allow performing charging for fixed devices, the following assumptions are made about functionality in the BBF Access Network:
-
The BBF network is able to collect per user accounting data for fixed devices and periodically report this data via the B reference points.

Note: the study and definition of enhancements of AAA for supporting charging for NSWO traffic from 3GPP UE and for fixed device is outside the scope of this TR. 


****************6th Change end**************
****************7th Change start**************
5.10.4
Charging control information elements  for AAA based Charging


In this Release in case of AAA-based charging the charging information send by PCRF is not used by IP Edge for performing AAA-based charging.

Note: The behaviour is based on configuration and no dynamic exchange of AAA-based support enabled option is required. 
****************7th Change end**************
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