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Abstract of the contribution: This discussion paper outlines different enhancements for application based charging in case the PCEF performs application detection and proposes conclusion on the preferred enhancements to be included in the TS 23.203 under ABC WID.
INTRODUCTION
Service data flow based charging mechanisms are an integral part of PCC architecture. In order to support those mechanisms, charging parameters are transferred within PCC Rules for the services which need to be charged. Those parameters include, among others, the Service Identifier that the service data flow in a PCC Rule relates to, the Charging key to determine the tariff to apply for the service data flow, the Charging method to be applied (online, offline, neither) and the Measurement method which indicates whether data volume, duration, combined volume/duration or event shall be measured for the service data flow. Based on these parameters, PCEF establishes sessions with the OCS and/or the OFCS and provides service data flow based charging. 
This PCC Rule handling for charging also covers the case where service data flow filters extend the packet inspection beyond the possibilities of e.g. 5 tuple's definition, and look further into the packet and/or define other operations (e.g. maintaining state) which, among others, covers the case of applications with non-deducible service data flows. However, such service data flow filters must be predefined in the PCEF therefore only predefined PCC Rule may be used. In some of the cases this may lead to a very extensive configuration if policy control mechanisms are applied for the same service data flows in parallel. It would then be required to configure multiple predefined PCC Rules for the very same service data flow with all possible combinations of policy control information e.g. one predefined PCC rule per possible bandwidth limitation for each service.
It is possible, starting from Release 11 (SAPP WID), for the PCC architecture to provide application awareness to the PCRF even when there is no explicit service level signalling, i.e. to inform the PCRF about the detection of application traffic in the user plane. Similar to PCC Rules, ADC Rules are defined for the traffic belonging to each application (represented by an Application Identifier which also refers to the traffic detection logic application) which is required to be detected and controlled. ADC Rule can be dynamic or predefined.

This paper outlines different existing/potential approaches to be applied for charging in case the PCEF performs application detection and proposes conclusion on the preferred approach and its specification including necessary enhancements, if required, in the TS 23.203.
DISCUSSION
The following mechanisms can be applied for charging in case the PCEF performs application detection:
1. Re-use of existing PCC Rule mechanisms (defined before R-11 ADC). 
a. Overview: Service Identifier is defined per each application and communication with OCS/OFCS is established for that Service Identifier and other charging parameters received within PCC Rules.

b. Solution's advantages: completely re-uses existing PCC mechanisms with regard to communication with PCRF/OCS/OFCS.
c. Solution's limitations: 
i. For the applications with non-deducible sdf, only predefined PCC Rules can be used, which may create configuration issues. 
ii. Additional complexity for interactions with the H-PCRF in case of local breakout as H-PCRF may not know about the difference in architecture in the Visited network (i.e. whether TDF or PCEF implements application detection).
Solution impacts: In case such a method is preferable, limitations with regard to predefined PCC Rules' usage should be explained.
2. Re-use of existing PCC Rule mechanisms (defined before R-11 ADC) and connecting it to ADC Rules. 

a. Overview: same as for 1. Additionally, if application is detected and enforced by using ADC Rule (SAPP R-11 functionality), then for each ADC Rule a corresponding PCC Rule used for charging purposes would need to be indicated by the PCRF to the PCEF. The PCRF controls the charging for the application traffic via the existing control parameters of the indicated PCC rule and the enforcement actions for the application traffic via the existing control parameters of the ADC rule. A correlation parameter (e.g. PCC rule identifier) would have to be added to the ADC rule structure. In addition, the specific treatment of these dynamic PCC rules (that are related to an ADC rule) would have to be specified for the PCEF, i.e. the fact that these PCC rules do not have a meaningful SDF template, that only charging control parameters are relevant and that the charging information collected by such a PCC rule is identified with the help of the ADC rule.
b. Solution's advantages: re-uses PCC Rule mechanisms for charging. 
c. Solution's limitations: 

i. Additional complexity for interactions with the H-PCRF in case of local breakout as H-PCRF may not know about the difference in architecture in the Visited network (i.e. whether TDF or PCEF implements application detection).
Solution impacts: In case such a method is preferable, the correlation of PCC Rule per each corresponding ADC Rule needs to be explained, PCC Rule indication (e.g. identifier) need to be added to ADC Rule structure and the specific treatment of these dynamic PCC rules (that are related to an ADC rule) would have to be specified for the PCEF.

3. Enhancement of dynamic PCC Rule with Application Identifier (as alternative to the SDF template) and redirection enforcement action.
a. Overview: PCC Rule structure is enhanced by including Application Identifier as alternative to the SDF template and redirection enforcement action which completely covers the functionality provided by ADC Rules.
b. Solution advantages: Re-uses existing PCC mechanisms with regard to communication with PCRF/OCS/OFCS for detection, enforcement and charging functionalities. Application Identifier is used for referencing the application detection logic and thus enables enhanced dynamic PCC Rules to detect applications with non-deducible sdf.
c. Solution's limitations: This mechanism was considered for SAPP R-11 standardization of PCEF enhanced with ADC and was not adopted due to the following arguments raised back then:

· UE selection of bearer for uplink traffic may cause the proper rule being by-passed; affects reliability/robustness
The counter claim is that there may be no limitation given that application detection is done at the IP-CAN session level. The PCC Rule with ADC AVPs is applied at the IP-CAN level.

· The lack of separation of legacy PCC rules versus application detection over S9 requires non-trivial functions within the V-PCRF operating in a standalone TDF deployment mode.

· The counter claims are:

· To some extend this separation is done today. The H-PCRF sends ADC rules and the V-PCRF must decide whether to send them to the TDF over the Sd interface or over the Gx interface to the PCEF.

· When the V-PCRF receives legacy ADC rules it simply has to include the IEs of the ADC rules in a PCC rules. Based on SP policy/V-PCRF configuration the V-PCRF may add additional IEs to the PCC rule.

· The traffic detection algorithm must be the same for PCC and service awareness purposes hindering the use of a simpler rule for policy control purposes; affects performance and causes extra administration.
· The counter claims are: 

· Application detection may also be done using extended inspection based on pre-defined PCC rules (see solution 1)

· It is not clear what the “performance and cause of extra administration” issues are given that the enhanced PCC rules with ADC AVPs are provisioned the same way as “regular” PCC rules.

· Application detection algorithms are out of 3GPP scope.

· Application detection may require detection methods that is in conflict with the notion of precedence of rules; imposes a limitation in the implementation compared to the ADC rules in a standalone TDF.
The counter claim is that usage of precedence is consistent with the existing functionality across PCC rules.

A different support of application based charging for TDF and for PCEF with enhanced packet inspection capabilities in terms of type if used Rules (PCC vs ADC) is assumed here.
The following possible ways forward with regard to this solution are foreseen:

· 3a. Excluding ADC Rules support starting from R11 for PCEF enhanced with ADC and supporting solution 3 starting from R11 and also then introducing modifications to St3 specs TS 29.212, TS 29.213 and TS 29.215 starting from R11. 

· Few challenges related to this are foreseen:

a. Have to be approved by both SA and CT Plenaries as R11 is frozen and the changes are functional. The justification of adding additional feature to R-12 (ABC) thus looking again on R11 scope may not be convincing and sufficient;

b. There may be existing implementations for R11 ADC Rules over Gx interface already.

· 3b. Keeping ADC Rules for PCEF enhanced with ADC in R11, but excluding them in R12 for PCEF enhanced with ADC and instead for R12 introducing this solution 3 of extending PCC Rules. In such a case, some clear description (e.g. no backward compatibility for Gx/R11/ADC Rules support) will be introduced to the specification.
· 3c. Continuing to support R11 functionality with regard to ADC Rule enforcement for PCEF enhanced with ADC (keeping it also in R12), but extending PCC Rules in R12 as described by this solution. 

· 3d. Excluding ADC Rules support starting from R11 for PCEF and also excluding them from Stage 3 specs with introduction of extended PCC Rules in R12 only 

· The challenges are the same as for solution 3a, however, may be less complicated from the process perspectives, as the functionality is only removed from R-11 and new functionality is not introduced to R11 but only introduced to R12.
Solution impacts: In case such a method is preferable, dynamic PCC Rules need to be extended by Application Identifier (instead of SDF template) and redirection enforcement actions.  Support over the S9 interface requires the vPCRF to copy ADC AVPs to a PCC rule in case of PCEF and copy ADC AVPs to an ADC Rule in case of TDF.
4. Interpretation of an ADC Rule as a special type of predefined PCC Rule (for which some parameters can be changed)
a. Overview: ADC Rules need to be extended with charging parameters. Instead of activating ADC Rules, the PCEF interprets the ADC rule as a special type of pre-defined PCC rule for which the PCRF is allowed to provide/modify some of the control parameters dynamically (i.e. for policy enforcement or usage monitoring) while others cannot be changed (i.e. Service/Application Identifier, SDF template/application detection logic). The PCRF instruction to activate an ADC rule is realized by the PCEF as an activation of the pre-defined PCC rule corresponding to the received Application Identifier. Additional control information provided by the PCRF (during ADC rule activation or at a later point in time) is applied by the PCEF by overwriting the corresponding information in the pre-defined PCC rule. All other PCEF functions operate on a PCC rule basis.
b. Solution's advantages: The PCEF can internally operate with PCC rules only, while the ADC rule concept remains in place unchanged for the signalling between PCRF and PCEF. 

c. Solution's limitations: None.

Solution impacts: In case such a method is preferable, ADC Rules need to be extended with charging parameters. Instead of activating ADC Rules, the PCEF needs to correlate the ADC rule based signalling (exchanged with the PCRF) with the corresponding pre-defined PCC rule used for the traffic detection and handling. All other PCEF functions can however continue to operate based on PCC rules. 
For some PCC rule parameters a specific setting/configuration is required: 

· The PCC rule name of the pre-defined PCC rules that are used as representation for the ADC rules have to enable an unambiguous correlation to the Application Identifiers provided by the PCRF. 
· The PCRF has to be configured in such a way that the PCC rule precedence of dynamic PCC rules with less specific SDF templates (e.g. only filtering on a port number) is set to appropriate values which ensure that the pre-defined PCC rules can analyze the user plane traffic first.
5. Extension of ADC Rules to support charging parameters.

a. Overview: Similar to the case of TDF, ADC Rules are extended with charging parameters. Session level charging in case of PCEF is defined. Existing PCC mechanisms have to be replicated for ADC Rules with regard to charging functionality and communication with OCS/OFCS.
b. Solution advantages: Using the same approach for application based charging for the TDF and for the PCEF enhanced with ADC with respect to the signalling to be supported by the PCRF and by the OCS/OFCS.

c. Solution's limitations: None. 

Solution impacts: In case such a method is preferable, ADC Rules need to be extended with charging parameters the same way as in case of TDF. Existing PCC mechanisms have to be replicated for ADC Rules with regard to charging functionality and communication with OCS/OFCS.

The specification already requires for the PCEF to “ensure that an IP packet, which is discarded at the PCEF as a result from policy enforcement (i.e. PCC rule enforcement and/or ADC rule enforcement) or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging. For this solution the PCEF shall ensure in addition that:

1. A downlink packet is neither reported for PCC rule based offline charging nor cause PCC rule based credit consumption for online charging if it is charged by an ADC rule;
2. An uplink packet which is redirected or charged by an ADC rule is neither reported for PCC rule's based offline charging nor cause PCC rule based credit consumption for online charging.
The ADC Rules shall always take precedence over the PCC Rules for the overlapped traffic.
NOTE: There seem to be some inconsistencies in the TS 32.251. As per TS 32.251, there is one Gy session per IP-CAN bearer - the only case where we will have one Gy session per IP-CAN session is when we have a PMIP based S5/S8 (PGW isn't aware of bearers). Since ADC rules are not bound to bearers they have IP-CAN session scope, which may imply that Gy is not re-useable for PCEF ABC for solution 5. However in TS 23.203, it is clear that for EPS, the Gy session should be on a session basis and the bearer basis related text applied to GPRS. If the decision is to proceed with solution 5, the clarification together with SA5 must be required on whether Gy can be re-usable for solution 5 and whether Gy session is indeed on a session basis.

EVALUATION
	
	Solution limitations
	Solution advantages
	Future Proof for additional upcoming features e.g. UPCON
	Additional major points related to the solution

	1. Re-use of existing PCC Rule mechanisms (defined before R-11 ADC)
	1. For non-deducible SDFs, only predefined PCC Rules can be used

2. V-PCRF functionality to distinguish between creating PCC or ADC Rules depending on whether TDF or enhanced PCEF is deployed in the network.
	Utilizes existing mechanism 
	Exists as basically only PCC Rules are in usage
	

	2. Re-use of existing PCC Rule mechanisms (defined before R-11 ADC) and connecting it to ADC Rules
	1. V-PCRF functionality to distinguish between creating PCC+ADC or ADC Rules depending on whether TDF or enhanced PCEF is deployed in the network.
	Re-uses PCC Rules mechanism for charging
	Exists as there is mapping between ADC and PCC Rules
	

	3. Enhancement of dynamic PCC Rule with Application Identifier (as alternative to the SDF template) and redirection enforcement action.
	As defined in the solution; triggered a different decision in R-11.
	Re-uses PCC Rules mechanism for charging
	Exists in case only PCC Rules are in usage
	The following possible ways forward with regard to this solution are foreseen:

· 3a. Excluding ADC Rules support starting from R11 for PCEF enhanced with ADC and supporting solution 3 starting from R11 and also then introducing modifications to St3 specs TS 29.212, TS 29.213 and TS 29.215 starting from R11. 

· 3b. Keeping ADC Rules for PCEF enhanced with ADC in R11, but excluding them in R12 for PCEF enhanced with ADC and instead for R12 introducing this solution 3 of extending PCC Rules. In such a case, some clear description (e.g. no backward compatibility for Gx/R11/ADC Rules support) will be introduced to the specification.

· 3c. Continuing to support R11 functionality with regard to ADC Rule enforcement for PCEF enhanced with ADC (keeping it also in R12), but extending PCC Rules in R12 as described by this solution. 

· 3d. Excluding ADC Rules support starting from R11 for PCEF and also excluding them from Stage 3 specs with introduction of extended PCC Rules in R12 only 



	4. Interpretation of an ADC Rule as a special type of predefined PCC Rule (for which some parameters can be changed)
	None.
	PCEF internally operates with PCC Rules only.
	Exists as basically only predefined PCC Rules are in usage.
	Additional PCEF functionality with regard to rules' interpretations has to be supported.

	5. Extension of ADC Rules to support charging parameters
	None.
	Uses the same mechanisms in case of TDF and in case of PCEF.
	Bearer binding operation with regard to the applications detected and enforced by ADC Rules is not covered.
	Whether a single Gy session can be used for sdf and application level charging must be clarified


CONCLUSION

It is proposed to agree on Solution X as a way forward for R-12 standardization of application based charging enhancements in case the PCEF performs application detection.
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