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1.0
Abstract
TR 23.865 looks at how Access network (WLAN e.g. SSID) and Service Provider (SP) (PLMN) should be selected and has currently 2 solutions defined in it.  This document looks at 

1) a solution that could be an alternative operational mode to the other 2 proposal in the light of there being 2 types of devices on the market (single stack, off when possible and a dual stack always on model); and

2)
some deficiencies that could benefit from further clarifications in the current 2 proposals that have been incorporated into this alternative operational mode.
2.0
Introduction

2.1
General
TR 23.865 looks at how Access network (WLAN e.g. SSID) and Service Provider (SP) (PLMN) should be selected and has currently 2 proposals defined in it.  This document looks at an alternative operational mode, the “always on model”. The document details it as an another solution however the concepts could be equally adopted into either of the other proposals as a solution when a decide works in an “always on” mode.  
2.2
Analysis
2.2.1
Device Types
2.2.1.1
Current

There are currently 2 types of devices in the market, those that are single stack and those that are dual stack.

2.2.1.1.1
Single stack

A single stack device is a device that can have IP sessions either over 3GPP RAT or over WLAN.  The device cannot have connectivity over both.  A sub category of a single stack device is that IP connectivity is only obtained when there is an application that requires IP connectivity or called “off when possible”.  If there are no active applications then the device has no IP connectivity.
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The issue with such connectivity is that if the user activates an application and a rule becomes true and WLAN is the preferred access type it typically can take 5-15 seconds before the device will have internet connectivity.   

2.2.1.1.2
Dual stack

A dual stack device is a device that can have simultaneous IP sessions over both 3GPP RAT and or over WLAN.  The device can have connectivity (IP address assigned) from a WLAN even if there is no active applications.  It is the same model as for cellular voice “always on”. 
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This model allows for best user experience, when applications start they can have data connectivity straight  (no connection setup latency) away.  It allows an operator to load balance applications across 3GPP RAT and or over WLAN where by some applications can be kept on the 3GPP RAT (e.g. chat application, VoLTE etc) where other applications (e.g. video streaming) could be moved to WLAN.
2.2.1.2
Future

A dual stack, always on type model with enable operators to deploy IMS based services where IMS paradigm is always on e.g. voice.  If  the user then activates another application and the active rule indicates can indicate WLAN or 3GPP RAT and the UE can route the service accordingly.
2.2.1.3
Proposal

The current proposals in the TR consider selecting Access Points (APs) based in ISRP and ISMP rules.  Currently these rules become active when an at least one application or data context is active.  There is no behaviour defined for a “always on” device mode of operation where the device already has WLAN access. E.g. Solution 3 talks about selection based on “the preferences included in the “active”” rule/  There is no description what the behaviour should be if the UE 

a) has no active rule or  

b) has connectivity to an AP,
Note:
The way the TR is written it implies that rules are application based.

	6.3


Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in the “active” ISMP or ISRP rule in the UE. The “active” ISMP / ISRP rule is the rule applied by the UE.
1. The UE (re-)selects a WLAN based on provisioned ISMP / ISRP rules. The WLAN (re-)selection procedure is triggered in the UE after an ISMP / ISRP rule becomes active.

…..

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “example1.com”




Also what is the behaviour of the device when an ISRP / ISMP rule when the device is already connected to an AP and that AP does not meet the criteria of the active rule.? Does the device have to disassociate and find the applicable AP that meets the active rule.  This mode of operation would disrupt the users experience.

Proposal:
There is a solution that allows for selection of an Access Point for an always on / dual stack operational mode.  The device can actively scan and find AP per preferences (e.g. operator based: load, time of day, preferred service provider or user based etc) such that when an application is activated that application can be routed over the 3GPP RAT or the WLAN depending on the routing decision policies based in ANDSF ISRP/ISMP.
2.2.2
Service Provider Selection

2.2.2.1
Ordering of WLAN service provider
2.2.2.1

Background
Home Service provider traditionally has relationships with two types of operators:

a) Equivalent Home Service Providers
In today’s environment large operators have usually come together as a consolidation of smaller operators.  However due to the nature of subscriptions and how operators / users are known to the external environment a Home operator could be identified by numerous identities e.g. 

a. cellular environment multiple country codes and or network codes, 

b. internet environment multiple domain names

b) Preferred Service Providers
These are operators that the Home operator has a roaming agreement with.  When there are multiple Preferred Service Providers in a geographical area there will be some preference give to a Preferred Service Provider based on commercial agreements.  
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2.2.2.2

Proposal

A Home service provider must be able to provide to a device 

a) equivalent home service provider identities so that the device can obtain service from the home provider to reduce operational costs.

b) Preferred Service provider identities in an ordered priority.

2.2.2.2
Visited Service Provider

2.2.2.2.1
Background

ANDSF  was specified to aid, among other things, a PLMN to offload traffic from their 3GPP RAT to a non 3GPP RAT.   This is specified in TS 22.278.

	3GPP TS 22.278 V12.1.0 (2012-06)

7.1.5 
Access network discovery

To avoid unnecessary background scan by the UE and to facilitate service continuity by the UE it shall be possible for the VPLMN and the HPLMN to provide the UE with access network information pertaining to locally supported non-3GPP access technologies, in a resource efficient and secure manner. This mechanism is meant to facilitate changes, including service continuity, between 3GPP access systems and non 3GPP access systems and vice versa. The information may be restricted to the access technologies the UE can use. To reduce battery drain, a UE should minimise the frequency of scanning for different access technologies.

When discovering non-3GPP accesses a UE shall be able to receive information from a non-3GPP access network concerning to which PLMN, or PLMNs, the non-3GPP access network provides access. 

Note: The capability to provide such information by a non-3GPP access network is out of scope of 3GPP.

When a UE receives service via a non-3GPP access it shall be possible for the PLMN that provides the non-3GPP access to indicate local availability of 3GPP access to the UE,, in a secure manner, subject to capabilities of the non-3GPP access network.




Currently a UE could be on a 3GPP RAT, receive policies from that Registered PLMN (RPLMN) which indicate a desire to use WLAN access, however as identified in Key Issue#6 the UE could end up selecting a totally different PLMN for WLAN authentication and authorisation.  (figure below illustrates this issue).
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2.2.2.2.2
Proposal

It is proposed, if allowed by the HPLMN, that if the VPLMN provides a set of policies that the UE uses them if it is registered on the Cellular VPLMN.  The VPLMN should be able to provide the same set of policy information as can the HPLMN.  The VPLMN should also be able to provide a list of Service Providers that the VPLMN considers as equivalent to the VPLMN e.g. Service Providers that the VPLMN has roaming agreements with.
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2.2.3
Access to Legacy systems

2.2.3.1
Background

HS2.0 defines a mechanism by which a WLAN UE can obtain information from the AP to determine if an AP is a candidate AP for Service Provider selection.  However the roll out of HS2.0 will take time.  An operator may 
a) upgrade all of their AP’s to HS2.0 capability

b) upgrade some of their Aps to HS2.0; or

c) upgrade none

It can be expected that a WLAN UE will encounter a) – c) above so a WLAN UE must support other mechanisms to determine if an AP is a candidate AP and what service providers offer service behind the AP.

2.2.3.2
Proposal

The WLAN UE supports other mechanisms to determine if an AP is a candidate AP for service provider selection and alternative mechanisms to retrieve service provider information e.g. those supported by the Broadband Alliance.

WLAN UE should support RFC4284 for BBA access, ANQP procedures as defined in HS2.0 and the ability to determine if the Home Service provider can be reached behind an AP.

Proposed Changes

2
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6.3


Solution #3: WLAN Selection Based on ANDSF Rules

6.3.1
Overview

This solution describes how a UE selects a WLAN access network (out of many available) based on the preferences included in the “active” ISMP or ISRP rule in the UE. The “active” ISMP / ISRP rule is the rule applied by the UE.  This solution is applicable to single stack / “off when possible” WLAN UE mode of operation.
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Figure 6.3.1-1
Dual stack / always on WLAN UE model

The solution is characterized by the following:

2. The UE (re-)selects a WLAN based on provisioned ISMP / ISRP rules. The WLAN (re-)selection procedure is triggered in the UE after an ISMP / ISRP rule becomes active.

Editor’s Note: How the UE determines the “active” ISMP / ISRP rule is FFS. So, whether the UE prefers HPLMN or VPLMN rules is FFS. 

3.  The WLAN selection in the UE is based on the existing (as defined in Rel-11) or enhanced ISMP / ISRP rules. The enhanced ISMP / ISRP rules can include not only SSID preferences but also additional preferences such as realms (i.e. preferred service providers), OUIs, available backhaul bandwidth, connectivity capabilities, etc. The UE can discover the supported realms, bandwidth and other properties of HS2.0 capable WLANs by means of HS2.0 discovery mechanisms (e.g. ANQP). 

An example of an enhanced ISRP rule is shown below. This example is only provided to aid the understanding of the proposed WLAN selection procedure.

Example of enhanced ISRP rule:

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps

· Access Priority 3: WLAN, any SSID, realm = “example1.com”

· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com”

· Access Priority 2: 3GPP access

4. For this solution, the WLAN selection procedure does not require the UE to support the I-WLAN and PLMN selection procedures specified in TS 23.234 and TS 24.234. 

NEXT CHANGE

6.4
Solution #4: ANDSF-based enhanced I-WLAN selection procedure

6.4.1
Functional Description
The solution addresses Key Issue #5 (Interaction between WLAN network selection and network-provided policies for WLAN selection).  This solution is applicable to single stack / “off when possible” WLAN UE mode of operation.
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Figure 6.4.1-1
Dual stack / always on WLAN UE model
In existing TS 24.234 specification, WLAN selection is made of the combination of I-WLAN selection and PLMN selection procedures, where the I-WLAN selection procedure is used to assist the PLMN selection procedure. Per clause 5.2.1, I-WLAN selection procedure scans - in a specified order, which depends on the I-WLAN HPLMN Priority Indication - prioritized lists of WSIDs that are stored in the SIM/USIM and/or in the ME ("User Controlled WLAN Specific Identifier list", "Home I-WLAN Specific Identifier List" and "Operator Controlled WLAN Specific Identifier list"), and for each available WSID applies PLMN selection procedure. Scanning stops when the appropriate PLMN has been found. 

The PLMN selection procedure can be automatic or manual. Automatic mode PLMN selection procedure uses a predefined algorithm described in clauses 5.2.3 and 5.2.4, which depends on the I-WLAN HPLMN Priority Indication and utilizes a few parameters stored in the SIM/USIM or in the ME, such as I-WLAN Last Registered PLMN, User Controlled PLMN Selector for I-WLAN access and Operator Controlled PLMN Selector for I-WLAN access. 

The solution consists in:

· Re-using I-WLAN procedure (24.234) whereby the candidate list of WLAN AN - which is used to drive it - is replaced by the candidate list of WLAN AN provided by ANDSF policies if there is an active ANDSF policy.  
Editor's Note: How the candidate list of WLANs is derived from the active ANDSF rule is FFS.
Editor's Note: It is FFS how the UE selects the active ANDSF rule, e.g. whether a rule from V-ANDSF or H-ANDSF is selected.
· Keeping the PLMN selection algorithm for automatic mode and as well as the one for manual mode as they are specified in TS 24.234 clauses 5.2.4 and 5.2.3;

Editor's Note: It is FFS whether "Operator Controlled PLMN Selector for I-WLAN access" is provided via ANDSF.

· This solution requires the UE to keep ANDSF data when switch-off (so that they can be reused at UE switch-off/switch-on).

· ANDSF rule shall be used first to create the candidate WLAN list to be used for WLAN selection. 

· As a possible variant, after some time, if the WLAN selection based on ANDSF rule is unsuccessful, UE will fall back to use the WLAN candidate list which is provided by I-WLAN in IWLAN MO when both ANDSF MO and IWLAN MO are provided. This is depicted in figure 6.4.1-1. 
Editor's note: When IWLAN MO is provided, it is FFS whether H-ANDSF policies and IWLAN MO are required to be aligned.
· When the UE selects a proper network (and PLMN) and connects to the network, at any time, the UE may receive ANDSF policies (including ANDI) or evaluate the stored policies (previously received from the ANDSF), and then decide to use them when the conditions are matched for any ANDSF policy or ANDI.

The solution:

· reuses and enhances existing I-WLAN selection (24.234);

· does not impact PLMN selection algorithms;

· allows ANDSF to trigger a PLMN change;

· allows more intelligent WLAN selection to help to form a more optimized candidate WLAN list for PLMN selection, since ANDSF will select a WLAN or a set of WLANs based on e.g. the existing validity areas, time of the day, etc. ;


[image: image8.emf]1. Anytime UE losses 

lastconnection

2. Start Timer Z

4. Stop and clear 

Timer Z

Y

N

3.Run ANDSF then

Check whether UE 

connects to a WLAN 

network?

1. Anytime Timer Z is 

expired

2. UE uses I-WLAN NS 

mechanism and parameters 

(WSIDs list / PLMN ID list) 

described in TS 24.234 to select 

network (and PLMN)


Figure 6.4.1-1: Fallback to I-WLAN when ANDSF is unsuccessful

NEXT CHANGE

6.X
Solution X
6.X.1
Overview

The following sections define the necessary functionality for a WLAN UE that supports a dual stack / “always on” mode of operation.
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Figure 6.X.1-1
Dual stack / always on WLAN UE model

WLAN_NS selection consists of two selection procedures: Access Network Selection (ANS) and Service Provider (SP) (e.g. PLMN selection) Selection. These procedures are applicable to
1) initial network selection at WLAN UE switch on
2) following recovery from lack of WLAN radio coverage; and

3) when a higher priority service provider is discovered.
Once an Access Network (AN) and SP have been selected, the UE then evaluates any active and true Traffic routing rules and then applies these to route traffic accordingly over WLAN or Cellular Access .e.g GERAN, UTRAN, LTE, CDMA2000 etc.
6.X.2
Access Network Candidate list generation

6.X.2.1
General

The WLAN UE shall be capable of determining if a Access Point (AP) is Hotspot 2.0 capable or not and evaluating if the AP is a candidate AP for Service Provider selection.  

All none Hotspot2.0 AP’s shall be considered as candidates for SP selection.
6.X.2.2
HS2.0 Capable Access Points

6.X.2.2.1
General

The UE shall gather, using Hotspot 2.0 defined mechanisms, necessary information from the AP to generate a candidate AP list.  A Candidate AP list is a list of AP’s that shall be used to choose a preferred Service Provider from per section 6.X.3.  

It shall be possible to provide a set of policies from Home Service Provider (HSP) and if allowed, from the Visited Service provider that the WLAN UE shall evaluate to determine if an AP is a candidate for Service Provider Selection or not.  The Service Provider shall be able to provide the following policies, those based on : 

a) Hotspot 2.0; and

b) 3GPP operator specific policies (see section 6.X.6).

The evaluation / filtering shall be performed per Passport specification [X5] taking into account any additional 3GPP specific policies.

6.X.2.2.2
Home Service Provider (HSP)

The HSP shall be able to indicate if a visited service provider (e.g RPLMN) can provide policies to the WLAN UE to be used by  the WLAN UE.

6.X.2.2.3
Visited Service Provider (VSP)

If allowed by the HSP, the VSP shall be able to provide a set of policies to the WLAN UE to be used by the WLAN UE to select a WLAN Access Network. 

6.X.2.3
Non Hotspot 2.0 Capable Access Points

The Home Service Provider shall be able to provide a set of policies that the WLAN UE shall use to determine what order the UE shall query further information from AP’s.  However all AP’s that are not Hotspot 2.0 shall be a candidate for Service Provider Selection (See section 6.X.3).

6.X.2.4
User Selection

The user shall be able to provide a set of criteria / policies that the WLAN UE shall take into account in evaluating if an AP is a candidate AP.  The user’s set of criteria / policies shall take precedence over Operator policies.

6.X.3
Service Provider Selection
6.X.3.1
General

In order to select a Service Provider a WLAN UE needs to first obtain Service Provider data from an AP and then compare the Service Provider data to that provisioned by the Home or Visited Service provider to choose the correct SP.  This is split into 2 steps:  Data Acquisition and Service Provider selection.

6.X.3.2
Data Acquisition

In order to obtain Service Provider data the WLAN UE shall support the following mechanisms:

a) IEEE 801.11[X1] ANQP to obtain either Realm information or 3GPP Service Provider information; 

b) RFC4284 [X4]; and

c) If allowed by operator policy, to determine if the AP can provide access to the Home Service Provider or an equivalent Home Service provider.
Service Provider data shall only be used for service provider selection from Candidate AP’s.

6.X.3.3
Service Provider Priority 

6.X.3.3.1
General

It shall be possible to provide 
1) a list of Service Providers that are equivalent to the Home Service provider; and 

2) an ordered set of preferred service providers to the WLAN UE.  
The Home service provided shall be able to indicate if the RPLMN [x] shall be highest priority PLMN. The equivalent Service provider list provided by the RPLMN then shall be used for Service Provider Selection. 

If RPLMN is not the highest per HSP policy then the WLAN UE shall select a Service Provider per existing PLMN selection procedures.

6.X.3.3.2
RPLMN

The RPLMN shall be able to provide to the WLAN UE a list of Service Providers that shall be equivalent to the RPLMN.  
6.X.3.4
User Selection

The user shall be able to provide a service providers that the WLAN UE shall take into account in evaluating if an AP is a candidate AP.  The user’s set of criteria / policies shall take precedence over Operator policies.

6.X.4
Service routing

ANDSF as defined in 3GPP TS 23.402 [X3] shall be used.

6.X.5
Data Modeling

6.X.5.1
Access Network Selection
6.X.5.1.1
Hotspot 2.0 Access Points
Data as defined in HotSpot 2.0 [x] shall be used to define the criteria by which an AP is a candidate or not.  How this data is structure is a stage 3 issue.

6.X.5.1.2
Non Hotspot.0 Access Points
Optional data as defined a list of SSIDs that shall be used to define how the UE can quickly obtain service provider information.  How this data is structure is a stage 3 issue.
6.X.5.2
Service Provider Selection

An operator shall be able to define data either on USIM and or ME. How this data is structure is a stage 3 issue.
6.X.5.3
Service Routing
The model as in 3GPP TS 24.312 [xx] shall be used.
6.X.5.4
Summary

The following overall model is proposed.
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Figure 6.X.5.4-1:
Common data model Approach
6.X.6

3GPP specific Policies

The Home Service Provider and Visited Service Provider shall be able to provide the additional policies to the UE.

6.X.6.1
Time of day qualifications

Optionally possible to define “Time of day” that qualifies when a set of data as defined in section 

a)
6.X.5.1.1 is applicable or not; and
b)
6.X.5.2 is applicable or not.

Editors note:
It is to stage 3 how to define the data set.
6.X.6.2
Location
Optionally possible to define “Location” data that qualifies when a set of data as defined in section 

a)
6.X.5.1.1 is applicable or not; and

b)
6.X.5.2 is applicable or not.

Editors note:
It is to stage 3 how to define the data set.

6.X.6.3
Network Load
Optionally possible to define “WLAN Network load” data that qualifies when a set of data as defined in section 

a)
6.X.5.1.1 is applicable or not; and

b)
6.X.5.2 is applicable or not.

Editors note:
It is to stage 3 how to define the data set.
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