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Abstract of the contribution: This contribution captures the high-level principles of a RAN and CN based congestion mitigation solution for UPCON.

Introduction

This P-CR to TR 23.705 captures the high-level principles of a RAN and CN based congestion mitigation solution for User Plane Congestion Management.
Proposal

It is proposed to add the following solution proposal to the UPCON TR 23.705:

***************** Start of changes **********************

6.X
Solution X: RAN and CN based Congestion Mitigation
6.X.1
General description, assumptions, and principles


This solution addresses key issues #1 and #2 on congestion mitigation and congestion awareness. If not indicated otherwise, the term “congestion” refers to “RAN user plane congestion”. The solution is based on the following principles:
Congestion Detection:
P1) The RAN informs relevant network functions about the RAN user plane congestion.
    NOTE: It is not intended to specify how the RAN exactly detects RAN user plane congestion, since it is subject to operator policies and implementation specific.
P2) Congestion is indicated to the CN in order to enable CN functions to control how congestion is mitigated (based on policies) and to enforce mitigation measures that reduce/limit/block the traffic transmit to/from congested RAN areas.
NOTE: This does not imply that each congestion indication is sent to the PCRF. As long as adequate congestion mitigation policy rules for the congestion level are provisioned to the enforcement entities, there is no need to involve the PCRF.
P3) RAN user plane congestion is indicated such that the CN knows which users are contributing to or are affected by the RAN user plane congestion.

P4) Congestion should be indicated in a lightweight way, but yet enable timely congestion awareness (including congestion abatement) in the CN. 
Congestion Mitigation:
P5) The user plane congestion management solution supports all of the required congestion mitigation schemes (i.e. traffic prioritization, limiting, gating and reduction on application and service-level), and allows the operators to flexibly control them based on policies. 
P6) Policy control for congestion management takes into account operator policies and subscriber information. Through policies, operators control which congestion mitigation measures are enforced, which user traffic is subject to congestion mitigation and how the mitigation measures are applied.

P7) Congestion mitigation measures based on traffic prioritization, limiting and reduction are enforced in the CN, and if supported also at the service level, based on policies. Congestion mitigation based on traffic prioritization is also applied in the RAN in order to take into account real-time radio channel information. Congestion mitigation should not negatively impact the service experience of users who are not in a congested RAN area.
6.X.2
High-level operation and procedures
A high level view of operation and procedures of the proposed solution is shown in Figure X.
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Figure X: User-plane Congestion Management – High-level View
NOTE 1: The numbers do not necessarily imply a temporal order. 
NOTE 2: Step 5a and 5b are optional for solutions that are based on a CN only approach.

1. Congestion detection based on resource shortage in the RAN (P1).

2. Lightweight congestion indication to the CN (P2, P3, P4).

3. Policy control for congestion mitigation (i.e. selection of mitigation measures and policy rule provisioning) (P5, P6).

4. CN-based congestion mitigation (e.g. traffic limitation, gating, compression) (P5, P7)

5. Measures for RAN-based congestion mitigation (P5, P7)
a. Service/QoS information to enable traffic differentiation in the RAN

b. RAN-based congestion mitigation (e.g. traffic prioritization, scheduling).
6.X.2.1
Solution Details: Functions, Interfaces and Procedures
Editor’s Note: Different variants of this high-level solution can be captured and evaluated as part of this section.

6.X.3
Impact on existing entities and interfaces
6.X.4
Solution evaluation
***************** End of changes **********************
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