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Abstract of the contribution: The present contribution describes a solution for Targeted ProSe Discovery (targeted at a specific use or group of users). It is particularly adapted to Public Safety use cases where a user attempts to discover members of a specific Public Safety group, instead of looking for individual group members. It is proposed to agree the contribution for inclusion in TR 23.703. [see also related GCSE proposal in companion paper S2-131147 and ProSe Group Communications proposal in companion paper S2-131145 for this meeting]
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6.X
Solution X: Targeted ProSe Discovery
6.X.1
Functional description

6.X.1.1
General

The present solution assumes that a Public Safety group (corresponding to a “GCSE group” or “ProSe group” in the sense of the definitions in TS 22.468) is uniquely identified at the application layer with an application layer identifier (e.g. a Group SIP URI in the following format: sip:fire.brigade75@first.net). Similarly, it is assumed that a specific member of a Public Safety group is uniquely identified at the application layer with an application layer identifier (e.g. a Personal SIP URI in the following format: sip:john.doe@first.net).
NOTE 1:
If the GCSE solution is based on SIP addressing, the Group SIP URI and Personal SIP URI that are used as unique identifiers for targeted discovery are identical to the identifiers that are used for establishing a group or 1:1 communication over the network [see GCSE proposal in companion paper S2-131147 for this meeting].
In addition to being uniquely identified by the application layer identifier (Group SIP URI), a Public Safety group may also be identified at the lower layer via a multicast layer-2 address (referred to here as Group ID).
NOTE 2:
The ProSe ad hoc solution described in clause 6.Z [ProSe ad hoc mode proposed in companion paper S2-131145 for this meeting] makes the assumption that such a layer-2 group identifier exists.

According to TS 22.468, a Public Safety group can have as many as 500 members. Storing information about individual group members in every Public Safety UE may be impractical in that any group update (addition or deletion of an individual member) would need to be propagated to every UE. Encoding a Public Safety Group ID (to which a user belongs) in a portion of the overall user ID may not be practical either, because in case the UE belongs to multiple Public Safety groups, it would have to announce the IDs of all the groups to which it belongs.
Targeted ProSe Discovery reverses the paradigm by having the discoverer pro-actively seeking to discover any members of a specific Public Safety group, rather than looking for individual group members.
6.X.1.2
System architecture

The Targeted ProSe Discovery solution described here assumes that the lower layers provide a frame-based transport service as described in the ProSe Group Communication solutions in clauses 6.Y and 6.Z [ProSe Group Owner mode and ProSe ad hoc mode proposed in companion paper S2-131145 for this meeting]. As a minimum, the layer-2 frame header consists of the following fields:

· Destination Layer-2 Address (Dest L2@): this address can take the form of either an individual (unicast) address or a group (multicast or broadcast) address; for Targeted ProSe Discovery this field is set to a broadcast address in frames issued by the discoverer; a unicast address is used in the responses sent from discoverees;
· Source Layer-2 Address (Src L2@): this address is always set to the individual (unicast) address of the sender’s device;

· The frame payload contains one of the following two signalling messages: Targeted Discovery Request and Targeted Discovery Response.
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Figure 6.x.1.2-1: Assumed layer-2 frame formats for Targeted ProSe Discovery
The size of the Layer-2 Address identifiers is FFS. The only requirement for this solution is that it should be possible for Dest L2@ to be set to a value that represents a broadcast address.
Depicted in Figure 6.x.1.2-2 are three possible formats for frames carrying the Targeted Discovery Request message. In all three cases the message contains a unique application layer identifier for the discoverer (e.g. a Personal SIP URI). The frames differ in the identifier used to designate the discoveree:
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Figure 6.x.1.2-2: Targeted Discovery Request frame formats
1) In this case the discoveree is an application layer Group identifier (e.g. Group SIP URI). This frame format is used when the discoverer aims at discovering any member of a Public Safety group identified by this Group ID;
2) As an alternative to the previous, the discoveree is again any member of a Public Safety, this time identified via a layer-2 Group ID (i.e. a multicast layer-2 address);

3) In this case the discoveree is an individual group member identified via his Personal SIP URI.

Public Safety UEs that have successfully decoded the Target Discovery Request need to check whether they are concerned by the request. In the affirmative case they respond with a Targeted Discovery Response frame (depicted in Figure 6.x.1.2.2-3) indicating their individual application layer identifier (e.g. Personal SIP URI).
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Figure 6.x.1.2-3: Targeted Discovery Response frame format
6.X.2
Procedures

Editor’s Note: To be completed 
6.X.3
Impact on existing entities and interfaces
The solution is designed to work out-of-network coverage. There is no specification impact on existing RAN entities specific to this solution, beyond impacts that are generic to any ProSe solutions (e.g. designation and announcements of radio resources that can be used for direct radio discovery).
6.X.4
Solution evaluation

The solution allows for efficient group-based ProSe-discovery. Instead of listening to other UEs announcing their own identity (or set of identities), with the present solution the discoverer proactively searches for UEs belonging to a specific Public Safety group (corresponding to a GCSE group or ProSe group in TS 22.468) identified by a unique application layer or layer-2 identifier.
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