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1 
Overall Description:

Editor’s note: The contribution is based on current TR 23.839 v1.7.0 so it needs to be revised based on P4C_TI outcome .
3GPP SA2 is considering 2 alternatives for the supporting S2a based on GTP protocol. When the Trusted network is a Fixed broadband network based on BBF for each of the alternative under consideration 3GPP did the assumption described in the following.
2
General assumptions 

1) The S2a interface terminates at the TWAG

2) For EPC-routed traffic the accounting is performed by PDN GW, (so no need to send charging rules to TWAG/IP edge).

3) If the S2a reference point is an inter-operator interface then same security consideration applies also for the STa interface.
4) Admission control is a function of the BBF defined network and is out of scope of 3GPP

Q1: Are the assumptions listed above supported by BBF network? 
3
Alternative 1 – GTP based s2a Solution

The main characteristic of this alternative is the transport of QoS IEs for the EPC routed traffic via S2a reference point..
The architectural assumption for Alternative 1 are:

1. The BBF network shall be able to perform the appropriate mapping  between the EPS Bearer QoS parameters received via GTP based S2a interface and the QoS parameters used in Fixed Broadband access. 

2. The details of the mapping from EPS Bearer QoS parameters on S2a to QoS parameters applicable in the BBF domain are out of scope of 3GPP.
3. The BBF/TWAG indicates to the PDN GW via the S2a interface when the BBF network cannot sustain the QoS requested over S2a .
4.  Both IP Edge integrated and TWAG and standalone TWAG cases are supported. The policy control interface is agnostic to the internal configuration of TWAN (e.g. standalone TWAG or integrated TWAG and IPEdge/BNG configurations).
Q2:Are the assumptions listed above supported by BBF network? 
The reference architectures for Alternative 1 are shown in clause 8.3.1.2 of TR 23.839. 
Q3: Is the reference architectures shown in clause 8.3.1.2 of TR 238.39 compatible with BBF network? 

4
 Alternative 3 –Solution based on S9a for both GTP and PMIP s2a variant
The main characteristic of this alternative is the transport of QoS rules for the EPC routed traffic and for NSWO via the S9a reference point.

The architectural assumptions for Alternative 3 are:

1. S9a interface is between BPCF and PCRF

2. PCRF provides QoS rules via S9a interface to BPCF for both S2a-GTP and S2a-PMIP cases. 

3. The BBF network shall be able to perform the appropriate mapping of the QoS parameters received from the PCRF over the S9a interface to BBF specific parameters
4. The S9a policy control interface is agnostic to the deployment of S2a-GTP or S2a-PMIP.

5. The policy control interface is agnostic to the internal configuration of TWAN (e.g. standalone or integrated TWAN and IPEdge/BNG configurations).
6. Assumptions for policy and QoS control via S9a:

· The QoS parameters that are in-band to S2a-GTP will be considered by the TWAG only for the sake of the S2a interface itself but will otherwise be ignored by the TWAN as S9a is the common policy control interface to support policy control interworking for EPC access over trusted WLAN.

Q4:Are the assumptions listed above supported by BBF network? 

The reference architectures for Alternative 3 are shown in clause 8.33.2 of TR 23.839. 
Q5: Is the reference architectures shown in clause 8.3.3.2 of TR 238.39 compatible with BBF network? 

5
 Location information
In order to ensure proper Policy control and charging data collection at the PDN GW (for user charging/statistics purpose), when EPC services are accessed over a TWAN, following information shall be transferred to the PGW from the TWAG 
· the SSID used by the UE to reach the EPC 

· the BSSID (MAC address of the AP) where the UE is associated.
Q6: Can the above information be sent by a TWAG located in a BBF network to the PDN GW over S2a reference point?
In addition based on agreement between the 3GPP and the BBF operator the TWAG should also be able to send more detailed geographical information such as geo-location of the AP being used.
Q7: Can TWAG provide more detailed geographical information over S2a reference point? If so, in what form?

· Over S2a reference point?
· Using an interface to the BPCF and then over S9a?
6
 Additional considerations
TGS SA2 would like to point out that the scenario for standalone TWAG is not detailed in current TR 23.839, so SA2 would be grateful if BBF can provide any guidance on such scenario. 

7
 Actions:

ACTION: 
3GPP TSG SA2 asks BBF E2E WG to provide feedbacks and answers to the above questions. 3GPP TSG SA2 would like to receive the latest version of WT-291  in order to  aid our understanding of BBF’s TWAN architecture and nodal requirements. 
8 
Date of Next TSG-SA2 Meetings:

TSG-SA2 Meeting #96 
8th – 13th Apr 2013
San Diego, USA.

TSG-SA2 Meeting #97
27th – 31st May 2013
South Korea (TBD).
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