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Abstract of the contribution: This contribution proposes to reuse the concept of IP-CAN session defined in TS 23.203. In addition, it describes the life cycle of an IP-CAN session in the Fixed Broadband IP-CAN.
Discussion

TS 23.203 defines the concept of an IP-CAN session as the association between the UE and an IP network. This concept is reused in all the IP-CAN types that use PCC framework, as defined in the IP-CAN specific Annexes, e.g. when the IP network is a GPRS network, EPC network or DOCSIS (packet cable) network.  The Fixed Broadband Access is another IP network that can reuse the concept of IP-CAN session, depending on the scenario, an IP-CAN session exists between the RG and the IPEdge or between the end device and the IPEdge.
Conclusion 1: It is proposed to reuse the concept of IP-CAN session for Fixed Broadband Access.

As defined in TS 23.203, the association between the UE and an IP network is identified by an IP address(es), UE identity information (if available) and a PDN represented by a PDN-id. For those accesses that support IP-CAN bearers, there may be multiple IP-CAN bearers. For Fixed Broadband Access, the IP-CAN can also be identified primarily by an IP address(es). The term UE corresponds to the device that access the services provide by the network (i.e. either RG, 3GPP UE or fixed end-device) 
, the PDN identifies the IP network where the device gets connectivity and the UE identity information is the circuit-id  (if available) although other identities may be used as described in BBF LS reply (S2-123495) and DSCP marking provides QoS support on transport network layer so that it can be assumed that there are support for multiple IP-CAN bearers (each one identified by a DSCP marking) for the purpose to provide QoS and charging.
Conclusion 2: It is proposed to clarify that in an IP-CAN session in the Fixed Broadband Access, the UE may be a fixed device that allows the user to access the network.

For the purpose to provide policy and charging control to a 3GPP UE behind an RG, it is required to identify the traffic from/to the 3GPP UE in the IPEdge. One option is just to install PCC Rules that contains SDF templates that include the IP address and port numbers that are allocated to the 3GPP UE by the RG. This information is dynamically provided using Rx interface and allows providing both policy control and charging for the traffic generated by that 3GPP UE. This solution works for dynamic services; each device behind the RG is identified by provisioning PCC Rules with the SDF templates that enables identification of 3GPP UE traffic for a particular session in the PCEF/IPEdge.
However, it should be also possible to identify all traffic to/from the 3GPP UE for other purposes, such as usage monitoring, at the IPEdge (PCEF). For this purpose, a solution where an IP-CAN session is created in the IPEdge (PCEF) for that 3GPP UE is required. Neither BBF nor IETF has standardized a procedure to identify a 3GPP UE behind an RG that fits in the time frame of Rel-12. 
Conclusion 3: It is proposed to clarify that there is an IP-CAN session per IP address known in the PCEF only. Therefore, a 3GPP UE behind a NAT will not have an IP-CAN session in the PCEF, but still it is possible to enforce policy and charging control per service session that the 3GPP UE establishes.

Over Gxd, the PCEF will announce the IP-CAN session establishment to the PCRF including the UE identity, the IP address assigned and a PDN-id. There is a 1:1 relation between the IP-CAN session in the PCEF and in the PCRF. There is also a single subscriber in SPR/UDR per IP-CAN session, this is either the UE identity that identities the RG or the end device.

Conclusion 4: It is proposed to clarify that the relation between the IP-CAN session in the PCEF and in PCRF is 1:1. There is a single subscriber in SPR/UDR per IP-CAN session.

WT-146 defines mechanisms for grouping subscriber sessions that allows linking subscriber sessions into a group for the purpose to apply a common set of policies. One example is a UE that is supports dual stack. These two subscriber sessions in the PCEF are grouped together. The support of dual stack in 23.203 specified that there is one IP-CAN session per IPv4/v6 address pair known in the PCEF.
Conclusion 5: It is proposed to clarify that it is possible to support dual stack IP-CAN sessions in the PCEF with one IPv4/IPv6 address in the PCEF.  
Proposal

Our suggestion is to define that:

· The IP-CAN session concept is also used in Fixed Broadband Access, adding a clarification about how to map an IP-CAN session to BBF terminology available in WT-146.

· There is one to one mapping between an IP-CAN session in the PCEF and an IP-CAN session in the PCRF.

· There is a single subscriber in SPR/UDR per IP-CAN session.

· For the case of a 3GPP UE behind the RG, PCC Rules are installed for the IP-CAN session created for the IP addresses assigned to the RG.

· Specific triggers for the notifications of the events related to IP-CAN session for fixed broadband access are included as performed for other accesses in 23.203.
*** 1st change ***
5.1.1.x

Solution Alternative 3: One to one relation: IP-CAN session and IP Subscriber session

5.1.1.x.0
General

This solution alternative proposes to provide policy and charging control for the UE IP address that is known at the PCEF, i.e. all UEs behind a NAT have the same IP-CAN session in the PCEF.  In addition, for those services that request resource reservation over Rx, policy and charging control in the PCEF is possible for a given service using PCC Rules provisioned by PCRF in PCEF.

In this solution a UE may be either a 3GPP UE or a fixed device.

For fixed devices, the PCEF is located in the IP Edge. For 3GPP UE in NSWO the PCEF is located in the IP Edge.

5.1.1.x.1 
Definition of an IP-CAN Session in the BBF domain

A “Fixed Broadband Access IP-CAN” is a fixed access broadband network that provides IP connectivity. The Fixed Broadband Access IP-CAN reuses the definition of an IP-CAN session in TS 23.203 [4].

NOTE:
In the context of Fixed Broadband Access, the term UE is device (i.e. fixed device or 3GPP UE) that allows the user to access the IP connectivity services provided by the network.

In a Fixed Broadband Access an IP-CAN session corresponds to an IP subscriber session defined in WT-146 [15].

As defined in TS 23.203, the association between the UE and an IP network is identified by an IP address(es), UE identity information (if available) and a PDN represented by a PDN-id. For those accesses that support IP-CAN bearers, there may be multiple IP-CAN bearers. For Fixed Broadband Access, the IP-CAN session can also be identified primarily by an IP address(es). The term UE corresponds to the device that access the services provided by the network (i.e. either RG, 3GPP UE or fixed end-device), the PDN identifies the IP network where the device gets connectivity and the UE identity information may be the circuit-id  (if available) although other identities may be used . DSCP marking provides QoS support on transport network layer so that it can be assumed that there are support for multiple IP-CAN bearers (each one identified by a DSCP marking) for the purpose to provide QoS and charging.

5.1.1.x.2
 IP-CAN Session in the PCEF

This solution proposes that there is an IP-CAN session per IP address known in the PCEF only.  This means that there is:

· an IP-CAN session for the IP address assigned to the RG in the routed mode and 

· an IP-CAN session for the IP address assigned to the end device (i.e. fixed device or 3GPP UE) in the bridge mode.

For the purpose to provide policy and charging control, PCC Rules contains SDF templates that include the IP address known in the PCEF. 

For services (AF) that request resource reservation over Rx, this information is dynamically provided using Rx interface and allows providing both policy control and charging for the traffic generated by that UE. This solution is under the condition that:

a) the AF supports an Rx interface and 

b) the AF can provide the NATed IP address and ports used by the UE (for IMS, according to 23.228)

Note:
For deployments where the above conditions are not met, Neither BBF nor IETF has standardized a procedure to identify a UE behind a NATed-RG that fits in the time frame of Rel-12. 

5.1.1.x.3
 Policy and Charging Control for the IP-CAN session in the PCEF.

Over Gxd, the PCEF announce the IP-CAN session establishment to the PCRF including, the IP address known by the PCEF, the identity of the UE associated in the PCEF with this IP address and a PDN-id. There is a 1:1 relation between the IP-CAN session in the PCEF and in the PCRF. There is also a single subscriber in SPR/UDR per IP-CAN session, this is either the UE identity that identities the RG or the end device.

5.1.1.x.4
Procedures 

Editor's note:This clause will identify the procedures for Policy and QoS in TS 23.402 and/or 23.203 style for Building Block 1.

Editor's note:
Procedures do not take the TDF into consideration

5.1.1.x.4.1 
General Assumptions

For the dynamic QoS for the IP-CAN session the following requirements shall be supported:

-
interaction between PCRF and PCEF at IP-CAN session establishment.

-
policy change requests originated from Applications Function after IP-CAN session establishment.

-
policies apply to individual IP-CAN session.

-
policy evaluation may be triggered by the change in state of an IP-CAN session.

In the RG NAT’d/routed mode there is a single RG IP subscriber session for all devices connected to the RG  and thus a single Gxd IP CAN session

In the case without NAT between the UE and the PCEF (e.g. RG in bridge mode)  the PCEF binds a UE IP subscriber session with a Gxd IP CAN session. 

5.1.1.x.4.2
IP-CAN Session Establishment

This clause describes the signalling flow for Gxd IP‑CAN Session establishment. The session is initiated after the BBF device has been authenticated and assigned an IP address per BBF specifications (i.e. out of scope in 3GPP).
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Figure 5.1.1.x.4.2: Initial Attach

1.
A BBF subscriber session is initiated, (e.g. a RG switches on, a NSWO UE starts a session, etc…) . When the device is not acting as a 3gpp device, the BBF (e.g. access line) authentication is performed as specified by BBF. Otherwise (i.e. 3GPP UE) it is performed as described in 23.402 [x]. As part of this step, the BBF AAA may provide Default QoS to the IP Edge/PCEF. The IP Edge/PCEF assigns an IP address (and/or an IPv6 prefix) for the BBF subscriber session. This step is BBF specific and as such out of scope of this specification.

2.
The IP Edge/PCEF sends an indication of the IP-CAN session establishment to the PCRF. The message includes the subscription-ID, the Access Line Identifier (physical and logical circuit ID), default QoS, if available, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix and subscriber priority per TR-134 and WT-146 requirements.

Editor's note:  For 3GPP  UE the indication of the IP-CAN session establishment to the PCRF may include the APN (i.e. NSWO-APN)

3.
The PCRF obtains the subscriber's profile related to the BBF device or to the 3GPP UE.

4.
The PCRF makes policy decision and derives PCC Rules. The PCRF may change the default QoS of the subscriber it received from the PCEF.. The PCRF may include the following information: Default QoS, the PCC Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.

NOTE 1:
The PCRF may override the default QoS received from the IP Edge/PCEF

Editor's note: Whether additional parameters in the PCC Rule are required for the IP-CAN session is FFS.
5.
The PCRF provisions the PCC rules at the PCEF: .

6.
This step is BBF specific. The IP Edge/PCEF may communicate with other network elements in the BBF access network per BBF specifications.

7. The IP Edge/PCEF may initiate the accounting to the BBF AAA.

7’: The IP Edge/PCEF may initiate the Gy session establishment with the OCS.

Editor's note: The list of IE exchanged between the PCEF and the OCS is FFS

5.1.1.x.4.3
PCRF Initiated IP-CAN Session Modification

This clause is related to IP-CAN session modification for BBF access session initiated by PCRF. The AF can be involved.
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Figure 5.1.1.x.4.3: PCRF initiated IP-CAN Session Modification

1a.
The AF requests QoS resource authorization. The request includes the bandwidth requirements, media type, session priority and other information per TS 23.203.

1b.
The SPR notifies the PCRF when the user's profile changes.

Alternatively, the PCRF may initiate this procedure based on PCRF internal logic.

2-3.The PCRF makes policy decisions and determines the QoS and PCC Rules (e.g. QCI, UL/DL max/minimum or guaranteed Bitrate and priority for the service) and the Event Triggers to report. The Event Triggers indicate to the IP Edge/PCEF what events must be reported to the PCRF.

4.
The IP Edge/PCEF responds with an acknowledgment.

5.
The IP Edge/PCEF enforces the PCC rules.

NOTE 1:
How the IP Edge/PCEF performs QoS enforcement in the BBF is out of the scope of 3GPP.

NOTE 2:
The IP Edge/PCEF performs the mapping between the PCC rules and the parameters specific in BBF network.
6.
BBF specific procedures may apply, e.g. the IP Edge/PCEF may communicate with other entities in BBF access per BBF specifications.

7.
If online charging is applicable, the IP Edge/PCEF may contact the OCS to request credit for new charging keys and/or to issue final reports and return remaining credit for charging keys no longer active.

7’. If OCS was contacted, the OCS provides the credit information to the IP Edge/PCEF, and/or acknowledges the credit report.

5.1.1.x.4.4   IP Edge/PCEF Initiated IP-CAN Session Modification

This clause is related to IP-CAN session modification for BBF access session initiated by IP Edge/PCEF. The procedure is applicable when the IP Edge/PCEF makes a decision to request a modification of PCC rules. The trigger to start the modification procedure by IP Edge/PCEF can be a provisioned event-trigger by the PCRF or a BBF specific trigger.
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Figure 5.1.1.x.4.4: IP Edge/PCEF Initiated IP-CAN Session Modification

1.
The IP Edge/PCEF receives a trigger (e.g. from RG) or decides to modify an IP-CAN session due e.g. to partial network failure, failure to enforce a PCC rule or other BBF specific triggers per BBF specification that are out of scope of 3GPP.

2.
The IP Edge/PCEF may initiate the session modification procedure based on internal triggers or when event-triggers provisioned by the PCRF are detected. The message includes the Event Report and affected PCC Rules.

3.
The PCRF makes policy decisions and may derive new or modified PCC rules.

4.
The PCRF provisions PCC rules at the IP Edge/PCEF.

5.
The IP Edge/PCEF enforces the PCC rules. 

5’.
If online charging is applicable, the IP Edge/PCEF may contact the OCS to request credit for new charging keys and/or to issue final reports and return remaining credit for charging keys no longer active.

5”. If OCS was contacted, the OCS provides the credit information to the IP Edge/PCEF, and/or acknowledges the credit report.

6.
BBF specific procedures may apply, e.g. the IP Edge/PCEF may communicate with other entities in BBF access per BBF specifications.

7
If online charging is applicable, the IP Edge/PCEF may contact the OCS to request credit for new charging keys and/or to issue final reports and return remaining credit for charging keys no longer active.

7’. If OCS was contacted, the OCS provides the credit information to the IP Edge/PCEF, and/or acknowledges the credit report.

NOTE 1:
How the IP Edge/PCEF performs PCC rules enforcement in the BBF is out of the scope of 3GPP.

NOTE 2:
The IP Edge/PCEF performs the mapping between the PCC rules and the parameters specific in BBF network. This mapping is out of scope of 3GPP
5.1.1.x.4.5   IP Edge/PCEF initiated IP-CAN Termination

This clause is related to termination of the IP-CAN session by IP Edge/PCEF. The procedure is applicable when BBF access session is terminated, the trigger for start the termination by IP Edge/PCEF is BBF specific (e.g. RG switch off, PPPoE session termination, etc) and out of the scope of 3GPP.
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Figure 5.1.1.x.5.: IP Edge/PCEF Initiated IP-CAN Session Termination

1.
The IP Edge/PCEF receives a request to terminate the session with the PCRF based on BBF triggers (either external and internal to the IP Edge/PCEF) for example due to termination of session, power off of RG, etc as defined by BBF specifications.

NOTE 1:
How the IP Edge/PCEF detects or is informed that BBF access session is terminated is BBF specific and is out of the scope of 3GPP.

2.
The IP Edge/PCEF initiate the indication of IP-CAN Session termination procedure.

3.
The PCRF identifies the affected PCC rules.

4.
The PCRF notifies the AF about loss of transmission.

5.
The PCRF acknowledges the termination of the session.

6.
The PCEF sends the accounting stop message to the BBF AAA per WT-146.

7
If online charging was applicable the PCEF initiates the Gy session termination with the PCEF per TS 23.203.

5.1.1.x.4.6 
Update of the subscription information in the PCRF
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Figure 5.1.1.x.4.6: Update of the subscription information in the PCRF
1)
The SPR detects that the subscriber's profile changed.

Editor's note:
Enhancements to the subscriber profile for BBF access is FFS

2)
The SPR notifies the PCRF of the profile change provided the PCRF had subscribed to such notification .

3)
The PCRF responds to the SPR notification message.

4)
The PCRF stores the updated profile.

5)
The PCRF identifies the rules affected and derives new/modified ones.

6)
The IP-CAN Session Modification procedure per clause 5.1.1.x.4.3towards the IP Edge/PCEF applies if the BBF access or 3GPP UEs are affected.

*** End of changes ***
� 21.905 defines the: User Equipment (UE): Allows a user access to network services. For the purpose of 3GPP specifications the interface between the UE and the network is the radio interface. A User Equipment can be subdivided into a number of domains, the domains being separated by reference points. Currently the User Equipment is subdivided into the UICC domain and the ME Domain. The ME Domain can further be subdivided into one or more Mobile Termination (MT) and Terminal Equipment (TE) components showing the connectivity between multiple functional groups. 


In the context of Fixed Broadband Access to IMS, TISPAN defines the term UE in ETSI TR180 000 [5].
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