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Abstract of the contribution: This contribution analysis and proposes definition of fixed subscriber sessions for the NSWO scenario.
1. Discussion
This contribution analyses the NSWO scenario taking into account the considerations on configurations and fixed subscriber session provided by BBF. 
For NSWO in BB1 scope there is not distinction between NSWO for a UE in untrusted scenario (s2b, s2c) and trusted scenario (s2a, s2c), but the S2a scenario is under study for both interworking and convergence in BB2/BB6. So NSWO for s2a scenario is left for FFS and this presentation considers only NSWO for s2b and S2c scenario

1.1 Configuration#1: 3GPP UE behind a RG in routed mode with or without NAT

BBF indicates in its LS that:
There are typically multiple fixed devices associated with a single Subscriber Session in the BBF network. The Subscriber Session is per RG in the BBF network. The relationship between Subscriber Session and RG is one-to-one, while the relationship between such Subscriber Session and fixed devices behind the RG is one-to-multiple. This is the case both with or without NAT.
In this scenario the 3GPP UE are connected to the RG in routed mode, so the RG shall initiate a Subscriber Session to get the connectivity (i.e. the IP address). After the establishment of Subscriber session independently by the configuration with or without NAT, a 3GPP UE can perform the initial attachment to procedure to WLAN performing the EAP-based assess authentication. Now let assume that 3 different 3GPP UEs connected to the RG via WLAN (see figure 1), in particular:
· 3GPP UE #1 and #2 perform EAP-based access authentication when they attaches to WLAN, so they are recognized as 3GPP UE with a given identity (IMSI)

· 3GPP UE #3 does not perform EAP-Based authentication, so it is not recognized as a 3GPP UE, but it is identified as a generic hosts, such as a BBF device
According to the 3GPP definition, the NSWO traffic is associated to a 3GPP UE, hence in the shown scenario the NSWO can be only associated to 3GPP UE #1 & #2, i.e. to the devices performing EAP-based access authentication, while the traffic associated to 3GPP UE #3 is seen as a traffic generated by a fixed device and managed accordingly. 
In case of NAT presence, the 3GPP UEs obtains different IP addresses on WLAN interface, which is mapped on a single IP address on WAN interface. The WAN IP address is those assigned to the subscriber session which associated transport all traffics from all devices connected. 
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Figure 1:  Fixed device behind a RG in routed mode with or without NAT
1.2 Configuration#2: Fixed device behind a RG in bridge mode

BBF indicates in its LS that:
For fixed devices behind a RG in bridged mode, the BBF network is aware of any fixed device connected through the bridged RG. The relationship between Subscriber Session and fixed device at the BBF network is then one-to-one. However in most cases, a bridged RG only connects to a single PC, or a customer provided routed RG.’
In this scenario the 3GPP UE are connected to the RG in bridge mode, so the RG does not initiate any Subscriber Session to get the connectivity (i.e. the IP address), but each single devices shall initiate the subscriber session. So the 3GPP UEs start the Fixed subscriber session (see figure 2), in particular:
· 3GPP UE #1 and #2 perform EAP-based access authentication when they attach to WLAN, so they are recognized as 3GPP UE with a given identity (IMSI)

· 3GPP UE #3 does not perform EAP-Based authentication, so it is not recognized as a 3GPP UE, but it is identified as a generic hosts, such as a BBF device
As in previous scenario, the NSWO traffic is associated to 3GPP UE #1 & #2, i.e. to devices performing EAP-based access authentication, while the traffic associated to 3GPP UE #3 is seen as traffic generated by a fixed device and managed accordingly. Furthermore all traffic is transported in different Fixed Subscriber session, one per each 3GPP UE.
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Figure 2:  Fixed device behind a RG in bridge mode with subscriber session for each device.
In case of bridge mode with a customer RG configured in routed mode shown in figure 3, the customer RG initiates the Fixed subscriber session and an IP address is assigned to the RG northbound interface. The customer RG or WLAN AP is configured in routed mode, so the devices connected to the customer RG/WLAN AP do not initiate any subscriber session. Hence  
· 3GPP UE #1 and #2  perform EAP-based access authentication when they attach to WLAN, so they are recognized as 3GPP UE with a given identity (IMSI)

· 3GPP UE #3 does not perform EAP-Based authentication, so it is not recognized as a 3GPP UE, but it is identified as a generic hosts, such as a PC
· The subscriber session is initiated by the customer RG.
The NSWO traffic is associated to 3GPP UE #1 & #2, i.e. to devices performing EAP-based access authentication, while the 3GPP UE #3 is seen as a hosts. The traffic is transported by the same the Fixed Subscriber session.
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Figure 3:  Fixed device behind a RG in bridge mode with subscriber session from a User RG configured in route mode.
1.3 Conclusion

Now, what is a 3GPP UE in BB1?

The immediate answer is a 3GPP UE which is performing Non-seamless WLAN offload traffic, but what is a smartphone connected to fixed network via WLAN without a (U)SIM installed? 

This smartphone can connect to WLAN/RG and in route mode, the user can access any services available on internet via the IP connection, so from the Fixed broadband point of view, this 3GPP UE is acting as a PC, i.e. as a N3GPP User Equipment, and neither the Fixed network nor the 3GPP network is able to distinguish this smartphone from a common PC. While if the smartphone performs EAP-AKA access authentication, when it attaches to WLAN, either the fixed and 3GPP network are able to recognise that it is a 3GPP UE and which is the identity. In addition if the 3GPP UE has not performed EAP-AKA authentication, but it has performed attachment to EPC via S2b or s2c the 3GPP network becomes aware of the UE and it can perform QoS enforcement for the EPC routed traffic. In bridge mode configuration for example the 3GPP UE can initiate a PPPoE session or an IP session using different credential from IMSI , e.g. using other EAP methods with username and password. 
Hence the characteristics which allow to distinguish a 3GPP UE from a N3GPP User equipment are the execution of EAP-AKA authentication and not the simply fact to be a 3GPP UE with or without a (U)SIM installed, and the attachment to EPC, which requires to perform AKA authentication as part of s2b or s2c initial attach.

In conclusion the definition of “N3GPP Fixed User Equipment” is expanded for including the 3GPP UE not performing the EAP-AKA, as follow

N3GPP User Equipment: is a device capable to connect only to fixed access network and not capable of connecting to 3GPP EPC. The definition of functionalities of this device is out of the scope of 3GPP. In addition a 3GPP UE which is not performing AKA based authentication with the 3GPP network, i.e. the 3GPP EAP-based authentication when attaches to the fixed broadband network via WLAN or AKA as part of s2b establishment or AKA as part of S2c bootstrapping. 
. 
Please note that for s2a scenario the EAP-based authentication is mandatory, so a 3GPP UE is always authenticated when accessing to WLAN and the scenario describe above never occur. 

Furthermore the above definition take into account the considerations of contribution   S2-xxx (SAE034)
3 Proposal

Based on the above consideration it is proposed:
· To add new clause with in 5.1.1.y.1 of TS 23.839 with description of NSWO scenario in case of routed and bridge mode.

· To revise architecture requirements and assumption for NSWO traffic

*********         Start of 1st change ***************
5.1.1.y
Alternative X : Multiple IP-CAN sessions for fixed subscriber session and NSWO
5.1.1.y.1
Non-seamless WLAN offload session 

This clause describes the IP-CAN session over Gxd reference point for the NSWO traffic in the various RG configurations.
In RG in routed mode (shown in figure 5.1.1.y.1-1) There are typically multiple 3GPP UE associated with a single fixed subscriber Session in the BBF network. The Fixed Subscriber Session is per RG in the BBF network and the  relationship between fixed Subscriber Session and RG is one-to-one, while the relationship between such Fixed Subscriber Session and UE behind the RG is one-to-multiple. In NAT scenario the same IP address on WAN interface is associated to the Fixed Subscriber Session and to the devices connected behind the RG is assigned typically a private IP address. 
In this scenario the 3GPP UE are connected to the RG in routed mode, so the RG shall initiate a Subscriber Session to get the connectivity (i.e. the IP address). Then let suppose that 3 different 3GPP UEs connect to the RG via WLAN , in particular:

· 3GPP UE #1 and #2 performs EAP-based access authentication when they attaches to WLAN, so they are recognized as 3GPP UE with a given identity (IMSI)

· 3GPP UE #3 does not perform EAP-Based authentication, so it is not recognized as a 3GPP UE, but it is identified as a generic hosts, such as a PC

The NSWO traffic is associated to 3GPP UE #1 & #2, i.e. to the devices performing EAP-based access authentication, while the traffic associated to 3GPP UE #3 is seen as a traffic generated by a fixed device and managed accordingly. Furthermore all the traffic is transported within the same Fixed Subscriber session.

In this scenario we can identify three IP-CAN sessions over Gxd:

· IP-CAN session #A associated to the Fixed Subscriber Session from RG identified by Subscription ID (e.g. Line ID identifiers), IP address on WAN interface
· IP-CAN session 1 associated to NSWO traffic for 3GPP UE #1 identified by UE ID (IMSI1), IP address on WAN interface and UDP Ports 

· IP-CAN session 2 associated to NSWO traffic for 3GPP UE #2 identified by UE ID (IMSI2), IP address on WAN interface and UDP Ports 
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Figure 5.1.1.y.1-1:  3GPP User Equipment performing NSWO traffic behind a RG in routed mode with or without NAT 
In configuration#2 shown in figure 5.1.1.y.1-2 for 3GPP UE behind a RG in bridged mode, the BBF network is aware of any UE  connected through the bridged RG. The relationship between Subscriber Session and UE at the BBF network is then one-to-one. 

In this scenario the 3GPP UE are connected to the RG in bridge mode, so the RG does not initiate any Subscriber Session to get the connectivity (i.e. the IP address), but each single devices shall initiate the subscriber session. So the 3GPP UEs start the Fixed subscriber session (see figure 2), in particular:

· 3GPP UE #1 and #2 perform EAP-based access authentication when they attach to WLAN, so they are recognized as 3GPP UE with a given identity (IMSI)

· 3GPP UE #3 does not perform EAP-Based authentication, so it is not recognized as a 3GPP UE, but it is identified as a generic hosts, such as a PC

The NSWO traffic is associated to 3GPP UE #1 & #2, i.e. to devices performing EAP-based access authentication, while the traffic associated to 3GPP UE #3 is seen as traffic generated by a fixed device and managed accordingly. Furthermore all the traffic is transported in different Fixed Subscriber session, one per each 3GPP UE.
In this scenario we can identify three IP-CAN sessions over Gxd:

· IP-CAN session 1 associated to NSWO traffic for 3GPP UE #1 identified by UE ID (IMSI1) and IP address #1 on UE WLAN  interface 

· IP-CAN session 2 associated to NSWO traffic for 3GPP UE #2 identified by UE ID (IMSI2) and IP address #2 on UE WLAN  interface
· IP-CAN session 3 associated to Fixed subscriber traffic from device 3GPP UE #3 identified by Subscription ID (e.g. Line ID indentifiers) and IP address #3 on UE WLAN  interface 

However in most cases, a bridged RG only connects to a single PC, or a customer provided routed RG. This scenario is considered rare in real deployment. Figure 5.1.1.y.1-3 shows a variant of this scenario where the user install its own RG or a WLAN AP connected behind the RG provided by the operator. In such scenario the user can connected any kind of devices independently by network operator providing the fixed broadband access network. 

In case of bridge mode with a customer RG/WLAN AP shown in figure 3, the customer RG/WLAN AP initiates the Fixed subscriber session and an IP address is assigned to the RG northbound interface. The customer RG or WLAN AP is configured in routed mode, so the devices connected to the customer RG/WLAN AP do not initiate any subscriber session. Hence  

· 3GPP UE #1 and #2  perform EAP-based access authentication when they attach to WLAN, so they are recognized as 3GPP UE with a given identity (IMSI)

· 3GPP UE #3 does not perform EAP-Based authentication, so it is not recognized as a 3GPP UE, but it is identified as a generic hosts, such as a PC

· The subscriber session is initiated by the customer RG.
The NSWO traffic is associated to 3GPP UE #1 & #2, i.e. to devices performing EAP-based access authentication, while the 3GPP UE #3 is seen as a hosts. The traffic is transported by the same the Fixed Subscriber session.
In this scenario we can identify three IP-CAN sessions over Gxd:

· IP-CAN session #A associated to Fixed subscriber session from user RG identified by Subscription ID (e.g. Line ID) and IP address on user RG #A LAN interface
· IP-CAN session 1 associated to NSWO traffic for 3GPP UE #1 identified by UE ID (IMSI1) and IP address #2 on UE WLAN  interface}

· IP-CAN session 2 associated to NSWO traffic for 3GPP UE #2 identified by UE ID (IMSI2), IP address #2 on UE WLAN  interface}
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Figure 5.1.1.x.1-2:  3GPP User Equipment performing NSWO traffic behind a RG in bridge mode with subscriber session for each device.
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Figure 5.1.1.y,1-3:  3GPP User Equipment performing NSWO traffic behind a RG in bridge mode with subscriber session from a User RG in routed mode.
5.1.1.y.2
Architectural requirements and assumptions 

For this alternative solution the following specific requirements are applicable in addition to general requirements described in clause 5.2:
-
3GPP PCC shall support the enforcement of QoS policies and charging of NSWO traffic exchanged by 3GPP UEs connected to the fixed broadband access via WLAN  with successfully EAP based access authentication.
-
3GPP PCC shall manage the NSWO traffic from 3GPP UE which does not perform EAP-based authentication as IP traffic exchanged by fixed devices in the fixed broadband access. In this case the 3GPP UE can be not distinguished by a N3GPP User Equipment.
- 
In bridge mode configuration a single IP-CAN session shall be is established for each device establishing a fixed subscriber session and a NSWO.
- 
In routed mode configuration an IP-CAN session shall be established for the fixed subscriber session established by RG and for NSWO for 3GPP UE which performs EAP-AKA authentication
-
Different PCRFs may be selected for different IP-CAN session over Gxd, for example a PCRF for the NSWO traffic and a different PCRF for the Fixed subscriber session.
-
The IP-CAN session over Gxd for NSWO traffic for 3GPP UE is identified by UE ID (IMSI), IP address on WAN interface and UDP Ports
*********         End of 1st change ***************
*********         Start of 2nd change ***************
5.2
Architectural requirements and assumptions 

Editor's note:
This clause will identify the architectural requirements and assumptions as well as architecture common for Building Block I.

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session) is out of scope of 3GPP.
-
The authentication procedure of the Fixed Devices in a BBF access network is performed according to BroadBand Forum specifications and is therefore considered out of the scope of 3GPP.

-
The authentication procedure of a 3GPP UE connected to a fixed broadband access network is defined by TS 33.402[19].

General requirements:

 -
PCRF shall control directly the IP Edge in the fixed broadband access without the mediation of the BPCF defined in TS 23.139 [20].
-
3GPP PCC shall support the enforcement of QoS policies for IP traffic exchanged by fixed devices in the fixed broadband access.



-
Only policy and charging control for IP sessions will be considered, while policy control and charging for Layer 2 VPNs is out of the scope of BB1.
Editor’s note: Whether there is one IP-CAN session or multiple IP-CAN session per fixed access session is FFS.
-
More than one fixed access session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG).
-
A device connected to the RG (e.g. VoIP phones) may also initiate an IP session.

-
The architecture shall provide charging for traffic exchanged by fixed devices and NSWO traffic to/from 3GPP UEs in the following scenarios:

-
3GPP PCC- Gy/Gz based charging with PCEF located in the fixed broadband access network;

-
Traffic Detection Function (TDF)-based charging;

-
AAA-based charging, as already specified for interworking scenarios.

NOTE 1:
The TDF-based charging solution will consider the case when TDF is the only charging reporting entity in the convergent network for fixed devices and for NSWO 3GPP UE traffic. The case when PCEF is capable of reporting to OCS/OFCS in the same network is FFS and depends on the result of the FS_ABC.

-
The subscription information included in the user profile shall enable the support of fixed devices (e.g. identifiers, maximum subscribed bit rate, etc.) required for policy and charging control purposes.
-
The SPR or UDR stores subscription information related to policy control for fixed devices and fixed access line for QoS and charging purposes.

-
Policy control will address both dynamic and pre-provisioned policies in the IP Edge.
General architectural assumptions:

- There is a direct interface between PCRF and IP Edge.

-
The IP Edge is the policy enforcement point for QoS in the fixed access network.

NOTE 2:
How the IP Edge performs policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
The IP Edge shall be able to enforce policies and to perform the appropriate mapping from QoS parameters it receives from the PCRF to BBF specific parameters.
-
It shall be possible to apply QoS control on a per service data flow basis in the PCEF located in IP Edge according to TS.23.203 [4] requirements
-
The PCEF located in IP Edge shall be able to detect event triggers provisioned by the PCRF.

-
Upon detection of an event, the PCEF located in IP Edge shall request policy rules re-authorisation from the PCRF.

Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS
Architectural assumptions for "Default QoS policy".

Editor’s note: It is FFS whether and how the Default QoS policy is applied for fixed access session.
*********         End of 2nd change ***************
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