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Abstract of the contribution: This contribution proposes to reuse the concept of IP-CAN session defined in TS 23.203. In addition, it describes the life cycle of an IP-CAN session in the Fixed Broadband IP-CAN.
Discussion

TS 23.203 defines the concept of an IP-CAN session as the association between the UE and an IP network. This concept is reused in all the IP-CAN types that use PCC framework, as defined in the IP-CAN specific Annexes, e.g. when the IP network is a GPRS network, EPC network or DOCSIS (packet cable) network.  The Fixed Broadband Access is another IP network that can reuse the concept of IP-CAN session, depending on the scenario, an IP-CAN session exists between the RG and the IPEdge or between the end device and the IPEdge.
Conclusion 1: It is proposed to reuse the concept of IP-CAN session for Fixed Broadband Access.

As defined in TS 23.203, the association between the UE and an IP network is identified by an IP address(es), UE identity information (if available) and a PDN represented by a PDN-id. For those accesses that support IP-CAN bearers, there may be multiple IP-CAN bearers. For Fixed Broadband Access, the IP-CAN can also be identified primarily by an IP address(es). The term UE corresponds to the device that access the services provide by the network (i.e. either RG, 3GPP UE or fixed end-device) 
, the PDN identifies the IP network where the device gets connectivity and the UE identity information is the circuit-id  (if available) although other identities may be used as described in BBF LS reply (S2-123495) and DSCP marking provides QoS support on transport network layer so that it can be assumed that there are support for multiple IP-CAN bearers (each one identified by a DSCP marking) for the purpose to provide QoS and charging.
Conclusion 2: It is proposed to clarify that in an IP-CAN session in the Fixed Broadband Access, the UE may be a fixed device that allows the user to access the network.

For the purpose to provide policy and charging control to a 3GPP UE behind an RG, it is required to identify the traffic from/to the 3GPP UE in the IPEdge. One option is just to install PCC Rules that contains SDF templates that include the IP address and port numbers that are allocated to the 3GPP UE by the RG. This information is dynamically provided using Rx interface and allows providing both policy control and charging for the traffic generated by that 3GPP UE. This solution works for dynamic services; each device behind the RG is identified by provisioning PCC Rules with the SDF templates that enables identification of 3GPP UE traffic for a particular session in the PCEF/IPEdge.
However, it should be also possible to identify all traffic to/from the 3GPP UE for other purposes, such as usage monitoring, at the IPEdge (PCEF). For this purpose, a solution where an IP-CAN session is created in the IPEdge (PCEF) for that 3GPP UE is required. Neither BBF nor IETF has standardized a procedure to identify a 3GPP UE behind an RG that fits in the time frame of Rel-12. 
Conclusion 3: It is proposed to clarify that there is an IP-CAN session per IP address known in the PCEF only. Therefore, a 3GPP UE behind a NAT will not have an IP-CAN session in the PCEF, but still it is possible to enforce policy and charging control per service session that the 3GPP UE establishes.

Over Gxd, the PCEF will announce the IP-CAN session establishment to the PCRF including the UE identity, the IP address assigned and a PDN-id. There is a 1:1 relation between the IP-CAN session in the PCEF and in the PCRF. There is also a single subscriber in SPR/UDR per IP-CAN session, this is either the UE identity that identities the RG or the end device.

Conclusion 4: It is proposed to clarify that the relation between the IP-CAN session in the PCEF and in PCRF is 1:1. There is a single subscriber in SPR/UDR per IP-CAN session.

WT-146 defines mechanisms for grouping subscriber sessions that allows linking subscriber sessions into a group for the purpose to apply a common set of policies. One example is a UE that is supports dual stack. These two subscriber sessions in the PCEF are grouped together. The support of dual stack in 23.203 specified that there is one IP-CAN session per IPv4/v6 address pair known in the PCEF.
Conclusion 5: It is proposed to clarify that it is possible to support dual stack IP-CAN sessions in the PCEF with one IPv4/IPv6 address in the PCEF.  
Proposal

Our suggestion is to define that:

· The IP-CAN session concept is also used in Fixed Broadband Access, adding a clarification about how to map an IP-CAN session to BBF terminology available in WT-146.

· There is one to one mapping between an IP-CAN session in the PCEF and an IP-CAN session in the PCRF.

· There is a single subscriber in SPR/UDR per IP-CAN session.

· For the case of a 3GPP UE behind the RG, PCC Rules are installed for the IP-CAN session created for the IP addresses assigned to the RG.

· Specific triggers for the notifications of the events related to IP-CAN session for fixed broadband access are included as performed for other accesses in 23.203.
*** 1st change ***
5.1.1.x

Solution Alternative 3: IP-CAN session corresponds to the IP Subscriber session
5.1.1.x.1 
Definition of an IP-CAN Session in the BBF domain

As defined in TS 23.203, the association between the UE and an IP network is identified by an IP address(es), UE identity information (if available) and a PDN represented by a PDN-id. For those accesses that support IP-CAN bearers, there may be multiple IP-CAN bearers. For Fixed Broadband Access, the IP-CAN can also be identified primarily by an IP address(es). The term UE corresponds to the device that access the services provide by the network (i.e. either RG, 3GPP UE or fixed end-device), the PDN identifies the IP network where the device gets connectivity and the UE identity information is the circuit-id  (if available) although other identities may be used and DSCP marking provides QoS support on transport network layer so that it can be assumed that there are support for multiple IP-CAN bearers (each one identified by a DSCP marking) for the purpose to provide QoS and charging.
“Fixed Broadband Access IP-CAN” is a fixed access broadband network that provides IP connectivity. The Fixed Broadband Access IP-CAN reuses the definition of an IP-CAN session in TS 23.203 [4].

NOTE:
In the context of Fixed Broadband Access, the term UE is device (i.e. fixed device or 3GPP UE) that allows the user to access the IP connectivity services provided by the network.

In a Fixed Broadband Access an IP-CAN session corresponds to an IP subscriber session defined in WT-146 [15]. 
5.1.1.x.2
 IP-CAN Session in the PCEF
This solution proposes that there is an IP-CAN session per IP address known in the PCEF only.  This means that there is:

· an IP-CAN session for the IP address assigned to the RG in the routed mode and 
· an IP-CAN session for the IP address assigned to the end device (i.e. fixed device or 3GPP UE) in the bridge mode.
For the purpose to provide policy and charging control to a 3GPP UE behind an RG, it is required to identify the traffic from/to the 3GPP UE in the IPEdge. One option is just to install PCC Rules that contains SDF templates that include the IP address and port numbers that are allocated to the 3GPP UE by the RG. This information is dynamically provided using Rx interface and allows providing both policy control and charging for the traffic generated by that 3GPP UE. This solution works for dynamic services; each device behind the RG is identified by provisioning PCC Rules with the SDF templates that enables identification of 3GPP UE traffic for a particular session in the PCEF/IPEdge.

However, it should be also possible to identify all traffic to/from the 3GPP UE for other purposes, such as usage monitoring, at the IPEdge (PCEF). For this purpose, a solution where an IP-CAN session is created in the IPEdge (PCEF) for that 3GPP UE is required. Neither BBF nor IETF has standardized a procedure to identify a 3GPP UE behind an RG that fits in the time frame of Rel-12. 

5.1.1.x.3
 Policy and Charging Control for the IP-CAN session in the PCEF.

Over Gxd, the PCEF will announce the IP-CAN session establishment to the PCRF including the UE identity, the IP address assigned and a PDN-id. There is a 1:1 relation between the IP-CAN session in the PCEF and in the PCRF. There is also a single subscriber in SPR/UDR per IP-CAN session, this is either the UE identity that identities the RG or the end device.

*** End of changes ***
� 21.905 defines the: User Equipment (UE): Allows a user access to network services. For the purpose of 3GPP specifications the interface between the UE and the network is the radio interface. A User Equipment can be subdivided into a number of domains, the domains being separated by reference points. Currently the User Equipment is subdivided into the UICC domain and the ME Domain. The ME Domain can further be subdivided into one or more Mobile Termination (MT) and Terminal Equipment (TE) components showing the connectivity between multiple functional groups. 


In the context of Fixed Broadband Access to IMS, TISPAN defines the term UE in ETSI TR180 000 [5].
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