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1
Introduction

PLMN selection for 3GPP access is performed according to TS 23.122, while PLMN selection for WLAN is performed according to TS 24.302, which refers to the PLMN selection specified in TS 24.234. 
Generally the PLMN selections for WLAN and 3GPP access are performed separately, thus they may result in selecting different PLMNs. This is not a corner case, it can easily happen that a UE selects a VPLMN at 3GPP side (e.g. based on existing roaming preferences), while only another operator has WLAN coverage at the location of the UE, thus the UE really selects a different VPLMN for WLAN access. 

Current 3GPP specifications do not really clarify the scenarios when different PLMNs are selected from 3GPP access and WLAN. The purpose of this document is to investigate the issues when a UE selects different PLMNs in different access networks and identify the required changes in stage 2 specifications. Note that most of the issues discussed in this document are not WLAN specific, and applies also to other non-3GPP access technologies that can be used simultaneously with 3GPP radio.
2
Discussion

2.1
Non-Seamless WLAN offload via Trusted WLAN scenario
In this scenario a UE uses 3GPP radio and a WLAN simultaneously and the WLAN is used for Non-Seamless WLAN Offloading (NSWO) after a 3GPP-based access authentication has been performed. In Figure 2.1 an example is depicted when the UE uses VPLMN1 for 3GPP access, and VPLMN2 for performing 3GPP based access authentication in WLAN. The PLMN selection for WLAN happens during the 3GPP based access authentication. The UE in this scenario can access PGWs in VPLMN1 and in the HPLMN via the 3GPP access network.
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Figure 2.1: Non-Seamless WLAN offloading scenario
Even if this scenario is not explicitly mentioned in any 3GPP specifications, the relevant 3GPP specifications (e.g., TS 23.402, TS 24.302, TS 23.008) support this scenario, that is, no specification prevents the UE from selecting different PLMNs for 3GPP access and WLAN. 
Proposal 1.1: It is proposed explicitly document in TS 23.402 that the UE can select different PLMNs for 3GPP-based access authentication in a Non-3GPP network and in EPS access via 3GPP RAN.

An area where additional clarification is desired is that in this scenario the UE can get ANDSF policies from two visited PLMNs (VPLMN1 and VPLMN2 in the example of Figure 2.1) and from the HPLMN. It has not been clarified which VPLMN’s ANDSF policies the UE should follow.
Proposal 1.2: It is proposed to create a key issue in TR 23.865 that the TR should cover the selection of the ANDSF whose policies are followed when the UE uses different PLMNs for 3GPP based access authentication via non-3GPP access and 3GPP RAN.
2.2
ePDG selection issue

During SA2#90 and SA2#91 the PLMN selection for the ePDG selection was discussed without any final conclusion (S2-121436 and S2-122006). The issue is that a 3GPP-based access authentication can be performed when an Untrusted Non-3GPP access network is used. In this case a PLMN is selected to perform the access authentication and if the UE would like to gain EPC access via the Untrusted Non-3GPP Access Network an ePDG in a 3GPP PLMN is selected. This means that a PLMN selection is also performed when an ePDG is selected. 
According to section 4.5.4 of TS 23.402 (ePDG Selection) the UE shall select the ePDG in the VPLMN where the UE is located:

“If the ePDG needs to be dynamically selected when the UE roams in a VPLMN which VPLMN ID is known by the UE, the procedure is as follows:

-
The UE constructs an FQDN using the VPLMN ID as the Operator Identifier and employs the DNS server function to obtain the IP address(es) of the ePDG(s) in the VPLMN. “
What has not been clarified in TS 23.402 is which VPLMN ID to be used when different PLMNs are used for 3GPP based access authentication in the non-3GPP access network and for 3GPP RAN. Section 7.2 of TS 24.302 (Selection of the ePDG) based on the stage 2 specification specifies the following principle: 
· if the UE is GPRS/EPS attached then ePDG is selected from that PLMN or HPLMN; 
· if the UE is not GPRS/EPS attached and 3GPP based access authentication has been performed in the non-3GPP access network then ePDG is selected in the PLMN used for 3GPP based access authentication or in the HPLMN.
Generally when the UE simultaneously active both in an Untrusted WLAN with 3GPP based access authentication and 3GPP RAN, this would result in the scenario presented in Figure 2.2: the ePDG is in the same VPLMN as the MME/SGSN.
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Figure 2.2: EPC access from an Untrusted WLAN with 3GPP-based access authentication

The scenario above has the following issues:
· This would require that the ePDG in VPLMN2 is accessible from a WLAN of another VPLMN and therefore this scenario requires some kind of "roaming co-operation agreement" between the two VPLMN operators. 
· It is not clear which one, or if both VPLMNs, should be regarded as the serving (Selected) VPLMN of the UE for non-3GPP access since both VPLMN3 and VPLMN2 provides resource for the UE. This can result in issues e.g. with charging and ANDSF.
· This scenario would require that the authentication and authorization of the UE can stay valid in two non-3GPP access VPLMNs simultaneously. This is not covered by current 3GPP specifications, it is not specified how the HSS and the 3GPP AAA server handle two simultaneous authentication sessions from VPLMN2-WLAN and VPLMN3-ePDG. E.g., according to 29.273, subclause 8.1.2, the AAA Server shall (re)invoke the authentication procedure over SWx interface, which is between the 3GPP AAA server and the HSS, when the "VPLMN has changed". This means when the authentication for ePDG located in VPLMN2 is performed, the 3GPP AAA Server could regard this as a handover case, which obviously it is not, thus we have an undefined situation. Note also that based on the current specifications the 3GPP AAA server has no means to learn that the authentication request for ePDG belongs to an ongoing WLAN access session or not.
· If the UE performs an inter-PLMN handover in the 3GPP RAN then the scenario depicted in Figure 2.3 will occur: the UE uses 3 VPLMNs in the meantime.
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Figure 2.3: EPC access from an Untrusted WLAN with 3GPP-based access authentication after an inter-PLMN handover
Our understanding is that the intention is to use the same VPLMN for 3GPP radio and ePDG when it is possible, but there is no requirement to support the scenarios shown in Figure 2.2 and Figure 2.3, when 3GPP based access authentication for WLAN and ePDG are in different PLMNs. The support of those scenarios would require clarification of a number of issues and additional stage 2 and stage 3 specifications. Based on the current specifications how this type scenario work is implementation dependent, which is not acceptable in roaming scenarios.
Proposal 2: It is proposed to add a clarification sentence to section 4.5.4 of TS 23.402 that if a 3GPP-based access authentication has been performed between the UE and the Non-3GPP access network then the UE shall use either the VPLMN ID used for 3GPP-based access authentication or the HPLMN ID for the FQDN creation during ePDG selection. 

3
Proposal 
Based on the above discussion it is proposed to add the text below to TR 23.865 and agree in principle of Proposal 1.1 and Proposal 2. If the principles are agreed NSN is happy to provide the necessary CRs against 23.402. 
******* Start of changes ********
5.X

Key Issue: Using different PLMNs for 3GPP and non-3GPP access
5.X.1
Description

Generally the PLMN selections for WLAN and 3GPP access are performed separately, thus they may result in selecting different PLMNs. This is not a corner case, it can easily happen that a UE selects a VPLMN at 3GPP side (e.g. based on existing roaming preferences), while only another operator has WLAN coverage at the location of the UE, thus the UE really selects a different VPLMN for WLAN access. 

In this scenario the UE may receive ANDSF policies from 3 PLMNs:
· ANDSF located in the HPLMN;

· ANDSF located in the VPLMN that is used for 3GPP based access authentication;

· ANDSF located in the VPLMN that is used for 3GPP radio.
These ANDSF policies may overlap and may include contradicting information. As some of these PLMNs may have no direct business agreements it cannot be assumed that the policies from different ANDSFs are harmonized. Therefore it would be desired to create a rule or rules for UEs that decides the policies from which ANDSF have a priority over other ANDSFs.

5.X.2
Required Functionality

A rule or rules for UEs that decides the policies from which ANDSF have a priority over other ANDSFs are needed, especially considering the case when a UE uses different PLMNs for 3GPP access and for 3GPP-based access authentication in the selected WLAN.
******* End of changes ********

3GPP

SA WG2 TD


	    HPLMN   











	VPLMN2	








	VPLMN3	







UE

WLAN

AAA

AAA

AAA/HSS

PGW_a

ePDG

PGW2

S2b

S2b

PGW_a

		VPLMN1			





3GPP RAN

PGW1












		   VPLMN2		    









	    HPLMN   











    VPLMN3	







UE

WLAN

AAA

AAA

AAA/HSS

PGW_b

ePDG

PGW2

S2b

S2b

PGW_a

3GPP RAN

PGW1












	HPLMN		











	VPLMN2		







		VPLMN1			







UE

WLAN

3GPP
RAN

PGW1

AAA

AAA/HSS

PGW0












