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Abstract of the contribution: This contribution presents a way to route a Device Trigger to the target application at the UE. It is proposed to standardize the format of Trigger payload as the Application ID and the optional Application payload. This contribution also addresses the details of how delivery works and how the Application ID is assigned.
Discussion

Though T4 based device triggering has been specified in Rel-11, it is not clear how a device trigger is routed to the target application at the UE. In SA2 #91, S2-122536 clarified that a unique SMS Application Port ID is assigned to a device trigger at the MTC-IWF. C1-122210 specified that 49152 is the value of the unique SMS Application Port ID for device triggering. With the current specifications, the device trigger can reach the destination UE. But, it has not been specified how the UE routes the device trigger to the target application. The problem is depicted in Figure 1. The device trigger specifications as of today works only when there is a single application at the destination UE or when there is only one MTC enablement layer client on the destination UE, which are identified as device trigger service model 1 and service model 2 in S2-123809. If we want to support multiple applications on a device without restriction of the number of MTC enablement clients on the device such as device trigger service model 3 or 4 in S2-123809, we need a way to route the trigger to the target application on the destination UE. 
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Figure 1 Routing a Device Trigger to the Trigger Dispatch Function

S2-122853 proposed to use various SMS Application Port IDs per application in order to identify the target MTC enablement layer client at the destination UE. Though this approach may resolve the issue of routing the trigger to the target application in Rel-11, there are a couple of drawbacks in this approach. First, we would lose a way to indicate a device trigger among the 3GPP entities. The device trigger specific unique SMS Application Port ID was used to identify an SM is actually a trigger within the 3GPP systems. For example, the SMS-SC generates necessary CDR information including the SMS Application Port ID according to subclause 5.2.2 of TS 23.682, trigger delivery using T4. The network operator may apply different charging rate to a trigger based on the SMS Application Port ID. If we are using various SMS Application Port IDs for device triggering, there is no way for the 3GPP system entities to recognize the device triggers. The second problem of utilizing various SMS Application Port IDs for device triggering is that this approach may not be future compatible. We are developing T5 based Trigger delivery mechanism in Rel-12, and the T5 based delivery may be based on generic message format rather than reusing SMS delivery. If so, a Trigger via T5 may not have SMS Application Port ID at all. Then, we need to work on another solution in Rel-12. Therefore, we propose to standardize the trigger payload as the Application ID and optional Application payload.
Standardize Trigger payload format in 3GPP
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Figure 2 Device trigger message delivery to the destination application with standardized Trigger payload
Figure 2 presents the device trigger message delivery flow to the destination application with the standardized trigger payload message. MTC-IWF may forward the Device Trigger through T4 or T5 based on the path selection criteria. When a Trigger is delivered through T4 as an SM, the SMS Dispatch Function determines based on the fact that the SMS Application port ID is set to 49125 that the incoming SM belongs to the Trigger Dispatch Function and forwards the trigger payload to the Trigger Dispatch Function. If the trigger is delivered through T5 as a generic message encapsulated by NAS, the NAS will determine that the incoming message is a Trigger based on an indication, which is yet to be defined, and forward the Trigger payload to the Trigger Dispatch Function. The Trigger Dispatch Function routes the message to the appropriate application based on the Application ID in the trigger payload. 
This approach can be extended to be used with any of MTC enablement layer protocol as shown in Figure 3. A client module, such as OMA Push client or Device Service Capability Layer (DSCL) in ETSI M2M, can be identified by the App ID in the Trigger payload. Identifying the target application can be done by the MTC enablement client. 
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Figure 3 Co-existing of MTC enablement layer with 3GPP Device Triggering
How to assign Application ID 
In order to deliver a device trigger message to the target application, we need two identifiers: device identifier and application identifier. The external identifier, including MSISDN, will be used as the device identifier outside 3GPP domain. The external identifier will be translated into IMSI when the message arrives at the border of 3GPP domain, and the IMSI or any IMSI equivalent identifier, e.g. TMSI, will be used as the device identifier within the 3GPP network. When a device trigger arrives at the destination UE, the trigger is routed based on the value of Application ID in the trigger payload. This section focuses on how the Application ID is assigned to the application.

Locally unique application identifier within the destination UE

Note that a target application is identified by the Application ID in the trigger payload. Assigning a globally unique ID per application type does not work since there could be multiple instances of a kind on a UE. For example, there could be multiple monitoring sensors attached to a single UE, and server may need to communicate with each sensor individually. 

We propose to assign a locally unique ID to an application process within the UE. When an application is deployed at the UE, the application instance registers with the Trigger Dispatch Function. On receiving the registration request, the Trigger Dispatch Function issues a locally unique application ID to the application instance in the acknowledgement message. All the application IDs for the active application instances are managed by the Trigger Dispatch Function and they are locally unique within the UE. The application subscribes to the Application server with the external ID and the assigned application ID. This subscription procedure is done through out of band channel and is beyond the 3GPP scope. The application server can send the device trigger message when an event occurs, and the Trigger Dispatch Function can determine the target application based on the Application ID in the trigger payload message. The rough message flows are shown in Figure 4 below.
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Figure 4 Device Trigger with locally unique application ID

This is quite similar to the port number assignment to a client process in TCP or UDP.

Globally unique application identifier for an MTC enablement client
Figure 3 showed how MTC enablement layer protocols can be utilized on top of Device Triggering. A globally unique application ID for a client can be used for this situation. An example of the globally unique ID is the SMS Application port ID for OMA PUSH if OMA PUSH is used as the MTC enablement layer protocol. The client registers the globally unique application identifier with the Trigger Dispatch Function. This value has not been assigned to the other application instance as the (a range of) value was reserved. The application identifier does not need to be informed to the application server as it is already known when the application subscribes to the server as shown in Figure 5. 
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Figure 5 Device Trigger with globally unique application ID

Conclusions

Based on the above discussions, we propose the following conclusion.

Trigger payload message format belongs to 3GPP standardization. The message format to/from Trigger Dispatch Function and the corresponding behaviours have to be standardized in 3GPP.
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