SA WG2 Temporary Document

Page 1

SA WG2 Meeting #93
S2-123777
Sofia, Bulgaria - 08 - 12 October 2012
(revision of S2-12xxxx)
Source:
Alcatel-Lucent
Title:
Discussion on trusted WLAN operator identification for EPC access
Document for:
Discussion
Agenda Item:
7.3.1
Work Item / Release:
SaMOG_WLAN / Rel-11
Abstract of the contribution: This paper shows the need for informing the PGW about the operator that owns the TWAN, for UE and inter-operator charging. It proposes for Rel-11 a solution using the existing Serving Network ID over S2a GTP and PMIPv6 when the TWAN operator can be identified with a PLMN-ID. It also proposes to liaise with SA plenary for TWAN operators that cannot be identified with a PLMN-ID.
Discussion
The TWAN belongs to a Service Provider that may or not be a 3GPP mobile operator. Please note that the TWAN operator should not be confused with the selected PLMN used in IWLAN PLMN selection procedure: the selected PLMN in IWLAN PLMN selection procedure just allows the UE to select a WLAN access point which allows UE authentication with the HPLMN (directly or via a 3GPP AAA proxy). 

UE charging depends on the fact that TWAN resources (i.e. resources of the TWAN operator) have been used. Therefore the PGW should know the identity of the TWAN operator, which will also be used for inter-operator charging. 
The TWAN operator identity may take the form of: 
· a PLMN-ID for TWAN operators which own a PLMN-ID (e.g. TWAN operator is a MNO, or a non-3GPP TWAN operator that can be identified with (MNC, MCC));
· a new “non-3GPP Access Network Operator Identifier” otherwise.
Note that reporting a “non-3GPP Access Network Operator Identifier” is a new need in 3GPP brought by SaMOG, as SaMOG enables direct connectivity between a TWAN operator w/o PLMN-ID and a PGW. All other non-3GPP access networks use a PLMN-ID: 
· there is no such need for S2b as ePDG always pertains to a PLMN (unlike TWAN, it is a 3GPP node);
· an eHRPD operator with an EPC is also a mobile operator which therefore already has a PLMN ID as specified in 3GPP2 C-S0024-B_v3.0_HRPD
. The PLMN-ID is reported from the HSGW to PCRF, then reported from PCRF to the PGW for an eHRPD access via the PCC (thanks to the "3GPP-SGSN-MCC-MNC" AVP defined in TS 29.212 respectively in clauses 5.a.4 for Gxx
 and 5.4 for Gx
). 

Both GTP and PMIP messages already specify a Serving Network ID per TS 29.274 and TS 29.275 although it is restricted to S5 and S8 interfaces. Therefore, it is proposed to extend the use of Serving Network ID to S2a for both GTP and PMIP cases. That would cover the cases where the TWAN operator can be identified with (MCC, MNC). 

For TWAN operator that cannot be identified with (MCC, MNC), it is proposed to define a new "non-3GPP Access Network Operator Identifier" IE in both GTP and PMIPv6 (no PCC in TWAN case). 
A possible alternative would be to use STa and S6b to convey the TWAN operator identity towards the PGW: over STa interface, there is already a Visited Network AVP for authentication verification. But it is not appropriate because:

1- Visited Network AVP does not identifies the non-3GPP access system operator but the PLMN on which the non-3GPP access system is connected (i.e. at least the AAA Proxy), therefore a new parameter would be needed to signal the non-3GPP access system operator;

2- in order to be available at PGW, the AAA server should provide the new information over S6b using the Update PGN GW Address procedure;

3- Moreover, as the Update PGN GW Address procedure is performed after the IPCAN Session Establishment procedure (see TS 23.402 steps 6 and 7 of clause 6.2.1, as well as steps 4 and 5 of clause 16.2.1), it would not be possible for the PGW to provide the non-3GPP Access Network Operator Identifier to the PCRF as it is known too late (or it would require changing the messages sequence);

4- And eventually STa does not specify accounting procedures.
Non-3GPP access system that cannot be identified with (MCC, MNC):
As said above, the Visited Network AVP represents the PLMN on which the non-3GPP access system is connected. Therefore, today the specifications don't take into account a non-3GPP access system that cannot be identified by the VPLMN it has access to for authentication. The introduction of a new “non-3GPP Access Network Operator Identifier” parameter for a TWAN for operators that cannot code their identity as (MCC, MNC) would thus need to cover S2a for charging and STa for authentication. Therefore, it is proposed that the 3GPP specifications only cover the cases of operators that can code their identity as (MCC, MNC) in Rel-11, and to liaise with SA plenary for the other cases.
Proposal
It is proposed to:
· extend the use of existing Serving Network IE to GTP-based and PMIP-based S2a interfaces for Non-3GPP access system that can be identified with (MCC, MNC);

· for Non-3GPP access system that cannot be identified with (MCC, MNC), to liaise with SA plenary.[image: image1.png]



� Clause 13.9.2.1 (Construction of Globally Unique SectorID): "There are multiple methods by which a network can be uniquely identified. Networks connected to IPv6 networks are uniquely identified using an IPv6 subnet prefix. Networks connected to the ANSI-41 core are uniquely identified using a System Identifier (SID). Networks connected to the GSM/UMTS core are uniquely identified using a Mobile Country Code (MCC) and a Mobile Network Code (MNC)."


� Table 5.a.4.1: "3GPP-SGSN-MCC-MNC: Carries the MCC/MNC information of the AN-GW" 


� Table 5.4: "3GPP-SGSN-MCC-MNC: For GPRS the MCC and the MNC of the SGSN. For 3GPP/non-3GPP accesses the MCC and the MNC provided by the serving gateway (SGW or AGW). Not applicable for WLAN accesses."
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