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Abstract of the contribution: This paper proposes updates to the Group Requirements as per SA1#59 LS (S1-122515) response to SA2 LS (S2-123402) seeking clarification on group related service requirements.
Introduction
SA1#59 (S1-122515),  LS on clarification on group related service requirements for Machine Type Communications, provides some guidance that necessitates updates to the Charging and Policy Architectural Requirements sections of TR 23.887. 

Discussion
From the following SA1 responses some architectural assumptions can be introduced in TR 23.887 that avoids unnecessary architectural complexity. 

SA1 has indicated the following to some key questions:

· whether the entire MTC group for which group based policy control is activated remains in the HPLMN or is roaming allowed

SA1 Response: Support of roaming is important. However, a constraint to mandate home routing for all UEs for which group based policy control is active is acceptable. Group policing on the uplink for the roaming case may be applicable for a later release. If this simplifies stage 2 implementation, there is no need to support local break out in conjunction with group based policy control.

· location /geographic distribution of MTC group members for which group based policy control is activated.
SA1 Response: There should be no constraints on the location/geographic distribution of MTC Group members, but other constraints to force routing traffic via specific gateways where the group based policy is enforced may be acceptable.

Both of the above responses touch upon the case of trying to reasonably select a common PCEF where the group based MBR policy control is to be enforced. This for example could necessitate a common policy function whereby the group members collective real time bit rate usage is being policed. 
Selecting different PDN GW/GGSNs for the same group is best avoided as it fragments the access so that policing is needed in each node.
Coordinating the policing to be equivalent with a common policing solution (e.g. single leaky bucket) is not regarded as feasible when group members are spread across multiple PCEFs.

This leads to the introduction of the following architectural assumptions:
· Gateway selection may be impacted to take into consideration selecting a common PCEF
· PDN GW/GGSN selection will always select the gateway in the HPLMN
Other architectural assumptions (e.g. offline charging) are also introduced based upon the remaining SA1 LS responses.
Proposal

It is proposed to make the following text changes to TR 23.887, clauses 8.2.2 and 8.3.2.2.
Begin Change
8.2
Key Issue – Group based Charging Optimizations

8.2.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based charging is to increase offline charging efficiency for group based MTC applications. In many cases, the data volume of CDRs generated by MTC applications is greater than the volume of actual user data transmitted. In these cases it may be beneficial to create bulk CDRs to count chargeable events per group instead of CDR creation per individual device. 

8.2.2
Architectural Requirements

The purpose of group based charging is to minimise the amount of offline CDRs generated for MTC Devices / MTC Subscriptions that belong to the same MTC group.

The following offline charging related requirements shall be met:

-
Entities that generate CDRs (e.g. SGSN, GGSN, S-GW, P-GW) need to support group based charging enhancements.
-
It shall be possible to control whether individual or group based charging applies.
-
Group based charging shall be supported for roaming and non-roaming cases.

-
Information on whether group based charging has been applied plus the relevant identity of the MTC group need to be recorded in the CDR. 

-
It shall be possible for offline systems to correlate CDRs by the identity of the MTC group when individual charging applies.

Editor's Note:
Whether the above requirements are realistic needs to be confirmed by SA5, and SA5 needs to be involved in the development of corresponding solutions.
Next Change
8.3
Key Issue – Group based Policy Control

8.3.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based policing can be used to enforce a policy for a group of MTC devices. This allows greater flexibility to the MTC application or MTC application owner compared to individual policies for each of the devices, while at the same time ensuring the operator that the particular group of MTC devices does not unduly load the network.

8.3.2
Architectural Requirements

Editor's Note:
The requirements for group based policing are FFS.

8.3.2.1
Group Based Policing Assumptions and Limitations
In the context of Group Based Policing, the architectural scope should consider issues surrounding:

· Centralized or Distributed Architectural Approaches

· Method of policy group membership determination.

· Coexistence of individual subscriber and group policies

8.3.2.2
Architectural Assumptions

The following are the agreed architectural assumptions for defining overall architectural requirements:

· Policy group members are subscribed to same HPLMN

· Policy group members are associated to the same APN

· A policy group member is associated to a maximum of one policy group per APN

· Bit rate measurement and enforcement for a policy group is within a common PCEF. Gateway selection  may be impacted to take into consideration selecting a common PCEF
· PDN GW/GGSN selection will always select the gateway in the HPLMN

· Policy controls for individual policy group members should co-exist with the introduction of the new group level maximum aggregate bit rate control.
· The number of policy group members is anticipated to be an operator defined value, likely 100 or 1000 as a minimum with an operator defined maximum which takes into account relevant core network capacity constraints
· A UE can belong to more than one MTC group. However, policy conflicts are assumed to be avoided through administrative means. 
Editor’s Note:
The following remaining items for consideration are FFS.


-  
-  
means by which a UE is associated to a policy group
-  
End of Change
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