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Discussion

PCP (Port Control Protocol) is an IETF solution which allows to achieve various goals, including: save the battery consumption, reduce keepalive messages, control and retrieve the lifetime of NAT bindings, ease NAT and firewall traversal for application embedding IP address and/or port number(s) in the application payload, allow for successful inbound communications and for the capability to control outgoing connections, control and retrieve the lifetime of NAT bindings (including implicit ones), allow NAT binding recovery, trigger applications to repairs their bindings whenever this is required. PCP applies for NAT44, NAT64, IPv4 firewall, IPv6 firewall, etc. 
To achieve these goals, PCP Server function is needed to be introduced to 3GPP architecture.

************************************* Start of changes *************************************

E.6
Usage of NAT in GPRS/EPS

Unless PCP is used (see clauses G.2.3 and G.7), there should be no NAT (or its existence should be kept transparent towards the UE) located between the GGSN/P‑GW and the P‑CSCF, which is possible as they are either located within the same private network and share same address space, or both the UE and the P‑CSCF are assigned globally unique IP addresses (see Annex M).

NOTE:
If the UE discover a NAT between the UE and the P‑CSCF and does not use PCP, the UE might send frequent keep-alive messages and that may drain the UE battery.

************************************* Next change *************************************

Annex G (Normative):
Reference Architecture and procedures when the NAT is invoked between the UE and the IMS domain

…

G.2
Reference models

This clause describes various reference models which can be used for NAT traversal.

…
G.2.3 PCP reference model


PCP reference model assumes a PCP server is co-located with the NAT/Firewall and a PCP client is embedded in the UE. 
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Figure G.2.3: Reference model for PCP
The P-CSCF is not required to enable any Hosted NAT Traversal function nor implementing symmetric SIP nor symmetric RTP/RTCP. 

….

G.7 Procedures for employing NAT Traversal using PCP
The UE supporting the functionality of PCP client shall contact the PCP server to retrieve the external IP address and port; the corresponding mapping is instantiated by the PCP-controlled device. The UE shall use the retrieved IP address and port to build the SIP registration message. 

Before initiating an originating IMS session with a media flow, and before answering to a terminating IMS session with a media flow, the UE shall contact the PCP server to reserve a pair of ports, preserving contiguity and parity (i.e., RTCP port = RTP port + 1) if needed. The UE shall use the retrieved IP address and ports to build the SDP offer or answer.

If the PCP-controlled device is NAT64, PCP is also used to retrieve the IPv6 prefix (PREFIX64) used to build IPv4-embedded IPv6 addresses. PREFIX64 is used to synthesize IPv4-embedded IPv6 addresses corresponding to an IPv4 address present in a received SDP offer/answer according to RFC6052. 
************************************* End of changes *************************************
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