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Discussion

PCP (Port Control Protocol) is an IETF solution which allows to achieve various goals, including: save the battery consumption, reduce keepalive messages, control and retrieve the lifetime of NAT bindings, ease NAT and firewall traversal for application embedding IP address and/or port number(s) in the application payload, allow for successful inbound communications and for the capability to control outgoing connections, control and retrieve the lifetime of NAT bindings (including implicit ones), allow NAT binding recovery, trigger applications to repairs their bindings whenever this is required. PCP applies for NAT44, NAT64, IPv4 firewall, IPv6 firewall, etc. 
To achieve these goals, PCP Server function is needed to be introduced to 3GPP architecture.

************************************* Start of changes *************************************

2
References

…
 [XXX]
IETF Internet Draft, draft-ietf-pcp-base-27: "Port Control Protocol".

************************************* Next change *************************************
5.3.2
Packet Routeing and Transfer Functions

…
5.3.2.9
DHCP function

The Dynamic Host Configuration Function allows to deliver IP configuration information for UEs. This function is standard Internet functionality.

5.3.2.x
PCP function

PCP is a client/server protocol specified in [XXX] which allows a UE to control how incoming IP packets are translated and forwarded by a network address translator (NAT) or firewall. A UE may support the functionality of PCP client and a PCP server function may be located in the PLMN.
When the PCP function is supported in the PLMN, the Gateway Node (P-GW or GGSN) shall provide a PCP server Name to the UE during the PDP Context Activation procedures, as part of the optional PDN parameters or optional PDP parameters of the Protocol Configuration Options. A PCP server name can be an IP address or an FQDN resolvable into an IPv4 and/or IPv6 address(s).
NOTE 1: It is recommended to co-locate the PCP Server with the function it controls (NAT44, NAT64, IPv4 firewall, IPv6 firewall, etc.). In addition, a PCP proxy can be used (e.g. co-located with the P-GW or GGSN). In this case, this PCP proxy is seen by the UE as a PCP server, i.e. the PCP server name provided to the UE corresponds to the PCP proxy.

A UE supporting the function of PCP client shall send PCP requests to the PCP server configured for the corresponding PDP Context, if a PCP server name was provided during the PDP Context Activation procedure. 
If no PCP server name was provided during the PDP Context Activation procedure, the UE shall not assume that the P‑GW or GGSN is its PCP server.
NOTE 2: This is to prevent networks not supporting PCP to receive unnecessary signalling from UEs supporting PCP.
************************************* End of changes *************************************
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