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Abstract of the contribution: This contribution includes the procedures for fixed BBF device and NSWO. Traffic from 3GPP UE. It is based on the TR 23.839 Alternative 1 reference architecture.
1. Proposal
Insert the text in the TR.

X.1
Procedures for fixed Subscriber Session and NSWO 

Editor's note:
This clause will identify the requirements and assumptions for convergent Policy QoS and charging for Fixed Subscriber Session  and WLAN UE NSWO
X.1.1
General
For the dynamic QoS for Fixed Subscriber Session the following requirements shall be supported:
-
interaction between PCRF and  the PCEF located in the IP Edge with session establishment.
-
policy change requests originated from Applications Function after session establishment.
-
policies apply to individual Fixed Subscriber Sessions.
-
policy evaluation is triggered by the change in state of an Fixed Subscriber Session.

The PCEF located in the IP Edge binds the Fixed Subscriber Session with the IP-CAN session on Gxd reference point

In case of RG configured in routed mode with NAT there is a single Fixed Subscriber Session for all User Equipments connected to the RG. In case of RG configured in bridge mode there is a Fixed Subscriber Session for each single User Equipments connected to the RG.

In case of RG configured in routed mode with NAT there is a single Fixed Subscriber Session for all User Equipments connected to the RG. In case of RG configured in bridge mode there is a Fixed Subscriber Session for each single User Equipments connected to the RG.

Editor's note:
The definition of general principle for NSWO traffic for N3GPP UE is FFS
X.1.3
IP-CAN Session Establishment
This clause describes the signalling flow for  IP‑CAN Session establishment over Gxd. The session is initiated after the fixed subscriber session is established and the IP address has been assigned as defined in BBF specifications for BBF defined network. The procedure for establishment of fixed subscriber session is out of scope in 3GPP.

The roaming scenario is not applicable for the Fixed subscriber session.

Editor's note:
Whether the procedure is applicable to NSWO traffic and the description of the procedure for NSWO traffic from 3GPP UE is FFS.
Editor's note:
The steps related to accounting and charging data collection for AAA-based, PCC-based and TDF-based are FFS and not shown in the diagram flow.
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Figure X.1.3-1: Fixed Subscriber Session and  NSWO  Initial Attach
1.A
The N3GPP User equipment (e.g. the RG in routed mode configuration)  initiates a Fixed Subscriber session As part of this step, the authentication of the subscriber is performed as specified by BBF. In routed mode configuration the IP address is assigned to the RG and to the devices connected behind the RG. In case of bridge mode configuration the IP address is assigned to the User equipment initiating the session. The assignment of IP address is specified by BBF and it is out of scope of 3GPP.

2.
The IP Edge(PCEF) functions located in IP Edge triggers the establishment of the IP-CAN session with the PCRF. For fixed subscriber session initiated in step 1.A the message includes the Subscription-ID, the Access Line Identifier, the IP-CAN type, the IPv4 address and/or the IPv6 network prefix and subscribe priority per WT-134 and WT-146 requirements. 


3.
If the PCRF does not have the subscriber's subscription related information, it sends a request to the SPR in order to receive the information related to the IP CAN session. The PCRF provides the subscriber ID and, if applicable, the PDN identifier to the SPR. The PCRF may request notifications from the SPR on changes in the subscription information. 

4.
The PCRF stores the subscription related information containing the information about the allowed service(s) and PCC Rules information.

Editor's note:
the information related to Fixed Subscriber session retrieve from SPR for QoS and accounting purposes are FFS
5.
The PCRF makes policy decision and derives QoS.. In this step the PCRF sends the decision(s) to the PCEF located in the IP edge. The PCRF may include the following information:, the QoS Rules and the Event Triggers to report. The Event Triggers indicate to the IP EDGE PCEF what events must be reported to the PCRF.
6. The TDF session is established to provision ADC Rules at the TDF as defined in steps 8 and 9 of TS 23.203 procedure in clause 7.2.
7.
The PCRF provisions the QoS rules at the PCEF.

8.
The IP edge enforces the PCC rules on the fixed broadband network.  

NOTE 3: How the IP Edge performs QoS enforcement in fixed broadband network is out of the scope of 3GPP and in case of BBF defined network is specified by BBF.

NOTE 4: The IP Edge performs the mapping between the QoS rules and the parameters specific in BBF network.
X.1.4
PCRF Initiated IP-CAN Session Modification
This procedure is applicable when the PCRF initiated an IP-CAN session modification initiated by PCRF for Fixed Subscriber Session for N3GPP User equipment to provision new PCC/ADC Rules or modify PCC/ADC rules over Gxd/Sd interfaces for traffic from N3GPP User Equipment in the Fixed Broadband Access. The AF can be involved. 

The roaming scenario is not applicable for the Fixed Subscriber Session.

Editor's note:
Whether the procedure is applicable to NSWO traffic and the description of the procedure for NSWO traffic from 3GPP UE is FFS.
Editor's note:
The steps related to accounting and charging data collection for AAA-based, PCC-based and TDF-based are FFS and not shown in the diagram flow.
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Figure X.1.4.-1: PCRF initiated IP-CAN Session Modification
1a.
The AF requests QoS resource authorization. The request includes the bandwidth requirements, media type, session priority and other information per TS 23.203.

1b.
The SPR notifies the PCRF when the user's profile changes.
1c The same step as step 1b in TS 23.203 procedure in clause 7.5
Alternatively, the PCRF may initiate this procedure based on PCRF internal logic.

2a, 2b.
The PCRF for non-roaming cases or the V-PCRF for roaming cases makes the authorization and policy decision.

3. The PCRF modifies the TDF session by sending the new/updated ADC Rules to the TDF as step 5 in TS 23.203 procedure in clause 7.5.
4
the PCRF sends the Policy and Charging Rules provision to the PCEF located in the IP edge. The PCRF may include the following information: the QoS Rules and the Event Triggers to report. The Event Triggers indicate to the IP Edge(PCEF) what events must be reported to the PCRF.

Editor's note:
Whether additional information is required in IP-CAN session modification message, it is FFS.

5.
The IP edge enforces the PCC rules in the fixed broadband network.  

NOTE 3: How the IP Edge performs QoS enforcement in fixed broadband network is out of the scope of 3GPP and in case of BBF defined network is specified by BBF.

NOTE 4:
The IP Edge performs the mapping between the QoS rules and the parameters specific in BBF network.
6.
PCEF responds with an acknowledgment.

7.a.
If the AF requested it, the PCRF notifies the AF (e.g. transmission resources are established/released/lost).

7.b.
The AF acknowledges the notification from the PCRF.

 X.1.5
PCEF Initiated IP-CAN Session Modification
The procedure is applicable for N3GPP User Equipment when the IP Edge(PCEF) makes a decision to request a modification of QoS rules. The trigger to start the modification procedure by PCEF can be a provisioned event-trigger by the PCRF or a BBF specific trigger.

The roaming scenario is not applicable for the Fixed subscriber session.

Editor's note:
Whether the procedure is applicable to NSWO traffic and the description of the procedure for NSWO traffic from 3GPP UE is FFS.
Editor's note:
The steps related to accounting and charging data collection for AAA-based, PCC-based and TDF-based are FFS and not shown in the diagram flow.
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Figure X.1.5-1: PCEF-initiated IP-CAN Session Modification

1. The IP Edge(PCEF) may receive a trigger to modify an QoS for Fixed Subscriber session, for example due to partial network failure or other specific triggers.
Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS
2.
The IP Edge(PCEF) initiates the session modification procedure either caused by previous step or based on internal decision. 
3
The PCEF send the Indication of IP-CAN session modification to the PCRF. The message includes the Event Report, affected QoS Rules, Subscription ID.

Editor's note: The detailed list of parameters applicable to Fixed Subscriber session and to NSWO included in the message request is FFS
4.
The PCRF makes policy decisions and derives new or modified PCC rules.

5. The PCRF provisions new/updated ADC Rules at the TDF as defined in steps 11 and 12 of TS 23.203 procedure in clause 7.3.2.
6.
The PCRF provisions QoS rules at the PCEF.
Editor's note: The detailed list of parameters applicable to Fixed Subscriber session and to NSWO included in the message request is FFS
7.
The IP edge enforces the PCC rules on the fixed broadband network. 
NOTE 1: How the IP Edge performs QoS enforcement in fixed broadband network is out of the scope of 3GPP and in case of BBF defined network is specified by BBF.

NOTE 2: The IP Edge performs the mapping between the QoS rules and the parameters specific in BBF network.
8.
The PCEF may respond to the session modification trigger per BBF specification.
9.a.
If the AF requested it, the PCRF notifies the AF (e.g. transmission resources are established/released/lost).

9.b.
The AF acknowledges the notification from the PCRF.

X.1.6
PCEF initiated IP-CAN Termination

The procedure is applicable when Fixed Subscriber  session is terminated, the trigger for start the termination by PCEF is BBF specific (e.g. RG switch off, PPPoE session termination, etc).
The roaming scenario is not applicable for the Fixed subscriber session.

Editor's note:
Whether the procedure is applicable to NSWO traffic and the description of the procedure for NSWO traffic from 3GPP UE is FFS.
Editor's note:
The steps related to accounting and charging data collection for AAA-based, PCC-based and TDF-based are FFS and not shown in the diagram flow.
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Figure X.1.6-1: PCEF Initiated IP-CAN Session Termination

1.
The PCEF may receive a request to terminate the IP-CAN session with the PCRF based on  triggers specific of the fixed broadband network (both external and internal to the IP Edge) for example due to termination of fixed subscriber session, power off of RG, etc.
Editor's note: The list of applicable even triggers from TS 23.203 [4] plus additional BBF specific event-triggers is FFS
NOTE 1:
How the IP Edge detects or is informed that fixed subscriber session is terminated is BBF specific and is out of the scope of 3GPP.
2. The IP Edge (PCEF) initiates the IP-CAN Session termination procedure and provides the relevant information to the PCRF.
Editor's note: The detailed list of parameters applicable to Fixed Subscriber session and to NSWO included in the message request is FFS
3.
The PCRF identifies the affected rules.
4.
The PCRF notify the AF that there are no transmission resources for the service, if this is requested by the AF.

5.
The AF acknowledges the notification of loss of transmission.

6.
The IP Edge(PCEF) removes the PCC rules associated with the IP-CAN session.
7. The PCRF terminates the session with the TDF as defined in steps 10 and 11 of TS 23.203 procedure in clause 7.3.1.

8. The PCRF acknowledges IP-CAN session termination.

9.
The PCRF sends a cancellation notification request to the SPR if it has subscribed such notification. If all IP-CAN sessions of the user to the same APN are terminated, the PCRF stores the remaining usage allowance in the SPR.

NOTE 2:
Step 7 may be initiated any time after step 5.

10.
The SPR sends a response to the PCRF.

X.1.7
Update of the subscription information in the PCRF

The procedure is applicable when subscriber profile information are modified in SPR 

The roaming scenario is not applicable for the Fixed subscriber session.

Editor's note:
Whether the procedure is applicable to NSWO traffic and the description of the procedure for NSWO traffic from 3GPP UE is FFS.
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Figure X.1.7-1: Update of the subscription information in the PCRF
1)
The SPR detects that the subscriber's profile changed.

Editor's note:
Enhancements to the subscriber profile for BBF access is FFS

2)
The SPR notifies the PCRF of the profile change provided the PCRF subscribes to notification event(s).

3)
The PCRF responds to the SPR notification message.

4)
The PCRF stores the updated profile.

5)
The PCRF indentifies the rules affected and derives new/modified ones.

6)
The PCRF initiates the IP-CAN Session Modification procedure as defined in clause X.1.4.
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