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Abstract of the contribution: Proposes to introduce a solution for enforcing group level policy based on group APN-AMBR, maximum number of PDN connections and Group-GBR/Group-MBR.
Discussion
Group based policy control intends to enforce a combined group level QoS policy on MTC devices belonging to a group. It has been agreed in the last SA2 meeting that Policy group members are associated to the same APN. In this contribution, we propose the APN to be used in the network for identifying the policy group.
For an individual UE, APN-AMBR enforcement at PGW and UE-AMBR enforcement at eNB control the traffic on the non-GBR bearers. The APN-AMBR is enforced for all non-GBR bearers of a UE towards an APN. The UE-AMBR is enforced for all non-GBR bearers of a UE towards all active APNs. As all MTC devices belonging to a group use only one APN, a group level APN-AMBR (e.g. called Group-APN-AMBR) could be used in a similar way for QoS control of all group members’ non-GBR bearers towards this APN. The Group-APN-AMBR should however be enforced at the PGW for downlink traffic only. 
In uplink direction, the enforcement of the Group-APN-AMBR at the PGW does not help in saving radio resources as uplink packets already passed through eNBs. Dropped packets may even cause re-transmissions and it is also questionable whether the short-term nature of (uplink) MTC traffic would allow for any rate-adjustment.

Instead, to have a certain control over the traffic generated by the group, the maximum number of PDN connections (or non-GBR bearers) per policy group could be restricted. The operator could adjust this number in a dynamic and timely manner (e.g. once per hour/day/week) based on the expected mean bitrate per MTC device (which can be derived from the charging records) or even with the help of a new bitrate measurement for the group traffic at the PGW. The PGW or the PCRF would apply the maximum number of PDN connections (or non-GBR bearers) per policy group during the establishment of a new PDN connection (or non-GBR bearer). If the number of active PDN connections or (non-GBR bearers) in a group is getting close to this maximum number, the PGW or PCRF can reject the new PDN connection (or non-GBR bearer) or alternatively, release existing PDN connections (or non-GBR bearers) for this group.
Furthermore, it is required that the network selects the same PGW for all policy group members. A static, preconfigured IP address for the PGW (i.e. P GW IP address for S5/S8 (control plane) in TS23.401) could be used for this purpose. For each policy group member, the subscription data would then include an APN for identifying the policy group and a static, preconfigured PGW address. 
For GBR bearers of a UE, the GBR and MBR values can be controlled individually. For all GBR bearers belonging to a policy group, the PGW could enforce a maximum value for the combined GBR and MBR (e.g. called Group-GBR and Group-MBR) which can be locally configured at the PGW. When the PGW creates or modifies a GBR bearer of a group member, the PGW can thus ensure that the combined GBR/MBR values of all GBR bearers of all group members remain in the range given by the Group-GBR and Group-MBR. 
If PCC is deployed, the Group-GBR and Group-MBR parameters could be enforced by the PCRF and stored in the SPR or locally configured at the PCRF. When an IP-CAN session is established for an individual group member, the group id (i.e. APN) is sent to PCRF and indicates the Group-GBR and Group-MBR that are to be used for the PCC rules decision of an individual UE. The PCRF can thus ensure that the combined GBR/MBR values of all active PCC rules of all group members remain in the range given by the Group-GBR and Group-MBR.

The above proposal for GBR bearers requires that all group members are served by the same PCRF. The group id (i.e. APN) should be considered for PCRF selection at PGW if multiple PCRFs are possible.

It can be also considered whether an APN could be shared by multiple policy groups to keep the number of APNs used in an operator network at a manageable level. In this case, an additional identifier for the specific group using an APN would be required. The IMSI/MSISDN range could be used to configure at the PCRF or PGW the relationship between MTC devices and groups. The PGW would apply the group identifier of the different groups in addition to their (common) APN when enforcing the corresponding group level QoS control. Multiple PGW IP addresses could be used in the subscription data to connect the MTC devices of different groups (sharing the same APN) to the respective PGW responsible for the group.
2. Proposal

It is proposed to discuss the solution and approve it for TR 23.887 under the GROUP building block.
START OF CHANGE
8.3
Key Issue – Group based Policy Control

8.3.1
Description

MTC applications generally involve a group of devices. Typically applications today involve more than 1000 subscriptions for a single customer. From both customer and operator points of view, there is benefit in optimised handling of groups of MTC devices.

Group based policing can be used to enforce a policy for a group of MTC devices. This allows greater flexibility to the MTC application or MTC application owner compared to individual policies for each of the devices, while at the same time ensuring the operator that the particular group of MTC devices does not unduly load the network.

8.3.2
Architectural Requirements

Editor's Note:
The requirements for group based policing are FFS.

8.3.2.1
Group Based Policing Assumptions and Limitations
In the context of Group Based Policing, the architectural scope should consider issues surrounding:

· Centralized or Distributed Architectural Approaches

· Method of policy group membership determination.

· Coexistence of individual subscriber and group policies

8.3.2.2
Architectural Assumptions

The following are the agreed architectural assumptions for defining overall architectural requirements:

· Policy group members are subscribed to same HPLMN

· Policy group members are associated to the same APN

· A policy group member is associated to a maximum of one policy group per APN

· Bit rate measurement and enforcement for a policy group is within a common PCEF

· If PCC is deployed, policy group members are served by the same PCRF.
· Policy controls for individual policy group members should co-exist with the introduction of the new group level maximum aggregate bit rate control.

Editor’s Note:
The following remaining items for consideration are FFS.

-  whether the entire policy group remains  in the HPLMN or is roaming allowed
-  location /geographic distribution of policy group members

-  about the number of policy group members

-  means by which a UE is associated to a policy group

-  whether a UE can belong to more than one policy group
8.3.3
Solutions
8.3.3.x
Solution : Group policy enforcement based on Group-APN-AMBR, maximum number of PDN connections and Group-GBR/Group-MBR
8.3.3.x.1
General
The APN is used in the network for identifying the policy group. To achieve that the network selects the same PGW for all policy group members, a static, preconfigured IP address for the PGW (i.e. PGW IP address for S5/S8 (control plane) in TS23.401) is used. For each policy group member, the subscription data would then include an APN for identifying the policy group and a static, preconfigured PGW address. If multiple PCRFs can control a PGW, the group id (i.e. APN) is considered for PCRF selection in order to select the same PCRF for all group members.
Editor’s Note:
It is FFS whether it should be supported that an APN can be shared by multiple policy groups (e.g. to keep the number of APNs used in an operator network at a manageable level). In this case, an additional identifier for the specific group using an APN would be required. The IMSI/MSISDN range could be used to configure at the PCRF or PGW the relationship between MTC devices and groups. The PCRF and the PGW would need to apply the group identifier of the different groups in addition to their same (common) APN when enforcing the corresponding group level QoS control. Multiple PGW IP addresses could be used in the subscription data to connect the MTC devices of different groups (sharing the same APN) to the respective PGW responsible for the group.
A group level APN-AMBR (e.g. called Group-APN-AMBR) could be introduced to enforce the combined group level QoS policy for all the group members’ non-GBR bearers towards this APN. The Group-APN-AMBR should be enforced at the PGW for downlink traffic only. The Group-APN-AMBR may be stored in the UE’s subscription data (and provided to the PGW during the initial attach procedure), provided to the PGW by the PCRF or pre-configured at the PGW. 
To have a certain control over the amount of traffic generated by the policy group in uplink direction, the maximum number of PDN connections (or non-GBR bearers) per policy group could be restricted. The operator could adjust this number in a dynamic and timely manner (e.g. once per hour/day/week) based on the expected mean bitrate per MTC device (which can be derived from the charging records) or even with the help of a new bitrate measurement for the group traffic at the PGW. The PGW or the PCRF would apply the maximum number of PDN connections (or non-GBR bearers) per policy group during the establishment of a new PDN connection (or non-GBR bearer). If the number of active PDN connections or (non-GBR bearers) in a group is getting close to this maximum number, the PGW or PCRF can reject the new PDN connection (or non-GBR bearer) or alternatively, release existing PDN connections (or non-GBR bearers) for this group.
Editor’s Note:
It is FFS whether the maximum number of PDN connections could be also applied for controlling the amount of downlink traffic.
For GBR bearers of a UE, the GBR and MBR values can be controlled individually. For all GBR bearers belonging to a policy group, the PGW could enforce a maximum value for the combined GBR and MBR (e.g. called Group-GBR and Group-MBR) which can be locally configured at the PGW. When the PGW creates or modifies a GBR bearer of a group member, the PGW can thus ensure that the combined GBR/MBR values of all GBR bearers of all group members remain in the range given by the Group-GBR and Group-MBR. 

If PCC is deployed, the Group-GBR and Group-MBR parameters could be enforced by the PCRF and stored in the SPR or locally configured at the PCRF. When an IP-CAN session is established for an individual group member, the group id (i.e. APN) is sent to PCRF and indicates the Group-GBR and Group-MBR that are to be used for the PCC rules decision of an individual UE. The PCRF can thus ensure that the combined GBR/MBR values of all active PCC rules of all group members remain in the range given by the Group-GBR and Group-MBR.
8.3.3.x.2
Impacts on existing nodes and functionality
8.3.3.x.3
Solution evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
8.3.4
Overall Evaluation 

Editor's Note:
Use this section for evaluation of key issues.
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