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Abstract of the contribution:
Abstract of the contribution: This contribution proposes IP-CAN session modification procedures for supporting policy control for traffic from fixed devices and NSWO traffic from 3GPP UEs.

Proposal 

It is proposed to add the text below in TR 23.896 for BB1.

***************** First Change Starts ***************

5.3.1.5
Procedures 


5.3.1.5.2
IP-CAN Session Modification
5.3.1.5.1.1
PCRF-Initiated IP-CAN Session Modification
This clause describes the signalling flow for PCRF initiated IP‑CAN Session modification. This procedure is applicable for the cases in Bridged RG, Routed RG and Routed RG 3GPP UE performs 3GPP-based authentication.
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Figure 5.3.1.5.1.1: PCRF-Initiate IP-CAN session modification procedure

1.
The PCRF may receive an IP-CAN Session modification trigger. This trigger may from:
1a.
The TDF provides application traffic detect information and event triggers detected to the PCRF.
1b.
The AF provides service information to the PCRF.
1c.
if the subscriber profile of the fixed UE or 3GPP UE or the fixed access line has changed, the SPR/UDR notifies the latest subscriber profile to the PCRF.
Alternatively, the PCRF may initiate this procedure based on the 
2.
The PCRF performs AF/TDF/SP session binding to the associated IP-CAN session based on the UE Identity, UE local IP address. Then the PCRF makes policy decision and determines the PCC rules and the Event triggers. The Event triggers indicate to the IP EDGE PCEF what events must be reported to the PCRF.
3.
The PCRF sends an IP-CAN Session modification request to the IP EDGE/PCEF.

For Bridged RG case, if the Session in Step 1 is related to the Fixed device, then the PCRF sends IP-CAN Session modification request for the fixed device to the IP EDGE/PCEF. If the session in step 1 is related to the NSWO UE, then the PCRF sends IP-CAN Session modification request for the NSWO UE to the IP EDGE /PCEF.


For Routed RG case, whether the step 1 trigger is related to fixed device or NSWO UE, the PCRF sends IP-CAN Session modification request for the RG to the IP EDGE /PCEF. The RG is the point which provides access to the fixed device and NSWO UE.


For Routed RG with 3GPP UE performs 3GPP-based authentication case, if the Session in Step 1 is related to the Fixed device, then the PCRF sends IP-CAN Session modification request for the related RG to the IP EDGE/PCEF. If the session in step 1 is related to the NSWO UE, then the PCRF sends IP-CAN Session modification request for the NSWO UE to the IP EDGE /PCEF.
4.
The IP Edge PCEF responds IP-CAN Session modification acknowledgment to the PCRF. 

5.
The IP Edge PCEF enforces the PCRF provided policy.
5.3.1.5.1.2
IP EDGE/PCEF-Initiated IP-CAN Session Modification
This clause describes the signalling flow for IP EDGE/PCEF initiated IP‑CAN Session modification. This procedure is applicable for the cases in Bridged RG, Routed RG and Routed RG 3GPP UE performs 3GPP-based authentication.
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Figure 5.3.1.5.1.2: IP EDGE/PCEF-Initiate IP-CAN session modification procedure

1.
The IP EDGE/PCEF may receive an IP-CAN Session modification trigger. This trigger may from:

1a.
The IP EDGE/PCEF itself makes a decision to request a modification of PCC rules.
1b.
The specific event trigger subscribed by PCRF are detected by the IP EDGE/PCEF.

1c.
The IP EDGE/PCEF may receive a trigger from the access network to modify an access session due to partial network failure or other BBF specific triggers per BBF specification that are out of scope of 3GPP.
2.
When the IP EDGE/PCEF receives the trigger, it shall identify the affected IP-CAN Session. The IP EDGE PCEF initiates the IP-CAN Session modification request to the PCRF. The message includes the Event Report and affected PCC Rules.
3.
The PCRF makes policy decision and derives new or modified PCC rules.
4.
The PCRF responds IP-CAN Session modification Acknowledgment and provides new or modified PCC rules to the IP EDGE PCEF/PCEF.
5.
The IP EDGE PCEF/PCEF enforces the PCC rules.
6.
if the AF subscribes IP-CAN session modification related events, the PCRF gives a related notification to the AF. This may in parallel with step 4.
**************** Change Ends ******************
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