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Abstract of the contribution: This paper discusses the issue of VPLMN selection in BBAI.
Discussion

When a UE is roaming to a VPLMN and homing back to its HPLMN via BBF defined WLAN access, the IP-CAN session establishment over S9a is routed to a V-PCRF in the VPLMN then to the H-PCRF in the HPLMN. It was agreed that the Fixed Broadband Access Network shall route both 3GPP-based authentication message over STa/SWa and the request for policies over S9a over same VPLMN, therefore the VPLMN-id provided during 3GPP-based access authentication is used by the BPCF to select the V-PCRF in the VPLMN. It has been already documented in 23.203 clause 7.6.1 and an LS (S2-122623) was sent to BBF asking them for feedback on the assumption. BBF have given the feedback in LS (S2-123495). 
However, there is some fundamental issue with the current approved approach for BPCF to refer to the VPLMN-id provided as the result of the 3GPP-based access authentication.  The issue arises when both of the following operations are executed in the case of trusted S2c:

(a) 3GPP based access authentication is initiated by 3GPP UE 

(b) IPSec Tunnel Authentication is also initiated by 3GPP UE

Even though 3GPP based access authentication is not required for BBAI EPC routed traffic, however, such operation is not forbidden for 3GPP UE when attaching to the WLAN access network.  It is very possible that, the selected VPLMN from both operation (a) and (b) are not the same.  
Such situation will cause the mis-match of the VPLMN for PCRF and for the user plane towards the HPLMN.

It is important to note that, according to TS 24.302, clause 5.2.1, it says, “EPC network selection via WLAN access shall follow the procedures defined for PLMN selection given in subclause 5.2 of 3GPP TS 24.234 [9] with the exception of the tunnel set up procedure.“ where subclause of 5.2 of 3GPP TS 24.234 defines the PLMN selection procedures for I-WLAN and 3GPP UE is involved in the PLMN selection process.  However, to keep the current design in BBAI, the UE doesn’t know the selected VPLMN, hence, this presents inconsistent VPLMN selection procedures between TS 23.139 and TS 24.302.
The following present more details on this particular issue.

Issue 1: P-GW selection

For the trusted S2c case, the P-GW selection can be done by the DNS query as defined in TS 23.402. For the Visited Access case, UE constructs an HA-APN using the VPLMN ID as the Operator Identifier and employs the DNS server function to obtain the IP address(es) of the P-GW in the VPLMN. It is also possible that P-GW selected by the UE may be located in the VPLMN which is different from the VPLMN selected during the BBAI 3GPP-based access authentication.
Issue 2: V-PCRF selection

For the trusted S2c home routed case, the H-PCRF trigger the BPCF to initiate the Gateway Control Session establishment via the V-PCRF. But in this case, the H-PCRF can’t get the VPLMN ID through the 3GPP-based access authentication according to the current specification since there is no S6b support to pass on the info from 3GPP AAA to P-GW. This implies that the H-PCRF may based on it local configuration or roaming agreement to select the VPLMN which may be different from the VPLMN that is selected by the BBF AAA.
Alternative solution

Alternative 1

Keep the current principle in 23.203 and fix the above problems.

1) The VPLMN ID selected by the BBF AAA shall be sent to the UE so that UE can use this PLMN ID to select the appropriate P-GW in the VPLMN.

2) The 3GPP AAA Server shall check whether the 3GPP-based access authentication and tunnel establishment authentication come from the same PLMN. If not, the 3GPP AAA server shall reject the tunnel establishment.

3) The H-PCRF shall always knows the VPLMN if the H-PCRF has to trigger the Gateway Control session establishment from the BPCF
Alternative 2
Change the current principle in 23.203 and follow the network selection procedure as specified in TS 23.402

Following texts are copied from subclause 7.1.1 of TS 23.234.
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Figure 1: I-WLAN and VPLMN selection procedure

1.
The WLAN UE selects a WLAN AN and establishes the WLAN connection with a WLAN technology specific procedure (e.g. in IEEE 802.11 it starts an association procedure). The details of the selection of the WLAN AN are specified in TS 24.234 [9].

2.
The Authentication procedure is initiated in a WLAN technology specific way and as a part of this process, the WLAN UE sends a NAI to the WLAN AN. The NAI shall be constructed as it is specified in TS 23.003 [5].
3.
If the WLAN AN is not able to route the authentication request (e.g. in the case where the WLAN AN receives an initial NAI with an unknown realm), the WLAN AN sends a response to the WLAN UE that provides information about the 3GPP networks to which the WLAN AN is able to route authentication requests. If IMS Emergency Calls are supported in a given 3GPP network, this shall be indicated to the WLAN UE via an IMS Emergency Call specific realm.


From this point the WLAN UE may continue the access authentication with the selected WLAN AN using a different NAI (step 2) or may start access authentication with another available WLAN AN (step 1) or may stop. The details of the WLAN UE behaviour are specified in TS 24.234 [9]. If the WLAN UE continues the access authentication with the selected WLAN AN, it shall select a VPLMN among the 3GPP networks indicated in the response received from the WLAN AN and build the new NAI as a roaming NAI indicating this VPLMN.
4.
The WLAN AN routes the AAA message to the 3GPP AAA Server or 3GPP AAA Proxy based on the NAI and the access authentication is performed as it is specified in TS 24.234 [9].

=====================================================================================
The main principle of network selection in I-WLAN can be concluded as following:
1) The WLAN UE sends a routed NAI to the WLAN AN firstly.

2) If the WLAN AN is not able to route the authentication request, the WLAN AN sends a response to the WLAN UE that provides VPLMN id list to which the WLAN AN is able to route authentication requests.
3) If the WLAN UE continues the access authentication with the selected WLAN AN, it shall select a VPLMN among the 3GPP networks indicated in the response received from the WLAN AN and build the new NAI as a roaming NAI indicating this VPLMN.
According the above network selection procedure, the following updates shall be done in the BBAI:
1) If the BBF AAA can’t route the 3GPP access authentication message based on the routed NAI provided by the UE, the fixed broadband network shall be able to provide the VPLMN list to the UE
2) The BBF AAA shall be able to route the 3GPP access authentication message based on the decorated NAI.

3) The BPCF shall be able to route the IP-CAN session establishment message based on the decorated NAI if the 3GPP access authentication is successful.

4) The 3GPP UE shall be able to use the VPLMN list provided by the fixed broadband network to selection the ePDG and P-GW in the VPLMN.

Additionally, in order to guarantee the same VPLMN is selected, the 3GPP AAA Server shall check whether the 3GPP-based access authentication and tunnel establishment authentication come from the same PLMN. If not, the 3GPP AAA server shall reject the tunnel establishment.

Proposal
As the alternative 2 is less impacted the network and UE and can reuse the mechanism defined for I-WLAN, we propose SA2 can send new LS to inform the BBF SA2 new decision and make the changes based on the confirmations from BBF.
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