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Abstract of the contribution: July, 2012 SA2#92 could not agree on the initiative for trying to revisit the SA2’s design decision as described in TS 23.139 on how to transport the BBAI H(e)NB’s Local-IP Address between the H(e)NB and the EPC. The issue was escalated to SA#57 and was decided by SA chair to ask SA2 to have one more trial to come to agreement on the final resolution and SA2 chairman has kindly agreed to give another trial in the SA2#93 meeting.  The intent of this proposal is to adopt the current TS 23.139 solution based in IKEv2 approach.  

Background

Given the dispute on this SA2 stage-2 design decision regarding H(e)NB’s local IP address transport in different working groups and amongst several companies that has been going on more than a year since the original solution was approved by SA2 as documented in TS 23.139,  much of known facts become clear to many of the active participants on this issue. 

For the interest of time, the intent of this contribution is to clarify all the facts and considerations, and to suggest the only sensible option for keeping the H(e)NB support in Rel-11 BBAI feature to end the endless debate on this issue. 

Considerations & Proposals


Here are a few facts that need to be considered: 

(1) Rel-11 cut-off date is early fall 2012, and there is no accepted network-based proposal on the table that can be agreed and implemented within the Rel-11 time frame

(2) Given the understanding that the IKEv2 extension is just a simple code point addition to the Configuration Payload of which the main user is 3GPP, so IETF is not the real target to request such extension.  Rather, IANA is the right target to apply for such simple extension on IKEv2,   More specifically, there is a precedence that 3GPP took a similar approach to acquire 3GPP vendor specific code point for the IKEv2 Configuration Payload to support other 3GPP feature (refer to contribution S2-123588).   Hence, the same 3GPP process can also apply to Rel-11 BBAI design decision.  More details on the background for IANA can be referred to the Annex below. 
(3) As was declared by SA3, there is no evidence and justification that the SA2’s approved solution introduces any security threat in the Trusted Environment (TrE) and find no association or any requirement for the H(e)NB local-IP address transport with respect to the existing security concern for the H(e)NB identity verification  
(4) There is no agreement in SA3 for any “generic” solution for H(e)NB identity verification in rel.11 and the solutions presented so far were not agreed in SA3#68. According to the recent draft meeting report [5], it has been considered in SA3 to start a new study item for rel.12 on the topic of H(e)NB’s identity verification, but not related to the transport of H(e)NB’s Local-IP address.

Given the facts and considerations as explained above, it is a clear evidence that there is no justification of any security threat and the IETF dependency to block the execution of the IKE-based design decision as described in TS 23.139.  Definitely, there is no requirement to implement a new solution in Rel-12.  Therefore,  ZTE would like to make the following recommendation to close on this H(e)NB local-IP transport issue: 
Recommendation: 
Keep SA2’s stage-2 design decision as described in TS 23.139 to use IPSec/IKEv2 configuration option 

· Moving forward with SA2’s stage-2 design decision by applying a 3GPP vendor-specific new code point from IETF IANA to support the solution for H(e)NB operating in TrE

· Both CT4 and RAN3 will proceed to implement their respective stage-3 specifications to support SA2 design decision

We believe the recommendation above is technically justifiable and is the only realistic chance for providing support for H(e)NBs for BBAI in rel.11, while not endangering the rel.11 timescales and wasting any further meeting time.

We would like to ask all the interested companies to kindly accept this recommendation to move forward and close on this issue once and for all. 

Annex - IANA

IANA is the authority responsible for standard allocation of any new attribute type.
The registry for the configuration payload types managed by IANA can be found in http://www.iana.org/assignments/ikev2-parameters/ikev2-parameters.xml#ikev2-parameters-21.  According to IANA’s policy, any registration procedure is inherited from the RFC 4306 (updated by the RFC 5996) given in the “IANA Considerations” section:  

· Changes and additions to any of those registries are by expert review.
Further explanations on the IANA rules can be found in the RFC 5226. The advantage of Expert Review process is that it DOES NOT require the publication of an RFC for attribution of a new value. It is kind of a “first-come first serve” approach with the review of a designated expert to consider if the allocation request is reasonable based on the description of the attribute and its application.  More on such descriptions can be find in a 3GPP spec that will be used as reference document. A typical example is the value “19” for HOME_AGENT_ADDRESS for which the 3GPP TS 24.302 is used as reference
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