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Abstract of the contribution: This contribution clarifies several FFS related to Group Policy according to SA1 reply LS (S2-123482).
Discussion
SA1 LS (S2-123482) responded several important questions from SA2 relating to Group Based Policy Control, as following:

	Q4: 3GPP SA2 discussed this requirement and concluded that to avoid complexity assumptions are probably needed for groups for which the group based policy control is active. Related to this 3GPP has the following questions related to these groups:

· whether the entire MTC group for which group based policy control is activated remains in the HPLMN or is roaming allowed

SA1 Response: Support of roaming is important. However, a constraint to mandate home routing for all UEs for which group based policy control is active is acceptable. Group policing on the uplink for the roaming case may be applicable for a later release. If this simplifies stage 2 implementation, there is no need to support local break out in conjunction with group based policy control.

· location /geographic distribution of MTC group members for which group based policy control is activated.

SA1 Response: There should be no constraints on the location/geographic distribution of MTC Group members, but other constraints to force routing traffic via specific gateways where the group based policy is enforced may be acceptable.

· about the number of MTC group members for which group based policy control is activated

SA1 Response: This is anticipated to be an operator defined value, likely 100 or 1000 as a minimum with an operator defined maximum which takes into account relevant core network capacity constraints.
· whether a UE can belong to more than one MTC group for which group based policy control is active.

SA1 Response: A UE can belong to more than one MTC group. However, policy conflicts are assumed to be avoided through administrative means. Policy control can be static to reduce complexity. In this case, static means that the policy for a specific MTC Group is fixed for the group and does not change due to dynamic conditions. The attached CR 0133 clarifies this.


According to SA1 response, relevant FFSs in section 8.3.2.2 of TR23.887 need to be clarified, and related architecture requirements can be consolidated. 
Proposal

It is proposed to discuss the solution and approve it to the TR 23.887 under GROUP building block:
******************************* Start of changes *************************************

8.3.2
Architectural Requirements

Editor's Note:
The requirements for group based policing are FFS.

8.3.2.1
Group Based Policing Assumptions and Limitations
In the context of Group Based Policing, the architectural scope should consider issues surrounding:

· Centralized or Distributed Architectural Approaches

· Method of policy group membership determination.

· Coexistence of individual subscriber and group policies

8.3.2.2
Architectural Assumptions

The following are the agreed architectural assumptions for defining overall architectural requirements:

· Policy group members are subscribed to same HPLMN

· Policy group members are roaming allowed and can be location/geographic distributed
· A UE is allowed to belong to more than one policy group, but policy conflicts shall be avoided by administrative means.
· Policy group members are associated to the same APN

· A policy group member is associated to a maximum of one policy group per APN

· Bit rate measurement and enforcement for a policy group is within a common PCEF

· Policy controls for individual policy group members should co-exist with the introduction of the new group level maximum aggregate bit rate control.

NOTE:
The minimum and maximum number of policy group members, which takes into account relevant core network capacity, is defined by operator.
Editor’s Note:
The following remaining items for consideration are FFS.




-  means by which a UE is associated to a policy group


******************************** End of changes *************************************
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