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Abstract of the contribution: This contribution clarifies the authentication, the HS scope and the solution open issues.
1. The authentication type
In 3GPP network, the SIM/USIM credential is used as the UE authentication method. The inter-working between WLAN and 3GPP is with the assumption that SIM/USIM based credential is used by UE for WLAN access. 

There are three Credential Types are supported by Hotspot 2.0 and the corresponding EAP methods will be used accordingly. Such capabilities are listed as Table I below.

Table I. Credential Types and EAP Methods

	Credential Type
	EAP Method

	Certificate
	EAP-TLS [10]

	SIM/USIM
	EAP-SIM [7], EAP-AKA [8], EAP-AKA’ [33]

	Username/Password (with server side certificates)
	EAP-TTLS [9] with MSCHAPv2 [13]


The S14 interface between ANDSF and UE is realized above IP level per TS 23.402. The operator shall be able to provide connection management policy whenever the connection can be secured. Therefore, hotspot 2.0 enabled UE with Certificate or Username/Password credential shall also be able to access ANDSF.
Conclusion 1: the hotspot 2.0 enabled UE shall be able to access the ANDSF with all the EAP methods supported by hotspot 2.0.
2. On the Hotspot specification

The Hotspot specification Release 1 has already been published in June 2012. Currently, the Hotspot 2.0 Release 2 specification is under discussion and it will be published in 2013 Q1. The scope of Hotspot 2.0 specification are the following:

Release 1 – Network Selection and Security

Release 2 – Online Signup and Policy Provisioning
In view both WLAN_NS WI and the Hotspot 2.0 are under progress. It is beneficial to clarify the work interaction.

Conclusion 2: In this release, both the Hotspot 2.0 Specifications R1 and R2 will be considered.
3. The Solution Clarification

The “ANDSF Policies with Extended Selection Preferences” introduces the solution of using Realms to simplifying the network selection function of SSID.
There may have some cases of using the Realms name and SSID. 

1) Some legacy UE may only refer the SSID for network selection.
2) For some network, one operator may have several SSIDs. There may have different priorities among these SSIDs, due to different PDN, authentication approach, etc. Therefore, the use of Realms may together with the SSID.
It is proposed to consider this further in the solution.

Proposal
It is proposed to add the relevant sections in TR 23.865.
First change
4
Architectural Assumptions
Editor’s Note: This clause will describe the assumptions for WLAN network selection for 3GPP terminals.

-
For WLAN network discovery and selection in dual mode handset user subscription to a single 3GPP home network is assumed.
-
The hotspot 2.0 enabled UE shall be able to access the ANDSF with all the EAP methods supported by hotspot 2.0.
-
In this release, both the Hotspot 2.0 specifications R1 and R2 will be considered.
Second change
6
Solutions 
Editor’s Note: This clause will describe the solution(s) for WLAN network selection for 3GPP terminals.

6.1 Solution: ANDSF Policies with Extended Selection Preferences 

6.1.1
Functional Description

This solution addresses the key issue of “Support WLAN access through roaming agreements”. However, it is applicable also to scenarios where WLAN access is provided without roaming agreements.

This solution proposes to extend the ANDSF selection policies to support also selection policies based on the Realms and/or the Organizational Unique Identifiers (OUIs) which are supported by Hotspot 2.0 compliant WLAN networks. The ANDSF may send policies to UE based on Realms and/or OUIs to indicate for example that “WLANs that interwork with Realm=PartnerX.com have the highest access priority”. The UE uses the Realms and/or OUIs as an alternative way (instead of using SSID) to identify and prioritize the discovered WLAN access networks. 

A Hotspot 2.0 compliant UE is capable to discover the Realms and/or OUIs supported by a specific WLAN access network prior to association by using the applicable discovery procedures (e.g. based on the ANQP protocol) and/or by receiving the beacon transmissions of APs (some OUIs are included in the AP beacon messages).

Editor’s Note 1: The text above suggests extending the ANDSF policies to support also preferences based on Realm and/or OUIs. It is FFS if preferences based on other Hotspot 2.0 parameters should also be supported.

Note: 
The UE uses the provisioned Realms/OUIs only when applying ANDSF policies after the PLMN selection, as per the current specifications.
Editor’s Note 2: How to use the Realm together with the existing SSID manner for the network selection is FFS.
6.1.2
Impacts on existing nodes or functionality

The ANDSF access selection policies need to be extended in order to include additional selection preferences.

6.1.3
Evaluation
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