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Abstract of the contribution: This contribution describes different scenarios for FS_ABC.
The following is documented in the key issue clause 5.1 of TR 23.800, approved during the previous SA2#92 meeting for FS_ABC. In order to support online and offline charging aspects for the services and applications when TDF detects applications and performs enforcement actions as per ADC Rules, received from the PCRF and the service data flows of the detected application(s) are non-deducible, the following relevant scenarios are identified:

· Only service data flow charging is required for the corresponding IP-CAN session;

· Only application usage charging is required for the corresponding IP-CAN session.
· Both service data flow charging and application usage charging are required for the corresponding IP-CAN session;
Description of scenarios:

1. Only application usage charging is required for the corresponding IP-CAN session: This scenario is relevant in case when the PCEF may apply policy control actions on PCC Rules level, but charging is required only at the application level for applications detected and enforced by TDF. The example of this scenario may be sponsored data connectivity controlled at the PCEF by the PCRF. Such sponsored data connectivity may not need to be controlled for charging e.g. the access and QoS are controlled purely by the PCRF based on the allowance received. However, the same IP-CAN session may include e.g. p2p application which needs to be detected, enforced and charged, as per subscriber's profile and his/her Service Plan model. 
As TDF performs detection and enforcement of this p2p application, the alternative solution, proposed for this scenario, is such that TDF performs also charging, controlled by the PCRF by providing charging control parameters within ADC Rules. In this case, the TDF shall be the only charging reporting entity. The TDF shall gather information for uplink and for downlink, and, in case it is requested as per ADC Rule, received from the PCRF, shall establish session with OCS/OFCS and provide charging information per e.g. p2p application.
In case sponsored data connectivity traffic and application (e.g. p2p) traffic flows are independent of each other, i.e.  sponsored data connectivity traffic's service data flows doesn't belong to the p2p application, then no correlation needs to be made, even if policy control is applied at PCEF for sponsored data connectivity traffic. 

However, if such an assumption can't be made, then the following technical issue need to be resolved in order to provide accurate charging reports. In the downlink direction, the PCEF may perform enforcement actions after the traffic passes through the TDF. In case the service data flows enforced by the PCEF in the downlink also belong to the application which needs to be reported for charging e.g. to p2p, it needs to be assured that the TDF reports for the application accurately. This means that e.g. in case the downlink bitrate, applied at the PCEF for the affected service data flows is lower than the downlink bitrate for p2p, the charging report must be done as per actual data sent after passing through PCEF to the UE.
2. Only service data flow charging is required for the corresponding IP-CAN session: This scenario is relevant in case when the TDF may apply application detection and control actions at ADC Rules level, but charging is required only on the service data flow level. The example of this scenario may also be sponsored data connectivity controlled at the PCEF by the PCRF. In this case, such sponsored data connectivity may need to be reported for charging. However, the same IP-CAN session may include e.g. p2p application which needs to be detected, enforced but not charged, as per subscriber's profile and his/her Service Plan model. 

As PCEF performs policy control for sponsored data connectivity's sdf, the alternative solution, proposed for this scenario, is such that PCEF performs also charging, controlled by the PCRF by providing charging control parameters within PCC Rules. In this case, the PCEF shall be the only charging reporting entity. The PCEF shall gather information for uplink and for downlink, and, in case it is requested as per PCC Rule, received from the PCRF, shall establish session with OCS/OFCS and provide charging information per e.g. sponsored data connectivity application.
In case sponsored data connectivity traffic and application (e.g. p2p) traffic flows are independent of each other, i.e. sponsored data connectivity traffic's service data flows doesn't belong to the p2p application, then no correlation needs to be made, even if application detection and control procedures are applied at the TDF for application (e.g. p2p) traffic. 

However, if such an assumption can't be made, then the following technical issue need to be resolved in order to provide accurate charging reports. `In the uplink direction, the TDF may perform enforcement actions after the traffic passes through the PCEF. In case the service data flows belonging to sponsored data connectivity, are also enforced by the TDF in the uplink direction as a part of application's traffic e.g. p2p traffic, it needs to be assured that PCEF reports for those service data flows accurately. This means that e.g. in case the uplink bitrate, applied at PCEF is higher than the uplink bitrate for p2p, the charging report must be done as per actual data sent through the network after passing through TDF.

3. Both service data flow charging and application usage charging are required for the corresponding IP-CAN session. This scenario is relevant in case when the TDF may apply application control actions on ADC Rules level, and PCEF may apply policy control on PCC Rules level, and charging is required both on the service data flow and on the application level. The example of this scenario may again be sponsored data connectivity controlled at the PCEF by the PCRF. In this case, such sponsored data connectivity may need to be reported for charging. However, the same IP-CAN session may include e.g. p2p application which needs to be detected, enforced and also charged, as per subscriber's profile and his/her Service Plan model. 
The alternative solution, proposed for this scenario, is such that both PCEF and TDF perform also charging, controlled by the PCRF by providing charging control parameters within PCC/ADC Rules. In this case, the PCEF and the TDF shall be both charging reporting entities. The PCEF and the TDF shall gather information for uplink and for downlink, and, in case it is requested as per PCC Rules and per ADC Rules, received from the PCRF, shall establish session with OCS/OFCS and provide charging information per e.g. sponsored data connectivity application and per p2p.
In case sponsored data connectivity traffic and application (e.g. p2p) traffic flows are independent of each other, i.e. sponsored data connectivity traffic's service data flows doesn't belong to the p2p application and vice versa, then no correlation needs to be made. 

However, if such an assumption can't be made, then the following technical issues need to be resolved in order to provide accurate charging reports. 
· `In the uplink direction, the TDF may perform enforcement actions after the traffic passes through the PCEF. In case the service data flows belonging to sponsored data connectivity, are also enforced by the TDF in the uplink direction as a part of application's traffic e.g. p2p traffic, it needs to be assured that PCEF reports for those service data flows accurately. This means that  e.g. in case the uplink bitrate, applied at PCEF is higher than the uplink bitrate for p2p, the charging report must be done as per actual data sent through the network after passing through TDF.
· In the downlink direction, the PCEF may perform enforcement actions after the traffic passes through the TDF. In case the service data flows enforced by the PCEF in the downlink also belong to the application which needs to be reported for charging e.g. to p2p, it needs to be assured that TDF reports for the application accurately. This means that e.g in case the downlink bitrate, applied at PCEF for the affected service data flows is lower than the downlink bitrate for p2p, the charging report must be done as per actual data sent after passing through PCEF to the UE.
It should also be noted that in some of the cases, e.g. when ADC Rule's detected traffic is sub-part of a single PCC Rule's traffic/or if PCC Rule's traffic is sub-part of a single ADC Rule's traffic/or if bearer level charging is applied at the PCEF (thus ADC Rule is also sub-part of the whole report), there might be additional methods for charging reports, as follows:
· Correlated by the PCRF by enhancing Sy interface and reporting PCRF -> OCS, and
· Correlated by OCS/OFCS once both service data flow and application usage reports are required.
These solutions are also outlined by the proposal.
3GPP

SA WG2 TD


