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1st Change
P.4.1.3
Gxx reference point

When this reference point corresponds to the Gxb*, it transports access information for WLAN UEs such as the UE local IP address and the UDP port number. It is used scenarios in which the ePDG provides the access information via Gxb* to trigger the PCRF to initiate the S9a session i.e. S2b-PMIP and untrusted S2c.

For the case of H(e)NB with S5/S8 PMIP, this reference point corresponds to Gxc and the requirements in clause 5.2.7 applies. In addition for the purpose of fixed broadband access interworking, Gxc transports the H(e)NB Local IP address, the UDP source port, if available.

2nd  Change
P.4.1.5
Gx reference point

In addition to the specification of the Gx reference point defined in clause 5.2.2, this reference point is enhanced as described in the following. The IP-CAN establishment/modification request message, send from PCEF to PCRF, should include:

-
the UE local IP address and the UDP port number, if available, when GTP-S2b is used.

-
the H(e)NB local IP address and the UDP port number and FQDN of the BBF access, if available, , when UE accesses from H(e)NB and GTP S5/S8 is used.

3rd  Change
P.6.1.1
General

The PCRF functionality defined in clause 6.2.1.0 shall apply. In addition, to support interworking with Fixed Broadband networks, the PCRF shall:

-
Send the QoS rules to the BPCF over S9a to request admission control in the fixed access.

-
Send to the BPCF the UE local IP address and UDP port number for the WLAN scenario to allow the Fixed Broadband Access to identify UE traffic.

-
Send to the BPCF the HeNB Local IP address and UDP port number for the Femto scenario. This allows the Fixed Broadband Access to identify IP flows corresponding to the IPSec tunnel from the HeNB GW to the SeGW which transports H(e)NB UE traffic.

-
Be able to be configured with the relation of IP address ranges to Fixed Broadband Access, to allow BPCF discovery.

-
Be able to receive from PDN GW the H(e)NB Local IP address, UDP source port.

-
Be able to receive the UE local IP address and UDP source port from the ePDG (case 2a and case 2b) and PDN GW (case 1).

-
Be able to receive the HNB local IP address and UDP source port from HNB GW (case 1) for the HNB CS scenario.

When PCRF receives the IP-CAN session establishment indication for a PDN connection initiated for a UE connected via Fixed network access, the PCRF determines if a Gateway control session is already present for this IP-CAN session. If Gateway control session is not already established, the PCRF shall trigger Gateway control session establishment procedure from the BPCF.

When the UE is connecting via Fixed Broadband access network, no QoS Rules should be sent to the ePDG. The PCRF identifies when the UE is connecting via Fixed Broadband access network from the IP-CAN type.

For the purpose of the policy control in the Fixed Broadband Access network for the non-seamless WLAN offloaded traffic, the PCRF shall:

-
Handle incoming request of IP-CAN session establishment received over S9a.

-
Perform session binding of the AF session information received via Rx or via S9a with an existing IP-CAN session using the UE local IP address and the IMSI (if available).

-
Initiate IP-CAN Session Modification and also QoS information provision for Non-seamless WLAN offloaded traffic.

-
Establish an Sd session with the TDF when an indication of IP-CAN session establishment is received over S9a for the UE local IP address in case of architecture variant C the solicited mode.

4th   Change
P.7.2.1
IP-CAN Session Establishment
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Figure P.7.2.1: IP-CAN Session Establishment for both EPC routed and NSWO traffic

This procedure is the same as described in clause 7.2 with the additions described below:

1
The BBF access network may become aware of the IMSI of the 3GPP UE if 3GPP-based access authentication (EAP-AKA/AKA') is performed. The BPCF also becomes aware of the UE local IP address.

The steps from 2 to 5 show PCC signalling to provision policies for NSWO traffic.

2
The BPCF Initiates a IP-CAN session establishment over S9a to the PCRF for non-roaming and to the V-PCRF for roaming cases, the information contained in the request message includes IMSI, IP-CAN type, local UE IP address and the NSWO-APN. Triggered by the IP-CAN session establishment over S9 the V-PCRF triggers the S9 session establishment to the H-PCRF.

NOTE:

The description of the Gateway Control Session Establishment procedure when triggered by the ePDG (BBERF) is described in clause P.7.5.1.

3
The PCRF checks if the policy control is performed for NSWO traffic for that UE based on operator policies that may depend e.g. network where the UE is offloading. The PCRF reply message contains the result code.

4
Triggered by the successful establishment of the IP-CAN session for the UE local IP address in step 3, the V‑PCRF (roaming) and the PCRF (non-roaming) may establish a session with the TDF to provision ADC Rules for that UE local IP address (if applicable, when solicited service mode applies and when policy control for offloaded traffic is to be performed). The PCRF provides the TDF with the UE local IP address, the IMSI, the IP-CAN type and the offload APN.

5
The TDF replies as described in the clause 7.2.

The steps from 6 to 10 show PCC signalling to provision policies for EPC routed traffic.

6.
IP-CAN session establishment as specified in clause 7.2 is performed.

In case 2a and case 2b, the ePDG (BBERF) initiates a Gateway Control Session Establishment procedure to provide the UE local IP address and UDP port (if available) as defined in clause P.7.5.1.


For case 1, step 3 of clause 7.2 for WLAN scenario the PCEF includes the UE local IP address and the UDP port number (if available), while for the H(e)NB scenario the PCEF includes the H(e)NB Local IP address and the the UDP port number.


In case 2b, S-GW(BBERF) initiates a Gateway Control Session Establishment procedure to request QoS Rules for the H(e)NB local IP address as defined in clause P.7.5.1.

7.
In case 1, triggered by the IP-CAN session establishment indication, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF over S9a. For WLAN scenario the PCRF includes in the request message to BPCF the IMSI, the APN, the UE local IP address and the UDP port number (if available), while for the H(e)NB scenario it includes the IMSI, the APN, H(e)NB Local IP address, the UDP port number (if available). For home routed, the H-PCRF initiates a Gateway Control Session over S9 to trigger the V-PCRF to establish a Gateway Control Session over S9a, for visited access, the V-PCRF initiates a Gateway Control Session over S9 to H-PCRF and the Gateway Control Session over S9a to BPCF.

8.
The BPCF Initiates the Gateway Control session establishment on S9a including in the request message the IMSI, IP-CAN type, UE Local IP address, H(e)NB Local IP Address, UDP port (if available), and optionally, the APN to the PCRF.

9.
The PCRF reply message contains the result code.

10.
Remaining steps of IP-CAN session establishment procedure as defined in clause 7.2 from step 6 onwards.

5th    Change
P.7.5.1
BBERF-Initiated Gateway Control Session Establishment
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Figure P.7.5.1: PCRF-triggered Gateway Control Session Establishment for EPC routed traffic

This procedure is applicable for both WLAN and H(e)NB PMIP. This procedure is the same as described in clause 7.7.1.1 with the additions described below:

1.
For the WLAN case, the ePDG (BBERF) initiates a Gateway Control Session Establishment as defined in clause 7.7.1 with the PCRF (for non-roaming) and with the V-PCRF (for home routed and visited access roaming cases) including the IMSI, APN, IP-CAN type, the UE Local IP address, the UDP port number if available, while for H(e)NB case the SGW(BBERF) initiates a Gateway Control Session Establishment as defined in clause 7.7.1 with the PCRF (for non-roaming) and with H-PCRF (for home routed and visited access roaming case) including the H(e)NB local IP address and the the UDP port number.

2.
For WLAN case, the PCRF (non-roaming case) or the V-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF over S9a, the PCRF includes in the request message to BPCF the IMSI, the UE local IP address and the UDP port number (if available).


For the H(e)NB case, the PCRF (non-roaming case) or the H-PCRF (visited access roaming case) initiates Gateway Control Session establishment with the BPCF over S9a, the PCRF includes in the request message to BPCF the IMSI, the H(e)NB IP address and the UDP port number (if available).


The ePDG IP address (for S2b and untrusted S2c access) and PDN GW IP address (for trusted S2c) is included in this message in order to distinguish Non-seamless WLAN offloaded traffic and EPC-routed traffic.

3.
The BPCF Initiates the Gateway Control session establishment to the PCRF (for non-roaming case), to the V-PCRF (for visited access and home routed roaming case) including in the request message the IMSI. Triggered by the BPCF-initiated Gateway Control Session establishment over S9a the V-PCRF sends the Gateway Control Session Establishment over S9.

4.
The PCRF in non-roaming and the V-PCRF for roaming cases reply message contains the result code.

5.
For H(e)NB case, the PCRF provisions QoS Rules to the BBERF, while for the WLAN case, the PCRF sends a result code in the reply message.


No QoS Rules and no event triggers are provided to the BBERF for WLAN scenarios.

6th    Change
P.7.5.3
Gateway Control and QoS Rule Request from ePDG
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Figure P.7.5.3: Gateway Control and QoS Rule Request

This procedure is applicable for both WLAN and H(e)NB. This procedure is the same as described in clause 7.7.3.1 with the exceptions described below:


In case 2b and case 2a for WLAN scenario, the ePDG (BBERF) may initiate a Gateway Control and QoS Rules Request Procedure to provide the updated UE local IP address and the UDP port number, if available, while for H(e)NB scenario the SGW(BBERF) may initiate a Gateway Control and QoS Rule Procedure to provide the updated H(e)NB local IP address, the UDP port number and the FQDN (if available) of the Fixed Broadband Access at which the H(e)NB is connected to.

1.
For the WLAN scenario, triggered by the Gateway Control and QoS Rules Request Procedure in step 2 of clause 7.7.3.1, the PCRF (non-roaming case) or the v-PCRF (roaming case) initiates Gateway Control and QoS Rules Provision Procedure. The updated UE local IP address and/or the UDP port number are provided in the procedure if available, while for H(e)NB scenario the PCRF (non-roaming) or the H-PCRF (for visited access and home routed) may initiate a Gateway Control and QoS Rule Procedure to provide the updated H(e)NB local IP address,and the the UDP port number.

2.
The BPCF replies with a response code.

7th    Change
P.7.7
BPCF Discovery and Selection

For PCRF-triggered Gateway Control Session establishment, the PCRF (for non-roaming case) and the V-PCRF (for home routed and visited access roaming cases) is configured with IP address range mappings { (IPx..IPy) ‑> BBF network entry point}. The PCRF (for non-roaming) and the V-PCRF (for roaming cases) selects the correct BBF network entry point based on UE Local IP address for WLAN access and based on H(e)NB Local IP address, received from the PCEF/BBERF for H(e)NB case. The implementation of a BBF network entry point is out-of-scope for 3GPP e.g. be a BPCF or a DRA. The H-PCRF sends the H(e)NB/UE local IP address to the V-PCRF over the S9 interface.

For WLAN and H(e)NB in Home Routed roaming case, for PCRF-triggered Gateway Control Session establishment, H-PCRF finds V-DRA according to the VPLMN ID if received via Gx session, and then discovers V-PCRF by V-DRA. V-PCRF selects the correct BBF network entry point with the given UE local IP address and H(e)NB Local IP address respectively.

NOTE:
Mobility procedures that implies selection of a new BPCF are not supported in this Release.

8th    Change
P.8.1
S9a CS Session Establishment
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Figure P.8.1-1: S9a CS Session Establishment

This procedure is applicable to HNB for QoS enforcement for CS services.

1)
When the HNB performs the registration to HNB GW, the HNB GW initiates the S15 session with the PCRF in non-roaming scenario and with the V-PCRF in the roaming scenario. The HNB GW includes the HNB Local IP address and the UDP source port number, if NAT/NAPT is detected.

2)
The PCRF (V-PCRF) provides ACK.

3)
The description of this step is the same as steps 7 to 9 in clause P.7.2.1.

End of  Changes
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Gateway Control Session Establishment Procedure step 1  clause 7.7.1.1-1 
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Gateway Control and QoS Rules Request step 1 to 3 clause 7.7.3.1
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Gateway Control and QoS Rules Request step 4 to 9 clause 7.7.3.1
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3. Gateway Control Session Establishment step 7 to 9
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6. IP-CAN Session Establishment Procedure sub-clause 7.2 (steps 1-5)
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10. IP-CAN Session Establishment Procedure sub-clause 7.2 (from step 6)
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