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Abstract of the contribution: This contribution discusses the issue of PCC session linking in case that same APN is used for the TWAN and 3GPP access.

1. Problem Statement
There’re following two principles agreed in TS 23.402:

1) The APN used for TWAN can be used on other access technologies (e.g. 3GPP access). 

2) The handover between TWAN and 3GPP access with IP address preservation is not supported in this release. 
Based on the two considerations above, an issue for PCC session linking arises and needs to be addressed.
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Figure 1 

As shown in the Figure 1, the UE first accesses the EPC though TWAN and establishes an IP-CAN session. The P-GW1 establishes the Gx session 1 with the PCRF and provides the UE id and APN to the PCRF.  Later, the UE wants to access the EPC through the 3GPP access (i.e. disconnected from the TWAN and then attaches to the 3GPP access or multiple access to the TWAN and 3GPP access).

If PMIP-based S5 is used, the S-GW establishes the Gxx session 2 with the PCRF. If the same APN is used for the TWAN and 3GPP access, the Gxx session 2 is certainly routed to the same PCRF by the DRA even if the multiple PCRFs exist in the PLMN. At this time, the PCRF determines that a handover happens and links the Gx session 1 with Gxx session 2 based on the UE Id and APN according to the session linking mechanism in TS 23.203. The PCRF updates the policy decision including the dynamic policies for the service made for the IP-CAN session through TWAN and provides them to the S-GW. The S-GW shall enforce the policy decision according to the TS 23.402 ( e.g. The S-GW may assume that dedicated bearers need to be created during the initial attach procedure). When the P-GW2 establishes the Gx session 2 with the PCRF, the PCRF realizes that it is not correct to link the Gx session1 with Gxx session 2, then the PCRF links the Gx session 2 with Gxx session 2 based on the UE Id, APN and IP-CAN type, and removes the wrong provisioned policies from the S-GW.
2. Solution
Session linking issue here is similar with the issue during the handover from 3GPP to trusted non-3GPP access with PMIPv6 on S2a since Rel-8. In that case, if the Handover Indicator in the Proxy Binding Update is set to indicate either initial attach or that the handover state is unknown, the trusted non-3GPP Access shall set the indication in the Gateway Control Session Establishment message for the linking to Gx session be deferred until the PCRF receives the IP-CAN session establishment or modification from the P-GW.

Similar enhancement can be applied to S-GW to set the indication in the Gateway Control Session establishment message for the linking to the Gx session be deferred during the initial attach if the TWAN is deployed in the same PLMN.
Although as defined in TS 23.203, an indication that session linking shall be deferred can be sent in the Gateway Control Session Establishment during attach. However, it is not clear whether or how the S-GW sets the deferred session linking indicator according to the TS 23.402. We propose following clarification highlighted in yellow to be added in step C.1 in subclause 5.2 of TS 23.402.
C.1)  The Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified in TS 23.203 [19]. The S‑GW provides the information to the PCRF to correctly associate it with the IP‑CAN session to be established in step C.3 and also to convey subscription related parameters to the PCRF that have been received between steps (B) and (C) from the MME, including the APN-AMBR and Default Bearer QoS. The Serving GW provides in addition the UE Location Information IE and user CSG information, if available. The Serving GW also indicates its support for the extended TFT filter format.
The S-GW indicates in the Gateway Control Session Establishment message that the linking with the Gx session shall be deferred until step C.3, as specified in TS 23.203 [19]. In this case, when performing the session linking, the PCRF verifies if the same IP-CAN type is reported over both the Gxc and Gx.

In the case of Emergency Attach, if the IMSI provided by the MME to the S‑GW in step before C.1 is marked as unauthenticated, the SGW provides this IMSI marked as unauthenticated to the PCRF in the GW Control Session Establishment. This IMSI marked as unauthenticated is provided by the PCRF to the PDN GW in step C.3. In this case, the IMEI is used as the UE Identity in the message to the PCRF.
3. Proposal
If the proposal as described in section 2 is agreed, the CR will be submitted to the next meeting to resolve this issue as described in section 1.
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