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1. Abstract of the contribution

This document aims to make the clarification that the ePDG/PDN GW IP address information is needed for QoS treatment in BBF since one UE may simultaneously connect to EPC traffic and NS-WLAN traffic.

2. Discussion
It’s already agreed that for BBII WLAN offload case, the BNG may perform QoS treatment based on the information received over S9* via the BPCF. In BBI, only the UE local IP address and UDP port will be transfer to BPCF for the target flow detection and QoS enforcement.

In BBI, the tunnel flow description information is used for traffic flow detection in BBF, e.g. source and destination IP address and optionally UDP source port number (if NAT is detected).  For BBII, when considering the NS-WLAN case, BBI specified UE local IP address /H(e)NB local IP address and optionally UDP source port number (if NAT is detected) are not enough for the traffic differentiation purpose. Without another IPsec outer header destination address (such as ePDG IP address or PDN GW IP address), BNG just treats the EPC traffic and NS-WLAN traffic as the same. It’s necessary to clearly documented that the another IPsec IP outer header peer for the tunnel such as ePDG IP @/PDN GW IP @ should be included for the flow description when considering that a single UE may simultaneously have the connection for HPLMN service and have another connection for NS-WLAN with the single local IP access as in figure 1. 
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Figure 1
This ePDG/PDN GW/ address could be transferred together with the UE local IP address and the optional UDP port to PCRF and further to BPCF over S9*. Then BNG should get the detailed flow descriptions for the separated QoS enforcement for the NS-WLAN traffic and EPC traffic.  
3. Proposal
This document proposes the following changes be updated for TR23.839. 
* * * Start of 1st Change * * *  
6.1 Policy and QoS

Policies for a UE’s offloaded traffic are sent from the EPC Network to the BBF access network via S9a.

Establishment of S9a for a UE is either done as a result of the UE’s 3GPP-based access authentication, or as a result of S2b/S2c tunnel setup. If neither 3GPP-based access authentication nor tunnel setup is performed, then no policies from the EPC Network can be sent to the BBF access network.

The BBF access network might be pre-configured with policies for a UE.

It is assumed that QoS for a UE’s offloaded traffic is enforced by the BBF access network, based on rules received via S9a from the EPC Network. For the WLAN case, the BBF domain sets a per-flow DSCP marking on each packet. Which BBF entity is perfoming the DSCP marking is out of scope of 3GPP (e.g. BNG).

Editor’s Note: The feasibility of implementing DSCP setting for DL traffic needs to be acknowledged by BBF.

For the WLAN case, DSCP marking on offloaded traffic may be performed by the UE by means of reflective QoS as defined in TS 23.139 section 6.3. In order to protect the Fixed Broadband Network from misbehaving UEs, the Fixed Broadband Network might implement protective measure as outlined in TS 23.139 section 6.3. Additional protective measures might be implementation by the Fixed Broadband Network. All these protective measures are out-of-scope for 3GPP.

Editor’s Note: The feasibility of the implementing protective measures in the Fixed Broadband Network, as a result of introducing reflective QoS also for offloaded traffic needs to be acknowledged by BBF.
A distinction is made between static and dynamic policies. Static policies for a UE are those policies that are known by the EPC Network at the time of UE attachment. Dynamic policies for a UE are those policies that cannot be known by the EPC Network at the time of UE attachment.
The UE may simultaneously have a connection to the HPLMN and a connection to NS-WLAN using the same local IP address. In order to allow the BNG to distinguish and to enforce separated QoS control for EPC routed traffic (tunnelled using SWu, S2c) and for WLAN offload traffic QoS rules send by PCRF shall include in IP filter the destination IP address of the IPsec outer IP header, i.e the ePDG IP address (for S2b and untrusted S2c access) and PDN GW IP address ( for trusted S2c) or the UDP source port for used by IPsec tunnel traffic. . 
* * * End of 1st Change* * * *
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