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Abstract of the contribution:

This contribution proposes dynamic QoS for BBF Fixed Devices.
1. Introduction

Current specification includes:

“-Default QoS for fixed access session during session setup

-Dynamic QoS for 3GPP UE connected to a fixed access

NOTE 2:  “Default QoS for fixed access session” applies to the entire traffic of a fixed access session. Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change”
The above requirements result in applying the some QoS for voice traffic and BE traffic. This is unacceptable for both business reasons and user experience.
Default QoS includes the QCI and Maximum Bit Rate UL/DL

Determining the UL/DL rate requires the PCRF to execute the same process as for dynamic QoS. The PCRF must take into account the BW requirements received from the AF, service type/codec type, the subscriber’s profile, access type and other variables

Proposition:  The PCRF logic and procedures to support dynamic QoS for fixed and WLAN UEs are the same.

PCRF initiated IP CAN Session Modification
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1a. The AF requests QoS resource authorization. The request includes the BW requirements, media type, session priority and other IEs per TS 23.203. 

1b. The SPR notifies the PCRF when the user’s profile changes.

Alternatively, the C PCRF may initiate this procedure based on PCRF internal logic

2. The PCRF makes policy decisions and determines the  QCI, UL/DL max/minimum or constant BW and priority for the service data flow  per section 
3. The PCRF provisions policy rules and event triggers at the BNG for BBF fixed devices  or for 3GPP UE

4.  The PCRF provisions policy rules and event triggers at the PDN GW  for 3GPP UEs per  TS 23.203 for 3GPP UEs

5. The BNG/PEP enforces the policy rules 

5. The BNG communicates with other nodes in BBF access per BBF specifications

NOTE-1: Steps 1-2 are common for 3GPP UEs and fixed devices

NOTE-2: The PCRF may also initiate the IP CAN session modification procedure towards the BNG PCEF when it receives and IP CAN session modification from the PDN GW. This signalling sequence is not shown.

BNG/PCEP or PDN GW PCEF   IP CAN Session Modification
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Figure 7.4.1.3-1 BNG/PCEP IP CAN Session Modification
1 The BNG may receive a trigger due to partial network failure, overload or other BBF specific triggers per BBF specification that are out of scope of 3GPP.
2. The BNG may initiate the session modification procedure based on internal triggers or when event-triggers provisioned by the PCRF   are detected. The message includes the rules impacted.

3.  The PCRF makes policy decisions 

4.  If Gx sessions are impacted by (3) the PCRF initiates the IP CAN session modification request to the PDN GW PCEF per 23.203
5.   The PCRF provisions policy rules at the BNG/PEP

6. The BNG/PEP responds to the session modification request per BBF specifications

7. The PDN GE PCEF sends the IP CAN session modification Ackn.

(Related Contribution:  S2-11xxxx_Gxd Procedures)
2. Proposal 

Include the text below in the TR
7
Building Block III

Editor's Note:
This clause will contain the material related to Building Block III.

7.1
Scenarios

Within Rel-11, the following scenarios will be considered:

-
WLAN S2b: UE connects to WLAN/BBF with traffic routed to ePDG/PDN GW

-
WLAN S2c: UE connects to WLAN/BBF with traffic routed to PDN GW via s2c

-
WLAN S2c (untrusted): UE connects to WLAN/BBF with traffic routed to PDN GW via ePDG and S2c

-
NS-WLAN Offload: UE connects to WLAN/BBF with traffic routed directly from BNG

-
Femto 3GPP routed: H(e)NB connected to BBF with traffic routed to PDN GW
Rel-11 will cover QoS rule provisioning from the PCRF to the BNG for:

-
Dynamic  QoS for fixed access session during session setup
-
Dynamic QoS for 3GPP UE connected to a fixed access

Editor’s note:  Support of 3GPP based charging for the fixed access session is FFS.
NOTE 1: 
The “fixed access session” is an abstraction for the connectivity service in BBF network which is related to one fixed network subscriber, irrespective of access type or technology, e.g. IPoE/IP session  Subscriber Line session, PPPoE session.

.

Editor’s note: The interaction between dynamic QoS for fixed access session and dynamic QoS for 3GPP UE needs to be clarified.

Editor’s Note: The target of the work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Anyway support of access specific parameters will be considered as needed.


7.2.1
Requirements and assumptions

General assumptions:

-
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE or IP Session ) is out of scope of 3GPP.

General architectural assumptions:

-
There is a direct interface between PCRF and BNG.

-
The BNG is the policy enforcement point for QoS in the fixed access.

NOTE 1: 
How the BNG performs  policy enforcement and binding if Gxd sessions with PPPoE or IP sessions in the BBF access is out of scope of 3GPP.

-
More than one access session (e.g. a PPPoE session) can be supported per fixed access line (e.g. RG). 
-
A device connected to the R.G (e.g. VoIP phones) may also initiate an IP session
-
There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.

Architectural assumptions for Default QoS parameters 

-
Default QoS includes the QCI and ARP per TS 23.203 and BBF requirements . 

Editor's Note: Whether additional parameters (e.g. Maximum Bit Rate UL/DL  and Flow Filters) are included in Default QoS is FFS.
-The BNG  shall be able to enforce policies  and to perform the appropriate mapping from QoS parameters it receives from the PCRF  to BBF specific parameters.
7.2.1.1   Gxd Reference Point
The Gxd reference point resides between the BNG PCEF and the PCRF.

The Gxd reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF.

The Gxd reference point enables the signalling of PCC decision and it supports the following functions:

-
Request for PCC decision from PCEF to PCRF;

-
Provision of PCC decision from PCRF to PCEF;

-
Termination of Gx session (corresponding to an IP‑CAN session) by PCEF or PCRF.

A PCC decision consists of zero or more PCC rule(s) and IP‑CAN attributes. 
7.2.1.2   Gating
The BNG PCEP shall support gating control on a per service data flow basis.
7.2.1.3   QoS Support at the Service Data Flow Level
It shall be possible to apply QoS control on a per service data flow basis in the BNG PCEF per TS 23.203 requirements
7.2.1.4 Event-Trigger Provisioning and Detection
The BNG PCEF shall be able to detect event triggers provisioned by the PCRF.

Upon detection of an event the BNG PCEF shall request policy rules re-authorisation from the PCRF.
Editor’s note:  The list of applicable even triggers from TS 23.203 plus additional BBF specific event-triggers is FFS
7.2.1.5   Policy and Charging Control Rule
A PCC decision consists of zero or more PCC rule(s) and IP CAN attributes.
The information contained in a PCC rule is defined in clause 6.3 of TS 23.203.

Editor’s note:  The list of information elements to be deleted and/or added to the PCC rules for BBF access if FFS

7.2.1.5   Charging 

The policy rules sent from the PCFR to the BNG may include charging related information such as charging mode (offline or online), tariff group/charging key and the application charging identifier per TS 23.203 

The BNG shall be able to assign a unique access charge identifier per access session and send it the PRC in response to the message from the PCRF to provision policy and charging rules 
7.4
Procedures for fixed access

Editor’s note: This subclause will identify the requirements and assumptions for convergent Policy and QoS for fixed line session
7.4.1
Provisioning Default QoS for fixed access session

Default QoS is installed in the BNG as part of the access session setup as follows:

1)
Upon RG and subsequent device (e.g.  VoIP phone) activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG for the RG session and device session, as applicable.
NOTE 1:
The previous step is defined by BBF and is out of the scope of 3GPP.

2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF. 

3)
The PCRF sends Default QoS to the BNG.

NOTE 2:
The PCRF may override the QoS received from the BNG / BBF AAA.
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7. IP CAN Session modification Ackn





6. Response 
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6 BBF Signalling 
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