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Abstract of the contribution: This contribution aims at studying whether and how intra and inter trusted WLAN access handovers are supported with unmodified UEs. 
Discussion
SA2#87 report reads “SA WG2 agreed that the aspects of changing from one trusted access to another trusted access should be studied. It was proposed to look at contributions on this at the next meeting”. This contribution discusses if and how intra and inter Trusted WLAN handovers are supported for a UE that accesses EPC via S2a through WLAN.
Intra trusted WLAN access handover

This scenario corresponds to a handover between Access Points within a Trusted WLAN. The internal structure of the WLAN Access Network is out of scope of 3GPP. 
A UE moving to a new AP will execute a new EAP authentication procedure which takes times. Some protocols on the wired side – out of 3GPP scope – allow AP-to-AP enhanced handovers such as CAPWAP [1] and HOKEY [2]. CAPWAP allows a UE to move to a new Wireless Termination Point (WTP) under the same Access Controller (AC) without executing full EAP authentication: the AC caches the MSK from an initial EAP authentication, and uses it to execute a separate four-way handshake with the UE to deliver a new traffic key without derivation of a new session key. CAPWAP does not support inter-AC handovers.
HOKEY provides enhanced handover performances without the WTP/AC hierarchy: it is based on the EAP Re-authentication Protocol (ERP) which uses an extended EAP to natively support fast re-authentication, independent of the EAP method that performed the original authentication. 
As long as a point-to-point link between the UE and the TNSP is established via out of 3GPP scope methods, and as the TNSP still has the MAC and IP addresses allocated to the UE, there are methods for handover between APs even if the UE is connected to EPC via S2a.
These are only examples, which don’t require specific capability support for the UE (CAPWAP and HOKEY are on the wired side), and one can see that handovers under the same TNSP may be supported depending on the capabilities of the WLAN Access Network. 
Inter trusted WLAN handover

This scenario corresponds to a handover between APs that are handled by different Trusted WLANs. When arriving at the new Trusted WLAN, the UE will be forced to execute a full EAP authentication procedure. Because the UE does not send any handover indication or allocated IP address, the attachment to a new Trusted WLAN is always considered as an initial attach i.e. the IP address is not preserved. 
Proposal

It is proposed to add the following new clause to TR 23.852.

7.1.x
Intra and inter trusted WLAN access handovers with unmodified UEs
No specific mechanisms are defined to support AP-to-AP handover; however access to EPC via S2a through WLAN does not preclude intra trusted WLAN handovers with IP address preservation, when supported by procedures out of 3GPP scope.
When a UE accesses EPC via S2a through WLAN, inter trusted WLAN handovers with IP address preservation are not supported.
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