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*** 1st change ***
4.6.1
Proxy‑CSCF

The Proxy‑CSCF (P‑CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs using the mechanism described in the clause "Procedures related to Local CSCF Discovery". The P‑CSCF behaves like a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally or forwards them on. The P‑CSCF shall not modify the Request URI in the SIP INVITE message. The P‑CSCF may behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it may terminate and independently generate SIP transactions.

NOTE 1:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be found in clause 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P‑CSCF is the Rx interface standardised in TS 23.203 [54].

The functions performed by the P‑CSCF are:

-
Forward the SIP register request received from the UE to an entry point determined using the home domain name, as provided by the UE.
-
Forward SIP messages received from the UE to the SIP server (e.g. S‑CSCF) whose name the P‑CSCF has received as a result of the registration procedure.

-
Ensure that the SIP messages received from the UE to the SIP server (e.g. S‑CSCF) contain the correct or up to date information about the access network type currently used by the UE, when the information is available from the access network. Depending on operator policies, the P‑CSCF may insert in any SIP message (request or response) the access network type currently used by the UE, when the information is available from the access network. 
When the UE is detected as an inbound roamer by the visited network, and depending on operator policies, the P-CSCF may as well announce, during the session registration or initiation procedures, information regarding availability of MRB/MRF resources to be allocated to the UE. 
*** Next change ***
4.6.3
Serving‑CSCF

The Serving‑CSCF (S‑CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator's network, different S‑CSCFs may have different functionalities. The functions performed by the S‑CSCF during a session are:

For Registration:

-
May behave as a Registrar as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (e.g. HSS).

-
When a registration request includes an Instance ID with the contact being registered and indicates support for GRUU, the S‑CSCF shall assign a unique P‑GRUU and a new and unique T‑GRUU to the combination of Public User Identity and Instance ID.

-
If a registration request indicates support for GRUU, the S‑CSCF shall return the GRUU set assigned to each currently registered Instance ID.

-
The S‑CSCF shall notify subscribers about registration changes, including the GRUU sets assigned to registered instances.

-
During registration process, the S-CSCF shall provide policy information, if available, for a Public User Identity from the HSS to the P-CSCF and/or UE.

NOTE 1:
For example, the policy information includes MPS IMS Subscription status and policy applicable to enterprise network subscribers.

For Session-related and session-unrelated flows:

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User Identity(s) that are barred for IMS communications after completion of registration, as described in clause 5.2.1.

-
May behave as a Proxy Server as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation.

-
May behave as a User Agent as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Based on the determined served user, handle interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
For an originating endpoint (i.e. the originating user/UE, or originating AS)

-
Obtain from a database the Address of the entry point for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of a different network operator, and forward the SIP request or response to that entry point.


If a GRUU is received as the contact, ensures that the Public User Identity of the served user in the request and the Public User Identity encapsulated in the P‑GRUU or associated with the T‑GRUU belongs to the same service profile.

-
When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the originating user is a customer of the same network operator, forward the SIP request or response to an I‑CSCF within the operator's network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
-
Ensure the originating end point is subscribed to the determined IMS communication service.

-
Ensure that the content of the SIP request or response (e.g. value included in Content-Type SIP header, media lines included in SDP) sent or received by the originating endpoint matches the determined IMS communication service definition, based on originating user's subscription.

-
When the INVITE message includes an MPS code or an MPS input string, forward the INVITE, including the Service User's priority level if available.

-
When an MPS user is authorized by an AS for priority service, include the Service User's priority level received from the AS in the INVITE and forward the INVITE.

NOTE 2: The mechanism to provide authorisation by an AS for priority service is out of scope of this specification.

-
If the request is an originating request from an Application Server:

-
Verify that the request coming from the AS is an originating request, determine the served user and apply procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc.).

-
Process and proceed with the request even if the served user on whose behalf the AS had generated the request is unregistered. If the served user is unregistered, the S‑CSCF shall execute any unregistered origination service logic on behalf of the served user before forwarding requests from an AS.

-
Process and proceed with other requests to and from the served user on whose behalf the AS had generated the request.

-
Reflect in the charging information that an AS has initiated the session on behalf of a served user.
-
For a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P‑CSCF.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, if the user is to receive the incoming session via the CS domain.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
-
Ensure the terminating end point is subscribed to the determined IMS communication service.

-
Ensure that the content of SIP request or response (e.g. value included in Content-Type SIP header, media lines included in SDP) sent or received by the destination end point matches the determined IMS communication service definition, based on terminating user's subscription.

-
If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and capability matching as specified in IETF RFC 3312 [41].
-
For an originating request with a Request URI containing the SIP representation of an E.164 number, and configured per operator policy:

-
the S‑CSCF attempts translation of the E.164 address in the SIP URI to a globally routable SIP URI using the procedures specified in clause 4.3.5. As stated in clause 4.3.5, if the E.164 address translation fails, the request may be forwarded to a BGCF to allow routing to the PSTN and if the translation succeeds, the Request URI is updated and the request is routed based on the SIP URI that was obtained.

NOTE 3:
When requests are sent towards another domain they may, if required, be routed via a local network exit point (IBCF), which will then forward the request to the entry point of the other domain. More details on this can be found in clause 4.14 and Annex I.

If resources have been announced by the visited PLMN, for an inbound roamer, S-CSCF will use this information in order to determine whether requests towards other domains are to be sent.

*** Next change ***
4.7
Multimedia Resource Function

The architecture concerning the Multimedia Resource Function is presented in Figure 4.7 below.
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Figure 4.7: Architecture of MRF

The MRF is split into Multimedia Resource Function Controller (MRFC) and Multimedia Resource Function Processor (MRFP).

Tasks of the MRFC are the following:

-
Control the media stream resources in the MRFP.

-
Interpret information coming from an AS and S‑CSCF (e.g. session identifier) and control MRFP accordingly.

-
Generate of CDRs.

Tasks of the MRFP include the following:

-
Control of the bearer on the Mb reference point.

-
Provide resources to be controlled by the MRFC.

-
Mixing of incoming media streams (e.g. for multiple parties).

-
Media stream source (for multimedia announcements).

-
Media stream processing (e.g. audio transcoding, media analysis).

-
Floor Control (i.e. manage access rights to shared resources in a conferencing environment).

Tasks of an Application Server with regards to MRF are e.g. the following:

-
Conference booking and management of booking information (e.g. start time, duration, list of participants)

The protocol used for the Mr and Mr′ reference points is SIP (as defined by IETF RFC 3261 [12], other relevant IETF RFCs, and additional enhancements introduced to support 3GPP´s needs).

The Cr reference point allows interaction between an Application Server and an MRFC for media control. Further information on the Cr reference point is provided in TS 23.218 [71].

The Mp reference point allows an MRFC to control media stream resources provided by an MRFP.

The Mp reference point has the following properties:

-
Full compliance with the H.248 standard.

-
Open architecture where extensions (packages) definition work on the interface may be carried out.

The protocol for the Mp reference point is described in TS 29.333 [59].

The MRF normally resides in the HPLMN, however, in certain scenarios it may be allocated by the VPLMN, i.e. for inbound roamers in order to avoid home routing. 

In case of MRF is placed in the VPLMN, information related to the availability of MRF resources may be announced to the HPLMN at session initiation. If MRF resources are to be assigned/identified by an MRB, the VPLMN shall not announce any MRF availability. For more information on the mode of operations see next subclause and TS 23.218 [71].

4.7a
Media Resource Broker

The MRB supports the sharing of a pool of heterogeneous MRF resources by multiple heterogeneous applications. The MRB assigns (and later releases) specific suitable MRF resources to calls as requested by the consuming applications, based on MRF attributes specified by the applications as well as other criteria. For more information see TS 23.218 [71].

The MRB normally resides in the HPLMN, however, in certain scenarios it may be allocated by the VPLMN, i.e. for inbound roamers in order to avoid home routing. 

In case of MRB placed in the VPLMN, information related to the availability of an MRB may be  announced at session initiation and, under control of the HPLMN, it shall assign (In-Line mode) or identify (Query mode) specific suitable MRF resources in the visited network. For more information on the mode of operations see TS 23.218 [71].

*** Next change ***
5.6.1
(MO#1) Mobile origination, roaming

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P‑CSCF via the CSCF discovery procedure described in clause 5.1.1. The home network advertises the S‑CSCF as the entry point from the visited network.

When registration is complete, P‑CSCF knows the name/address of the next hop in the signalling path toward the serving‑CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1.
UE sends the SIP INVITE request, containing an initial SDP, to the P‑CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2.
P‑CSCF remembers (from the registration procedure) the next hop CSCF for this UE.


This next hop is either the S‑CSCF that is serving the visiting UE.


P-CSCF determines whether the INVITE message requires priority handling based on user profile stored during the registration procedure and/or the priority requested by the user and/or MPS code/identifier included in the INVITE message. If the session is determined to require priority handling, then P-CSCF inserts/replaces the priority indication and forwards the INVITE to the S-CSCF.
In scenarios where optimal media routing may be possible, and the visited network may allocate media resources for the current roaming user, P-CSCF may as well announce the availability of MRB/MRF resources that may be assigned to the user if subsequent optimal routing scenarios are decided by the home network. The P-CSCF may signal availability of one MRF or a list of them, depending on the service being invoked.
3.
S‑CSCF validates the service profile.If a GRUU is received as the contact, ensures that the Public User Identity of the served user in the request and the Public User Identity associated with the GRUU belongs to the same service profile. If media resources were signalled by the visited network, the S-CSCF shall preserve this information to be used together with the service logic for the roaming user. Then, S-CSCF invokes any origination service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP URI representation of an E.164 address then the procedure specified in clause 4.3.5.3 applies.

4.
S‑CSCF forwards the request, as specified by the S-S procedures. When the INVITE message includes priority indication, the S-CSCF forwards the INVITE, including the Service User's priority level if available.
*** Next change ***
5.14.2
Service control based interactions between the MRFC and the AS

The MRFC/MRFP resources may also be used, based on service control in an IMS, for services such as multiparty sessions, announcements or transcoding. In this case an Application Server interacts with an MRFC. Session control messages are exchanged between the AS and the MRFC.

There are two approaches for the AS to control the sessions. In the first, the AS uses 3rd party call control. The second approach uses the SIP REFER method.

In either case, the appropriate service in the AS would be triggered by a UE initiated SIP message containing information indicating the specific capabilities desired. This session invitation would also carry additional information indicating the specific capabilities (e.g., multi-party). A conference ID would be assigned by the MRFC and would be used by the AS in subsequent interactions with the MRFC in INVITE messages connecting other endpoints.

3rd party call control can also be used to invoke announcement and transcoding services. That is, the AS will send an INVITE to the MRFC with an indication of the capability being requested and with additional information related to the specific service such as identification of the announcement to be played or identification of the specific transcoding requirements.
MRFC/MRFP resources may be as well offered by a visited network to an inbound roamer to handle services like conferencing or tones/announcements insertion. In such a case, the AS in the home is informed about the availability of MRF resources (either directly or via an MRB) to be allocated by the visited network when service logic is applied by S-CSCF. 
5.14.3
Interactions for services using both the Ut interface and MRFC capabilities

Network services hosted on an AS and configurable by the user via the Ut interface may also use the capabilities provided by the MRFC. For this case, the AS either supports MRFC capabilities, or communicates with an MRFC.

Communications across the Ut interface between the UE and the AS allow the UE to securely manage and configure data for such services (e.g. conference type services). Means for the AS to propagate this management and configuration information to the MRFC is not standardized in this Release.
5.14.4
Transcoding services involving the MRFC/MRFP

Network services involving MRFC and MRFP are not limited to conferencing and announcements, but also involve transcoding support for interworking between IMSs or inter-domain sessions, and intra-domain sessions between access technologies supported in an IMS (e.g. wireline wireless interworking, or interworking with non-3GPP wireless technologies).

The MRFC and MRFP act as transcoding entity in an IMS solving media encoding mismatches due to codec selection between operator networks, as well as to deal with encoding formats in a converged service environment. Service requests sent to the MRFC shall contain sufficient information to associate the systems that require media transcoding, and also for reservation of resources required at the MRFP. The MRFC shall always grant the requests from the control plane, unless there is a lack of resources. Media transcoding support based on MRFC/MRFP shall support the offer/answer procedure as defined in IETF RFC 3264 [72].
Allocation of MRFC/MRFP for transcoding in the visited network, is not standardized in this Release.
Additional description of transcoding support involving the MRFC/MRFP is provided in Annex P.

*** End of changes ***
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