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Abstract of the contribution: In this paper proposes the 4-layer protocol stack for the T5a/b and discusses a protocol selection for the MTC triggering.
1. Introduction

In the TR 23.888, the architecture for the MTC triggering is somehow defined, but the protocol stacks for the T5a/b  are open. In this paper, the layers of the protocol stack are discussed and the relationship of the UE-ID and the layers of protocol are given, then the detailed information for the protocol selection is provided, and the figure of the protocol stacks is proposed for the MTC TS.
2. T5a/T5b  Protocol Stack 
The T5a/b protocol stack assumes the following 4-layer since most of interfaces in the EPC also have the same layer model of protocol stacks:
1) Network Layer
2) Transport Layer
3) Session Layer
4) Application Layer
The layers below the Network Layer do not need to be discussed here.
The T5a/T5b protocol stack is shown in the Figure 1, and we list all the potential protocol candidates for each layer in the Figure 1.
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Figure 1 T5a/T5b Protocol Stack
The T5a/b reference point is per device and shall support multiple simultaneous UE transactions at the same time. After receiving a Request/Response message for a UE, in order to efficiently identify the UE Context in the MME/SGSN/MTC-IWF, Therefore the UE is only identified in one layer, i.e. if one layer includes the UE-ID, other layers should not include any ID which can be used to identify the UE.
3. Protocol Selection for T5a/T5b Protocol Stacks
3.1 Network Layer for the for T5a/T5b 

For the Network Layer, there are two alternatives. IP instead of legacy SS7 should be selected for Release-11.
Conclusion 1: IP is used for the Network Layer of the T5a/T5b reference point.
3.2 Application Layer for the for T5a/T5b

The MTC-Server can initiate triggers to multiple MTC-UEs at the same time, if the UE ID is included in the application layer, after receiving the trigger message, the SGSN/MME needs to analyse the content of the message to derive the addressed UE. For this the SGSN/MME needs to know the application message structure. This is not preferred as it will limit the scalability and application of MTC trigger architecture. So we prefer there is no UE-ID in the application layer, at least no need for the MME/SGSN to analyze it.
Preferably structure and content of the application layer message shall kept open to application. In Rel-11, only SMS should be supported as application.  
Conclusion 2: No UE-ID is encoded in the Application Layer of the T5a/T5b reference point. The supported application is SMS.
3.3 Session Layer for the for T5a/T5b
There are some alternatives for the Session Layer, HTTP is a C/S (Client/Server)-based and stateless protocol, and HTTP is an UNI protocol and the T5a/T5b needs a NNI protocol. HTTP allows the HTTP client to request the executing results from the HTTP server (e.g. retrieve the web page from the server), but it is hard for the server to proactively request or notify the client to performance an action. i.e. it is very easy for the MTC-IWF which is a HTTP client to use the HTTP to ask the MME/SGSN which is the HTTP Server to trigger the UE. The MME/SGSN also needs to confirm the trigger delivery to the IWF. But it is inconvenient for the MME/SGSN to use the same HTTP trigger session to report that the trigger is delivered to the UE if the trigger is delayed because of re-paging. It seems that SIP, Diameter and GTP are suitable. Diameter is better for transporting AAA related messages and usually it is used to deliver pre-defined attributes. If Diameter is used to transport the trigger message, new attributes must be defined in related Diameter protocol, which needs to be defined both in 3GPP and IETF. It is clear that the Diameter does not have good scalability. And GTP has the same needs: a new IE (Information Element) would need to be defined for a trigger message IE. The Diameter needs the reliable transport Layer, i.e. the UDP can’t be used to transport the Diameter message, this is one disadvantage of the Diameter.
SIP message, e.g. SIP MESSAGE, can transparently deliver the trigger message without changing the SIP-related protocol. So the SIP has a good scalability and is also future-proof. It can be used for other future applications instead of only trigger. It could be also used for an IP-friendly transport of normal SMS. The UE-ID is encoded into SIP URI, which easily enables SMS/triggering without MSISDN. UDP, TCP, SCTP or TLS over TCP can be used as the transport layer of the SIP.
Encapsulation of an SMS in SIP messages is already defined for IMS. Also interworking scenarios are already considered. There is a good amount of functionality that may be reused.
Both Diameter and SIP also support roaming and roaming route control.
Based on above comparison, we prefer to use SIP and the SIP-URI in T5a/b to indicate internal or external UE ID.
Conclusion 3: SIP is used for the Session Layer of the T5a/T5b reference point and there is one to one mapping between the UE ID and the SIP-URI in T5a/b reference points.
3.4 Transport Layer for the for T5a/T5b
After the UE-ID is encoded in the Session layer, there is no need to use per UE transport layer protocol. i.e. TCP, UDP, SCTP or TLS over TCP can be per entity/node instead of per UE. Because there are multiple simultaneous trigger messages at the same time, the TCP and TLS over TCP is not suitable because of block of header problem. So SCTP is better to support multiple simultaneous trigger and support IP switching than UDP, if one IP/IP path does not work well. UDP lacks a Heart-Beat mechanism to ensure the reliability of the UDP path, e.g. UDP is used as the transport layer for the GTP protocol and GTP defines the “Echo Request/Echo Response” message, a heartbeat mechanism, to check the reliability of the UDP transport path. SIP/UDP is used by many SIP applications, the SIP applications use the re-transmit method to ensure the reliability, but this method increases the complexity of the MTC Server/MME/SGSN/MTC-IWF.
Conclusion 4: SCTP is used for the Transport Layer of the T5a/T5b reference point.
4. T5 and MTCsp Protocol Stack
Based on the above conclusions, we proposed the following protocol stacks in the Figure 2 for the T5a/b and MTCsp reference points:
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Legend:

-
On the T5a/T5b reference point, SCTP is described in RFC 4960 and SIP is described in RFC 3261 and SIP-related RFCs.

-
On the MTCsp reference Point, the protocols for the Session Layer and Transport Layer are FFS.

Figure 2: Protocol Stacks for the T5a/T5b and MTCsp for MTC Triggering
5. Proposed Text for the TS23.mtc

It is proposed to adopt the following changes into TS 23.mtc.
Begin of Changes
x.y
Protocol Stacks

x.y.z
MTC triggering via MTCsp
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Legend:

-
On the T5a/T5b reference point, SCTP is described in RFC 4960 and SIP is described in RFC 3261 and SIP-related RFCs.

-
On the MTCsp reference Point, the protocols for the Session Layer and Transport Layer are FFS. 

Figure x.y.z-n: Protocol Stacks for MTC triggering via MTCsp

End of Changes
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