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Introduction
TR 23.842 now contains a set of solutions from which SA2 can construct a solution to the requirements identified in clause 5. The evaluation table in clause 7 provides a detailed analysis of these solutions, including their advantages and drawbacks. The general opinion at SA2#87 (Jeju Island) was that no single solution could be applied to address all the requirements and so the next step for SA2 is to identify which solutions should be used in which scenarios, and how the network can decide which procedures to use.

Ericsson contribution S2-114269 contained the following table showing when NPLI is required in various scenarios: -
	 
	Session Initiation  (Offer)
	Session Response   (Offer Response)

	Lawful Interception (LI)
	If available
	Must

	Data Retention (DR)
	If available
	Must

	Charging
	If available (but might be a “must” for on-line charging)
	Must

	Emergency
	Must
	-

	Routing Localized Services
	Must
	-

	Location Based Service Triggering
	Must
	-


This paper examines the assumptions in this table and proposes some conclusions for moving the NetLoc work forward.

Origination scenarios

An inevitable consequence of obtaining the NPLI for session initiation is that there will be some additional session setup time, regardless of the solution chosen.

For emergency sessions, 23.167 already defines that the LRF can be used to obtain the UE’s location (ie the NPLI can be obtained via these means). The LRF can also include a Routing Determination Function to determine routing information (it provides this to the E-CSCF.  For networks where the LRF is used there is no need to add any additional location retrieval functionality. For networks without an LRF, if location information is required for routing of emergency sessions, the NPLI will be required at session initiation. We recommend that to avoid specifying new emergency call functionality, the existing architecture and procedures in 23.167 are used.
For the last two items in the table, although in some circumstances there a will be a requirement that the NPLI “must” be retrieved for the session initiation, in other cases the UPLI can be used. Therefore it should be possible for a decision to be taken by the network regarding whether to invoke procedures to obtain the NPLI, or not. The entity making this decision needs to be identified. There is a requirement that roaming scenarios shall be supported, that the NPLI will need to be provided to IMS entities in the VPLMN, and that the NPLI might be required to be passed between networks. Thus in roaming scenarios it would appear that the P-CSCF must decide whether or not to obtain the NPLI. The decision will have one of the following outcomes: -
· The NPLI needs to be obtained, and must be obtained before sending on the INVITE

· The NPLI needs to be obtained, but can be inserted in the response
· The NPLI is not needed. Either the UPLI is sufficient, or another entity will obtain the NPLI
An Application Server can also decide whether to retrieve the NPLI. This would allow use of the HSS-based solution for obtaining the NPLI, which has some advantages in terms of impact on the system. However, if there is a requirement that the NPLI needs to be used when determining which AS’s to invoke, it seems preferable that the P-CSCF should retrieve the NPLI (again, based on local policies). This is because the first AS invoked would need to obtain the NPLI even though the AS might not have any need for the NPLI, and any re-ordering of the AS’s would require that a different AS retrieves the NPLI. It could be left as an implementation option for the decision to be made by the first AS. If the P-CSCF has already obtained the NPLI and inserted it in the PANI then the AS knows not to retrieve an NPLI.
Origination scenario conclusions: -
P-CSCF functionality
· For emergency sessions the P-CSCF only needs to retrieve the NPLI if the network doesn’t support an LRF.
· The P-CSCF is responsible, as defined in 23.167, for identifying that the session is an emergency session.
· For other sessions, the P-CSCF should retrieve the NPLI, if there is an (H)PLMN policy to do so. The policy can depend on a number of factors. 

· HPLMN identity

· Service-related information in the INVITE

· Whether it is necessary that the NPLI should be obtained before sending on the INVITE. (For example, it could be left to the AS to retrieve the NPLI, or the UPLI could be sufficient for processing the INVITE.) 
· Note that if it is left to the AS, in a roaming scenario there would need to be agreements in place that the HSS can obtain the location information from the serving network
· Note also that One issue with P-CSCF and AS policies for obtaining the NPLI. If the P-CSCF policy was to obtain the NPLI in time for the response the AS policies would need to be aligned with this
AS

· Depending on operator policy, and if the NPLI isn’t already present, the AS can query the HSS for the NPLI.
MSC Server

· Adds NPLI for ICS scenarios. 
IBCF decision required

· Remove the NPLI and/or UPLI if required.
Termination scenarios

In the case of session initiation towards a UE (ie the terminating case) the NPLI can only be obtained before service logic if paging is performed. The decision to do this would need to be taken by a terminating AS, since the P-CSCF has yet to be routed to. As pointed out in Ericsson’s conclusions contribution to the last meeting, this is an additional overhead, and so should only be considered if it is essential to know the NPLI before service logic is invoked. In addition, if HSS procedures are used, then agreements must be in place between operators, for roaming scenarios. 
For the PCC-based solutions the NPLI is obtained after the UE is paged. The P-CSCF will need to decide whether to retrieve the NPLI. It can do this when the SIP session INVITE arrives and can perform the procedures in parallel with sending the INVITE towards the UE. The NPLI can then be inserted in the SIP response.
Termination scenario conclusions: -

P-CSCF functionality
· The P-CSCF should retrieve the NPLI if there is an (H)PLMN) policy to do so. The policy can depend on a number of factors. 

· HPLMN identity

· Service-related information in the INVITE

· Whether there is a policy, per (H)PLMN, that the NPLI should be obtained to be inserted in the response message (since it might be considered sufficient to use the UPLI). It could be operator policy for the AS to retrieve the NPLI before sending on the INVITE for some services, as described below.
AS

· Depending on operator policy (for example that the NPLI is needed before invoking service logic) an AS may query the HSS for the NPLI.  However in a roaming scenario there would need to be agreements in place that the HSS can obtain the location information from the serving network.
MSC Server

· Adds NPLI for ICS scenarios. 
IBCF decision required

· Remove the NPLI and/or UPLI (from the SIP response message) if required.
PCC-based NPLI solution

For the reasons argued in an ALU contribution to the last SA2 meeting, we believe it is preferable to use an on-demand solution such as that described in clause 6.4.4 of the TR.
Handling the UPLI

The UE provides the UPLI in SIP messages sent towards the network. This is contained in the P-Access-Network-Info, and is marked as not being network-provided. There is no reason to remove the UPLI, and if the NPLI is obtained, both should be carried in the SIP message and both can be used for charging and data retention purposes. It is an operator option whether to require the NPLI for other functionality, or whether the UPLI can be used.
Conclusion

Based on the above analysis, we draw the following main conclusions: -

· For networks where the LRF is used there is no need to add any additional location retrieval functionality. Where the LRF is not used then the P-CSCF can decide to retrieve the NPLI. (But, ALU recommend that to avoid specifying new emergency call functionality, the existing architecture and procedures in 23.167 are used.)
· The P-CSCF decides whether to obtain the NPLI, and whether the NPLI is needed at session initiation, or whether it can be provided in subsequent responses. The P-CSCF should retrieve the NPLI if there is a policy to do so. The policy can depend on a number of factors. 

· HPLMN identity

· Service-related information in the INVITE

· Whether it is necessary that the NPLI should be obtained before sending on the INVITE. (For example, it could be left to the AS to retrieve the NPLI, or the UPLI could be sufficient for processing the INVITE.) 

· In termination scenarios, the NPLI should be inserted in the SIP response message. It is an implementation option whether to obtain the location before invoking service logic. For example, an AS could query the HSS for the NPLI.
· It is preferable to use a PCC-based, on-demand solution such as that described in clause 6.4.4 of the TR.
· Both the NPLI and UPLI should be carried in SIP messages and used for charging and data retention purposes.
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