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Abstract of the contribution: For Solution 2 without UE impact, this document proposes to clarify the descriptions about Other procedures and proposes some editorial changes.
Discussion
Section 7.1.1.3 <Without-UE-impact procedures except Initial Attach> for L3 trigger Solution of TR 23.852 has the following descriptions:

· PDN GW Initiated Bearer Modification and HSS Initiated Subscribed QoS Modification procedures may be used to modify the default and dedicated bearer but correspond to no signalling over Trusted WLAN’s airlink.
· The dedicated bearer activation procedure may be used to activate the dedicate bearer in S2a but correspond to no signalling over Trusted WLAN’s airlink.
It is considered that the following descriptions for Solution 2 is not correct, since 6.1.3.4 <Dedicated bearer activation with GTP on S2a> and 6.1.3.5 < Network-initiated S2a bearer modification with GTP on S2a > should also be supported in Solution 2:
Other procedures defined for the generic Trusted Non-3GPP IP Access in subclause 6.1.3.3, 6.1.3.4, 6.1.3.5, 6.1.3.6, and 6.1.3.7 are not supported by the Trusted Non-3GPP WLAN Access without impact on the UE.
So it is proposed that the other procedures for Solution 2 should refer to the corresponding parts of Solution 1.
Some editorial changes for Solution 2 are also proposed.
Proposal
Proposed changes to TR 23.852:
* * * * Start of CHANGE * * * *
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* * * * NEXT CHANGE * * * *

7.1.2.0
General

This solution is based on the S2a bearer creation and deletion between a Trusted Non-3GPP WLAN Access and the 3GPP Home Network be driven by the AAA signalling between these two. A key difference to the solution described in clause 7.1.1 is that this solution uses EAP and AAA signalling to trigger establishment of the S2a session, while the solution in clause 7.1.1 uses L3 messages to trigger the S2a session. The interfaces towards EPC (STa and S2a) do not differ between the solutions. 

NOTE:
Although the solution is described for a GTP-based S2a, it would equally apply to a PMIP-based system were the GTP signalling be replaced by the corresponding PMIP signalling (i.e, Create Session Request replaced by Proxy Binding Update, and Create Session Reply replaced by Proxy Binding Acknowledgement, as well as the corresponding BBERF procedures between Trusted WLAN Access Gateway and PCRF). 
* * * * NEXT CHANGE * * * *

7.1.2.2
Network elements

7.1.2.2.1
UE

For the purpose of accessing a Trusted Non-3GPP WLAN Access the UE is assumed to be unmodified and has the following standard functions:

-
WLAN Access Network authentication based on EAP methods.

-
Configure an IP address on the WLAN using the relevant IETF standards, depending on the specific WLAN deployment:

· For IP version 4: DHCP as per IETF RFC 2131. Optionally, Detecting Network Attachment in IPv4 (DNAv4) as per IETF RFC 4436.
· For IP version 6: Stateless Address Autoconfiguration (SLAAC) as per IETF RFC 4861, and optionally stateless DHCPv6 as per IETF RFC 3736[x]. Optionally, Detecting Network Attachment in IPv6 (DNAv6) as per IETF RFC 6059.
* * * * NEXT CHANGE * * * *

7.1.2.4.1
Initial Attach to Trusted Non-3GPP WLAN Access procedure
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Figure 7.1.2.4.1-1: Initial attach to Trusted Non-3GPP WLAN Access
The procedure for Initial Attach to Trusted Non-3GPP WLAN Access is represented in Figure 7.1.2.4.1-1 and described below. It is based on the generic Initial Attach to Trusted Non-3GPP Access procedure described in subclause 6.1.3.1. with the following differences: 
· At step 2, the following additions apply:

· The HSS/AAA provides to the Trusted Non-3GPP WLAN Access the APN to which the UE will be attached. in the subscription data. PDN type is indicated from HSS in this step.
· The mutual authentication between the UE and the EPC as defined in TS 23.402 [3] section 4.9.1 is carried as per IEEE 802.11 specifications through the Trusted Non-3GPP WLAN Access.
· At reception of the EAP Success, the Trusted WLAN AAA Proxy buffers it and notifies the Trusted WLAN Access Gateway of the layer 2 attach of the UE and provides MAC address and IMSI of the UE as depicted in step 2b. 
· At step 5, after the Trusted WLAN AAA Proxy informs of layer 2 attach of the UE, the Trusted WLAN Access Gateway selects the APN as per the subscription data received in step 2 and send Create Session Request to the PDN GW with the PDN type.
· At step 8, After allocating an IPv6 prefix and/or an IPv4 address to the UE, the PDN GW sends Create Session Response to the Trusted WLAN Access Gateway. Deferred IPv4 address allocation may be used.
· At step 9b, the Trusted WLAN Access Gateway notifies the Trusted Non-3GPP Access AAA Proxy of successful GTP tunnel establishment, and provides the necessary parameters for establishment of a point-to-point link towards the UE through the WLAN Access Network.

· At step 9c, the Trusted WLAN AAA Proxy delivers the buffered EAP success to the WLAN Access Network together with the necessary parameters for establishment of a point-to-point link between the UE and the Trusted WLAN Access Gateway. On receiving this, the WLAN Access Network configures the point-to-point link adequately and informs the UE of EAP success.

-
At step 11, after the UE is associated and authenticated with the WLAN Access Network, the UE performs IP layer configuration with the Trusted WLAN Access Gateway acting as the default router as per standard IETF procedures [9] [12] [13] [14][x].
* * * *Next CHANGE * * * *

7.1.2.4.4
Other procedures
Other procedures defined for the generic Trusted Non-3GPP IP Access refer to clause 7.1.1.3 descriptions.
* * * *END OF CHANGES* * * *
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