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1.
Introduction

3GPP SA2 would like inform BBF that SA2 has made progress on Building Blocks II and III of the work item for 3GPP-BBF interworking. In the work on solutions for the Building Blocks SA2 has made certain assumptions and come up with questions about functionality of the BBF network. 

It is the purpose of this LS to provide information to BBF on the assumptions that have been made so far. 3GPP will be pleased to provide further information and clarification during the joint workshop in November. 3GPP SA2 looks forward to a fruitful discussion on these and other topics at the workshop.
2. 
Overall Description
2.1
Building Block II
Building Block II covers Policy and QoS interworking between 3GPP and BBF architectures when WLAN is being used by a 3GPP UE (i.e. terminal) and traffic is offloaded in the local wireline network.

3GPP SA2 considers that the 3GPP-BBF interworking includes in BB2 three scenarios:

A) The 3GPP UE accesses services in the 3GPP operator domain (e.g. IMS network) via BNG in BBF domain or
B) The 3GPP UE accesses services provided by the BBF operator (e.g. local service) via BNG in the BBF domain or

C) The 3GPP UE accesses services in internet, e.g. facebook or youtube.
Those scenarios are documented in S2-114464. 
In all scenarios above, the service information is provided to the PCRF that generates QoS Rules containing information on how to detect and classify IP packets for the purpose of QoS treatment in the BBF domain. The QoS treatment is based on DSCP marking. In order to achieve correct DSCP marking a number of assumptions on the BBF domain are made:

· In the DL direction, the BNG sets the DL DSCP marking based on the QoS Information received over R interface.

· In the UL direction, as in Building Block 1, the RG may honour the DSCP marking set by the 3GPP UE. 
In all scenarios above, it is assumed that the Application Function (AF) (scenarios A.B) or the Traffic Detection Function (scenario C) have the UE local IP address which identifies the BBF domain but not the HPLMN where the PCRF is placed. Therefore in order to find the PCRF in the HPLMN the relation between the UE local IP address assigned for the UE and the PCRF that generates QoS Rules should be available in the BBF domain. The BPCF knows the relation IMSI, the UE local IP address and entry point of the EPC domain that was introduced in Building Block 1, that can be still used in Building Block 2 to find the correct PCRF. 
However this becomes much more complex with NATed RG where a UE local IP address may be shared by multiple UEs, in addition each UE may in principle be assigned multiple IP addresses. The BPCF should know the relation between the IMSI and possible IP addresses and port ranges.

Proposals have been discussed by SA2 to provide the UE local IP addresses and the port ranges during the 3GPP Access authentication procedure. This solution could not be agreed since it places requirements on operator-managed RGs to support 3GPP access authentication and simpler solution may need to be investigated before having a final conclusion.

· Question to BBF:  SA2 would like to know the possible mechanisms to provide the local UE IP address(es) and the port range allocated by the NATed RG for the UE to the BPCF.

In particular, for scenario C, the traffic subject to packet inspection shall be routed via the TDF and traffic that is not subject to packet inspection bypasses the TDF.  In order to perform correct routing of traffic, the assumption on the BBF domain is that the BNG can route offloaded traffic from a 3GPP UE only to a given destination via the TDF given that fixed device can also send/receive traffic to the same destination.
In all scenarios above, it is assumed that the PCRF receives service information that contains the service identification, optionally the service characteristics (requested bandwidth) and the IP flow descriptors. In order to provide the PCRF the service information, it is assumed that that the BPCF sends the service information to the PCRF (either proxy or map it into the format PCRF understands).
Additional considerations for the QoS interworking solution to work:

In order to prevent the UE to take more resources than authorized by subscription, some measurements needs to be taken in the BBF network for the traffic that is offloaded in the BNG. The assumption in the BBF is that the BNG may have rules limiting the traffic to a certain maximum bandwidth received from EPC. It is assumed that the BNG enforces UE bandwidth limitation based on the information (including QoS rules) received over R interface. These rules will be per UE and IP Flow basis. 

3. 
Building Block 3. Converged PCRF

Building Block III covers Policy and QoS convergence between 3GPP and BBF architectures. 3GPP SA2 considers the following scenarios in the scope of this Release:

· A 3GPP UE connected to WLAN/BBF with traffic routed to ePDG/PDN GW via s2b reference point

· A 3GPP UE connected to WLAN/BBF with traffic routed to PDN GW via s2c reference point (trusted s2c)

· A 3GPP UE connected to WLAN/BBF with traffic routed to PDN GW via ePDG and s2c reference point (untrusted s2c)

· A 3GPP UE connected to WLAN/BBF with traffic routed directly from BNG, as in Building Block 2 scenario.

· the Femto 3GPP scenario, when a H(e)NB is connected to a BBF with the traffic of 3GPP UE routed to PDN GW. Is considered with lower priority. 

Within the Rel-11 timeframe 3GPP SA2 will also cover QoS rule provisioning from the PCRF to the BNG for:

· Default QoS for fixed access session

· Dynamic QoS for 3GPP UE connected to a fixed access

For the scope of the work 3GPP SA2 has defined the Fixed access session as  an abstraction for the connectivity service in BBF network which is related to one  fixed network subscriber, irrespective of access type or technology, e.g. IPoE Subscriber Line session, PPPoE session.

Question to BBF:  SA2 would like to have feedback on proposed definition for Fixed access session.

In the context of BB3 the “Default QoS for fixed access session” applies to the entire traffic of a fixed access session. Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change.

Question to BBF:  SA2 would like to have know if the concept of Default-QoS is currently defined for BBF network. In case that it is supported, SA2 would like to have a more information on the procedures supported for the provision of Default QoS.

3GPP SA2 has identified the following topics for further study:

· The definition of support for dynamic QoS for fixed access session

· Support of 3GPP based charging for the fixed access session
· The interaction between Default QoS for fixed access session and dynamic QoS for 3GPP UE 

3GPP will study and define the set of parameters sent by PCRF to the BNG for the provision of default QoS for the fixed access session. Such parameters will be anyway checked with BBF.. 

For the definition of the convergent architecture is assumed that:

· There is a direct interface between PCRF and BNG.

· The BNG is the policy enforcement point for QoS in the fixed access.
NOTE 1: 
How the BNG performs QoS enforcement in the BBF access is out of scope of 3GPP.

· More than one access session (e.g. a PPPoE session) can be supported per fixed access line. 

· There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.

For the scenario of the “Default QoS for fixed access session” 3GPP SA” assumed that :

· Default QoS applies per fixed access session.

· Default QoS includes the QCI and Maximum Bit Rate UL/DL.  Whether additional parameters (e.g. ARP and Flow Filters) are included in Default QoS is for further study.

· The BNG is able to enforce the Default QoS and to perform the appropriate mapping from Default QoS to BBF specific parameters.

Question to BBF:  SA2 would like to have feedback on the above assumptions.

The procedure for provisioning Default QoS for fixed access session in the BNG as part of the access session setup has been proposed:

1. Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG. This step is out of the scope of 3GPP.

2. Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF. 

3. The PCRF sends Default QoS to the BNG.

NOTE :
The PCRF may override the QoS received from the BNG / BBF AAA.

Question to BBF:  3GPP SA2 would like to have feedback on the above procedure and to references to the procedure or indication of other alternative procedure, if defined.

Based on the above assumptions and principle 3GPP SA2 has defined the reference architectures for convergent scenario defined above shown in document S2-114696.

4. 
Actions:

ACTION: 
3GPP SA2 kindly requests BBF to provide feedback on the feasibility of these assumptions and reply to the questions above.
3. Date of Next 3GPP SA2 Meetings:

TSG SA2 Meeting #88
14-18 Nov. 2011    San Francisco, USA

TSG SA2 Meeting #89
  6-10 Feb. 2011    USA, USA

