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Abstract of the contribution: This contribution discusses the issues related to SMS based trigger solution and their role for MTC device triggering. Consideration for validity time for SMS based trigger is proposed.
Discussion

The interim conclusion about trigger request in TR23.888 clause 5.8.2 states: 
“shall allow for providing a validity or life time that indicates how long the network should store the trigger     request when it cannot be delivered to the UE.”
This implies that the trigger request from the MTC Server includes ‘validity time’ irrespective of what trigger delivery methods is chosen by the PLMN. So the validity time should be provided in MT-SMS based trigger message also. The parameter “TP-Validity-Period” in legacy SMS content is defined in TS23.040 clause 3.2.1. The TP‑Validity‑Period parameter value indicates the time period for which the short message is valid, i.e. for how long the SC shall guarantee its existence in the SC memory before delivery to the recipient has been carried out. The validity time in trigger request has the same role as Validity Period in SMS. When the MTC-IWF selects SMS as the trigger delivery mechanism, the validity time of the trigger request will be mapped to Validity Period of SMS in SC. If the MTC server connects to the SC via MTCsms interface, the SC will map the validity time in the trigger request to Validity Period of SMS.
Proposal: When the trigger request is delivered to the UE via SMS services, the MTC-IWF or Service Centre maps the validity time of trigger request message to TP-Validity-Period of SMS.

Proposal

It is proposed to update the TR23.888 to address above proposal.
* * * First Change * * * *
5.8
Key Issue - MTC Device Trigger

……

5.8.3
Evaluation

 ……

5.8.3.2 Delivery of device trigger information from 3GPP system to UE

When it is possible for an MTC device to receive MT-SMS (e.g., currently over E-UTRAN requires a CS or IMS subscription) and to be associated with an individual MSISDN, for reasons of minimizing impact on the existing system, keeping complexity low and facilitating migration from triggering solutions used today, an MT-SMS based solution shall at least be used for delivering trigger information from 3GPP system to the device. This would also allow roaming in other PLMNs without any upgrade in the visited network. 

A 3GPP network may support more than one trigger delivery methods, e.g. a pre-Rel-11 SMS delivery without any system enhancements and another trigger delivery method to cope with different capability and deployment conditions, e.g. for triggering an MTC device to which no E.164-MSISDN is assigned. 

5.8.3.3 Submission of device trigger requests from MTC server to 3GPP system

The 3GPP network shall support standardized control signalling between the MTC Server and the 3GPP system via the MTCsp reference point for submission of the device trigger requests. The MTCsp is provided by an MTC-IWF.

In order to provide an automated, reliable and scalable mechanism for an MTC Server to determine the address/route of the assigned MTC-IWF(s) for a UE used for MTC to be triggered, e.g. DNS resolution of the address of assigned MTC-IWF for each UE used for MTC that can be triggered over MTCsp shall be supported.
The MTC-IWF performs PLMN related control functionality such as MTC Server authentication, trigger request authorization and charging, and shields the MTC Server from the actual trigger delivery mechanism used within the PLMN.

The protocol used from the MTC Server for submitting device trigger requests to the 3GPP system (and subsequent protocols within the PLMN) should support an option where the UE can be identified without the use of an E.164-MSISDN. 
5.8.3.4 3GPP system internal handling of device triggers
The protocols within the PLMN should support an option where the UE can be identified without the use of an E.164-MSISDN. A PLMN may support delivery of MT-SMS with an IMSI as destination address instead of an E.164-MSISDN.  However, in order to avoid exposure of IMSI outside the MNO domain, this shall only be allowed for SMEs located in the MNO domain. 

The MTC-IWF selects the trigger delivery mechanism, performs identifier mapping and protocol translation if necessary, e.g. to reformat the triggered request to match the selected trigger delivery method, and routes the request towards the relevant network entity. Validity time is used for the delivery of device trigger requests to the UE.
Synergies might be possible with MTC Small data transmission where MT-SMS or other trigger delivery services are also a candidate for small data transmission.

Editor’s Note: The MT-SMS should be further detailed, including how E.164-MSISDN-less operation is done. This detailing may include both the existing MT-SMS and possible future evolutions.
Editor’s Note: Further evaluation of other solutions will be done. Additional evaluation criteria may be added as part of that.
* * * Next Change * * * *
6.44
Solution – Device Triggering reuse of MT SMS

6.44.1
Problems solved / Gains provided

See Clause 5.7 "Key Issue –MTC Device Trigger".
6.44.2
General

The solution described and evaluated below addresses the Key issue “MTC Device Triggering” and allows an MTC server to trigger registered devices (i.e. IMSI attached or GPRS attached) without a PDP connection to establish a connection making communication with the MTC server possible.

The solution is based on the introduction of a Service Centre configured for MTC capabilities.

The Service Centre configured for MTC (e.g. potentially collocated with SMS-SC) would use a standardized protocol over the MTCsp interface point. The Service Centre resides at the edge of the operators’ network (see figure 6.44.2-1). The MTC Server could request the Service Centre to deliver a device trigger over the MTCsp.

The role of the Service Centre is to hide the details of the triggering mechanism in the operator’ domain and provide the MTC Server a generalized interface for it to make a device triggering request. The additional roles of the Service Centre include: mapping the globally unique device id provided by the MTC Server to an existing globally unique 3GPP identifiers (i.e. MSISDN, IMSI), and mapping the validity time in MTCsp to the Validity Period for SMS delivery.
The functionality of the Service Centre configured for MTC includes:
· 
Support for a function for MTC device triggering and acknowledgement over the MTCsp reference point between the MTC server and the Service Centre.  
· 
May be collocated with the SMS SC
· 
May operate in PS domain only or it may operate in both PS and CS domain. In the latter case it may do the triggering through the MSC 

· 
Reuse of a existing SMS infrastructure and protocols 

· 
Reuse of existing functionality in the terminal to trigger the application (i.e. no terminal impact).
A first solution can allow the MTC Server to request a Device Trigger using an optimized MTC device identifier (see clause 6.38 Solution – Device identifier used over MTCsp). This device identifier could be mapped by the Service Centre to the MSISDN and allow for delivery of device trigger using the existing MT SMS functionality. This approach allows reuse of the SMS nodes with no system impact.

A later evolution could be a MSISDN-less mode of operation allowing the Service Centre to map the device identifier to the IMSI. In conjunction with updates allowing for a MSISDN-less mode (e.g. SMS interfaces and nodes would be impacted) the MT SMS would be delivered using the IMSI. 
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Figure 6.44.2-1  Service Centre at edge of Mobile Operator Domain

... …
* * * Next Change * * * *
6.45
Solution – Device trigger gateway solution

… …

6.45.4
HPLMN internal handling of device triggers

The next step is for the DT function to determine the device trigger delivery service and route to utilize for delivery of the device trigger to the UE used for MTC.  This decision can be based on the one or more of the following criteria:

· current reachability information of the UE; and/or; 

· the possible device trigger delivery services supported by the HPLMN and, when roaming, VPLMN; and/or

· the UE’s device trigger delivery service capabilities; and/or 

· any MNO device trigger delivery policies; and/or

· information received from the MTC Server.

The HLR/HSS is interrogated to gather UE reachability information.  The relational identity (e.g. MCC, MNC) of the HLR/HSS to interrogate can be abstracted or derived from the external identifier included in the device trigger request (e.g. as is done today based on MSISDN). The external identifier could be a hostname device identity or a 3GPP/EPS-level subscription identity (e.g. MSISDN or ICCID). After which, the DT function then interrogates the determined HLR/HSS using the C and/or Sh interface.

[image: image2.emf]MTC-IWF

with DT 

function 

capability

DNS

GGSN/

P-GW

SMS-SC

S-CSCF

HLR/HSS

C/Sh

Gi/SGi

ISC

Gi/SGi

CBC

AS

SME

CBE

SGSN/

MME

Gn

UE used 

for MTC

SIP/IMS

SMS

CBS

Network-Requested PDP Context request

Forward over pre-established 

PDP/PDN connection

MTCsp

MTC 

Server

device 

trigger

pre-established or new PDP/

PDN connection

PDP/PDN connection 

Status (Radius/Diameter)

Gi/SGi

3GPP

Boundary

API

service provider controlled

operator controlled

MTC

Application

MTC

User 

Control plane

User plane

CDF

Rf

CTF


Figure 6.45.4-1: MTC device trigger function  architecture with examples of possible DT delivery services 

The interrogated HLR/HSS returns the latest reachability information available in the HLR/HSS for the specified UE. Additionally, the HLR/HSS could return the device trigger delivery service capabilities of the UE.

Separately, for each UE with an assigned MTC-IWF, GGSN/P-GW reports the status of PDP/PDN connections (i.e. PDP/PDN connection establishment/disconnection and IP address changes) to the assigned MTC-IWF using the Radius/Diameter interface (as described in clause 16 of TS 29.061 [4]). 

MNO device trigger delivery policy information could be configured as part of the subscription data in the HLR/HSS, the MTC-IWF.

The DT function uses the gathered reachability, capabilities and MNO policy information to determine the most efficient and effective service and route to use for forwarding delivery of the device trigger indication to be delivered to the UE used for MTC.

To support the charging of device triggering, the DT function includes a CTF (Charging Trigger Function) in order to generate charging events based on the triggering indications sent by the MTC Server. To support this, an Rf reference point is defined between the MTC-IWF and the CDF entity.
To support the SMS based trigger, the DT function includes a SME (Short Message Entity) function in order to generate SMS trigger requests based on the triggering indications sent by the MTC Server. The SME uses validity time in MTCsp for mapping to the Validity Period in SMS delivery.
6.45.5
Delivery of device trigger from HPLMN to UE

… …
* * * Next Change * * * *
7.2
Interim conclusions for release 11 specification work 

... …
7.2.2
MTC Device Triggering – Key Issue 5.8

Editor's note: The conclusions do not imply a decision whether there will be one or multiple triggering methods standardised.

This clause contains the agreed conclusions corresponding to Key Issues 5.8. 3GPP Release 11 specifications should be developed in the following areas:
1)  Delivery of device trigger information from 3GPP system to UE:
a) For MTC Device Triggering when an E.164-MSISDN is assigned to each UE used for MTC, an approach, at least using pre-Rel-11 Mobile Terminated SMS (MT-SMS) shall be supported for delivering the actual trigger information from the 3GPP system to the UE, except for devices that may camp on E-UTRAN cells, whereby the solution is applicable only when the UE also has a CS domain subscription or the UE and network support SMS using SMSoSGs as defined in TS 23.272. This is especially applicable for providing triggers via legacy networks, i.e. networks that don’t deploy any specific trigger delivery mechanism that might be introduced with Rel-11.
Editor’s Note: In order to avoid upgrades to legacy networks a protocol within the SMS body to carry the triggering information identified in 6.40 is FFS.
b) For MTC Device Triggering mechanism shall be specified for devices that not have an E.164-MSISDN.

2)  Submission of device trigger requests from MTC server to 3GPP system:
a) The standardised protocol used from the MTC Server to the 3GPP system via reference point MTCsp should support both triggering with unique E.164-MSISDN (for backward compatibility) and without such an MSISDN. The MTCsp is provided by an MTC-IWF. It is transparent for the MTC server how the triggering information is delivered by the 3GPP system to the UE. 

b) It shall be possible for an MTC server to resolve the MTC-IWF(s) address(es) for a particular UE, e.g. by DNS
c) The MTC-IWF performs PLMN related control functionality such as MTC server authentication, trigger request authorization and charging, and shields the MTC server from the actual trigger delivery mechanism used in the PLMN.
d) The MTC Server uses validity time over MTCsp.
3)  3GPP system internal handling of device triggers:
a) The protocols within the PLMN should support an option where the UE can be identified without the use of an E.164-MSISDN. A PLMN may support delivery of MT-SMS submitted with an IMSI as destination address instead of an E.164-MSISDN. However, in order to avoid exposure of IMSI outside of MNO domain, this shall only be allowed for SMEs located in the MNO domain.
b) The MTC-IWF selects the trigger delivery mechanism, performs identifier mapping and protocol translation if necessary, e.g. to reformat the triggered request to match the selected trigger delivery method, and routes the request towards the relevant network entity. 
c) When SMS service is selected as the trigger delivery mechanism, validity time over MTCsp is mapped to Validity Period in SMS delivery.
* * * End of Change * * * *
3GPP

SA WG2 TD


_1377599560.doc

[image: image1]









MTC User



































3GPP bearer



 services / SMS / IMS











MTCSP







Service



Centre  for  MTC



























































MTCi























MTC Server























API







MTCu















MTC Device
















_1377599562.vsd
text


text


MPFAI-based MPF rule


Private Device IP


NAT / Firewall


Public Device IP


Public Server Port


Public Server IP


Private Device Port


A


B


Public Device Port


Web Server Portal


Local (portion of) MPF rule


Global (portion of) MPF rule


Created at CS connection or default PDP/EPS context establishment


Created through MNO and MTC Service Provider agreements per authorized web service portal


MPFAI created per device subscription (similar to MSISDN)


C


One Global MPF Rule per Device + Server combination


Global portion of MPF rule


Local portion of MPF rule


Private Device IP


NAPT / Firewall


Public Server Port


Public Server IP


Private Device Port


Public Device IP


Public Device Port


MTC Server(s)


Created at CS or default PDP context/EPS bearer establishment


Created through network operator and service provider agreements for an authorized MTC Server


MPFAI assigned per device subscription


2


1


3


One global MPF Rule per Device + Server combination



Device Trigger Gateway 
(DT-GW)



DNS


GGSN/P-GW


SMS-SC


S-CSCF


HLR/HSS


C/Sh


Gi/SGi


ISC


MTC Server(s)


Gi/SGi


CBC


AS


SME


CBE


SGSN


Gn



MTC-IWF
with DT function capability



DNS


GGSN/
P-GW


SMS-SC


S-CSCF


HLR/HSS


C/Sh


Gi/SGi


ISC


MTC Server


Gi/SGi


device trigger


CBC


AS


SME


CBE


SGSN/MME


Gn


UE used for MTC


MTCsp


SIP/IMS


SMS


CBS


Network-Requested PDP Context request


Forward over pre-established PDP/PDN connection


8. PDP Context / default EPS bearer deactivation procedure


6. MPF rule established


8. PDN establishment status update (public/private portions of MPF rule)


10. Attach Accept (entire MPF rule)


estimated number of simultaneous public IPv4 connections

MNO or PLMN


=


B=1.5 connections

UE


* A=0.5 public IPv4 * C=0.5 simultaneous *


=


18.75B



50B UEs

MNO or PLMN



