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7
Building Block III


7.1
Scenarios

Within Rel-11, the following scenarios will be considered:

-
WLAN S2b: UE connects to WLAN/BBF with traffic routed to ePDG/PDN GW

· -
WLAN S2c: UE connects to WLAN/BBF with traffic routed to PDN GW via s2c

· -
WLAN S2c (untrusted ): UE connects to WLAN/BBF with traffic routed to PDN GW via ePDG and S2c
· -
NS-WLAN Offload: UE connects to WLAN/BBF with traffic routed directly from BNG
In addition, the following scenario is considered with lower priority:

· -
Femto 3GPP routed: H(e)NB connected to BBF with traffic routed to PDN GW. 
Rel-11 will cover QoS rule provisioning from the PCRF to the BNG for:
· -
Default QoS for fixed access session during session setup
· -
Dynamic QoS for 3GPP UE connected to a fixed access
Editor’s note:  Support of 3GPP based charging for the fixed access session is FFS.
NOTE 1: 
The “fixed access session” is an abstraction for the connectivity service in BBF network which is related to one fixed network subscriber, irrespective of access type or technology, e.g. IPoE Subscriber Line session, PPPoE session.

NOTE 2: 
“Default QoS for fixed access session” applies to the entire traffic of a fixed access session for which no other QoS rule has been installed. Default QoS is installed during session setup or during the lifetime of a session, e.g. due to a subscription change.


· 



Editor’s note: The definition and the support of dynamic QoS for the fixed access session is FFS


Editor’s Note: The target of the work is to define the architecture and functionality for convergence in PCRF in an access agnostic way. Anyway support of access specific parameters will be considered as needed.

Editor’s Note: 3GPP will study and define the set of parameters sent by PCRF to the BNG for the privision of default QoS for the fixed access session. Such parameters will be anyway checked with BBF. 

7.2
Architecture

Editor's Note: This subclause will identify the architectural requirements and assumptions as well as architecture common convergent network for building block III..

7.2.1
Requirements and assumptions
General assumptions:

· -
The definition of AAA functionality for authentication of the fixed access line (access line authentication) or fixed access session (e.g. PPPoE) is out of scope of 3GPP.

General architectural assumptions:
-
There is a direct interface between PCRF and BNG.
-
The BNG is the policy enforcement point for QoS in the fixed access.
NOTE: 
How the BNG performs QoS enforcement in the BBF access is out of scope of 3GPP.
-
More than one access session (e.g., a PPPoE session) can be supported per fixed access line. 
-
There is one IP-CAN session per fixed access session. It is assumed that each fixed access session is associated with one IPv4 address and/or one IPv6 prefix.
Architectural assumptions for “Default QoS for fixed access session”:
-
Default QoS applies per fixed access session.
-
Default QoS includes the QCI and Maximum Bit Rate UL/DL. 

Editor's Note: Whether additional parameters (e.g. ARP and Flow Filters) are included in Default QoS is FFS.

-
The BNG is able to enforce the Default QoS and to perform the appropriate mapping from Default QoS to BBF specific parameters.





7.3
Convergent Policy and QoS
Editor's Note: This subclause will identify the requirements and assumptions for convergent Policy and QoS for WLAN and 3GPP H(e)NB for Home routed and LBO traffic and for NS-WLAN offload traffic







7.4
Procedures for fixed access
Editor’s note: This subclause will identify the requirements and assumptions for convergent Policy and QoS for fixed line session
7.4.1
Provisioning Default QoS for fixed access session

Default QoS is installed in the BNG as part of the access session setup as follows:

1)
Upon RG activation, the access session is authenticated by the BBF AAA. As part of this, the BBF AAA may provide Default QoS to the BNG. 

NOTE: The previous step is defined by BBF and is out of the scope of 3GPP.

2)
Once the access session has been authenticated, the BNG initiates the PCRF session. If the BNG received Default QoS from the BBF AAA, it also forwards this Default QoS to the PCRF. 

3)
The PCRF sends Default QoS to the BNG.

NOTE: The PCRF may override the QoS received from the BNG / BBF AAA.

7.5
Procedures for WLAN
Editor's Note: This subclause will identify the procedures for traffic when the UE attaches via WLAN.
7.5.1
Functional Description and Procedures for Fixed Broadband Access network over untrusted S2b
Editor's Note: This subclause will identify the procedures for traffic when the UE attaches via WLAN with untrusted s2b.

7.5.2
Functional Description and Procedures for Fixed Broadband Access network over trusted S2c
Editor's Note: This subclause will identify the procedures for traffic when the UE attaches via WLAN with trusted s2c.

7.5.3
Functional Description and Procedures for Fixed Broadband Access network over unstrusted S2c
Editor's Note: This subclause will identify the procedures for traffic when the UE attaches via WLAN with untrusted s2c.

7.5.4
Functional Description and Procedures for Non-seamless WLAN offload
Editor's Note: This subclause will identify the procedures for Non-seamless WLAN offloaded traffic 

7.6 Procedures for 3GPP H(e)NB connected to BBF access
Editor's Note: This subclause will identify the procedures for traffic when the UE attaches via 3GPP H(e)NB.

* * * end of 1st Change * * *  
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