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1. Overall Description:
SA2 thanks CT1 for the LS about handling emergency calls by non-CSG members in CSG cells. When SA2 specified the emergency bearer services it was under the assumption that different national or regional regulatory bodies define different preconditions for providing emergency services to a user. For example, some countries changed from providing emergency service unconditionally to require authentication or at least requiring a UICC in the UE providing an IMSI to the network to avoid fake emergency calls.

TS 23.401, subclause 4.3.12.1, describes the different possible network configurations for providing emergency services as identified by SA2 to enable network configurations according to different regulatory requirements. The configuration a) quoted by CT1 (highlighted yellow below):

a.
Valid UEs only. No limited service state UEs are supported in the network. Only normal UEs that have a valid subscription, are authenticated and authorized for PS service in the attached location are allowed. It is not expected that a normal UE would perform an emergency attach. Normal UEs should be attached to the network and then perform a PDN Connection Request when an IMS emergency session is detected by the UE.

b.
Only UEs that are authenticated are allowed. These UEs must have a valid IMSI. These UEs are authenticated and may be in limited service state due to being in a location that they are restricted from service. A UE that can not be authenticated will be rejected.

c.
IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is granted access and the unauthenticated IMSI retained in the network for recording purposes. The IMEI is used in the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UEs).

d.
All UEs are allowed. Along with authenticated UEs, this includes UEs with an IMSI that can not be authenticated and UEs with only an IMEI. If an unauthenticated IMSI is provided by the UE, the unauthenticated IMSI is retained in the network for recording purposes. The IMEI is used in the network to identify the UE.

refers to a configuration that doesn’t allow for any exceptions for emergency calls and therefore it doesn’t allow for emergency bearer services. In this configuration only the IMS service would be emergency specific. This behaviour however compares to using normal bearer services without overruling any access or other restrictions. Therefore also CSG restrictions apply. It should be noted that in such a configuration no emergency bearers, but only normal bearers exist and any restrictions, not just for CSG, apply.

To overcome any potential issues caused by access or other restrictions SA2 defined emergency bearer services for emergency services, which overrule any such restrictions. A valid UE that has emergency bearers established and that complies with behaviour a) changes to behaviour b) as soon as the UE changes to a cell or area where restrictions apply and all but the emergency bearers are deactivated. This should clarify that for providing emergency bearer services to a “valid UE” only the successful authentication is significant. A network that supports emergency bearer services does not follow behaviour a). It complies with behaviours b), c) or d).

Further CT1 asks whether TS 23.401, subclause 5.3.2.1, step 11, provides different requirements:

…


For an Emergency Attach the MME shall not check for access restrictions, regional restrictions or subscription restrictions (e.g. CSG restrictions). For an Emergency Attach, the MME shall ignore any unsuccessful Update Location Response from HSS and continue with the Attach procedure.

It should be noted that the decision for providing emergency bearer services is in step 5 of the attach procedure where authentication is performed. After any potentially required authentication succeeded or when authentication is not required the network grants and provides emergency bearers for the UE without any further restrictions.

Whether CSG cells would define restrictions that are not overruled for emergency bearers SA1 and/or regulators may clarify. It should be noted that current emergency bearer services described by stage 2 overrule any access or other restrictions once such bearers are granted. Introducing specific handling for CSG cells would require modifying stage 2 specifications.
2. Actions:

To 3GPP TSG CT WG1 and SA WG1 group.

ACTION:  SA2 kindly asks CT1 and SA1 to take above clarifications into account.
3. Date of Next TSG-CT WG1 Meetings:
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