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Abstract of the contribution: The paper further improves the alternative solution as described in section 5.3.
1. Introduction
The paper proposes changes to the solution alternative described in section 5.3:
1. Adds normal home routing option.

2. Adding detailed flows for Alternative B when using trunk parameters.
3. Adding OMR procedures to Alternative B when using trunk parameters.
2. Proposal

****************Start of Change ************
5.3
Transit function in the visited network

5.3.1
General
Procedures described in this subclause use only existing mechanisms, the transit function, to route the SIP session requests back to the visited network. These solutions do not require architecture change, new functionality or new reference point is not introduced.

If it is required to differentiate scenario when the transit function is used for route-back from other transit function scenarios the originating visited network may assign an additional URL for the (network entity hosting the) transit function, so the call case can be identified.

5.3.2
Alternative A – configuration based route-back
5.3.2.1
Description
The procedure described in this subclause assumes that originating home network support additional routing capabilities (i.e transit functions), and based on roaming agreements with originating visited network the originating home network routes originating requests to a transit function of the originating visited network.
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Figure 5.3.2.1-1: Configuration based route-back
1)
P-CSCF receives an originating request from the roaming UE.
2)
P-CSCF forwards the request to S-CSCF applying standard routing procedures.
3)
After triggering originating services for the served user (not shown in the figure), the S-CSCF detects that the request is received from a user roaming in visited A network, and according to internal logic and interconnect agreements (see section 5.3.2.2) the S-CSCF applies additional routing capabilities to forward the request to a transit function in the originating visited network or perform normal home routing.
NOTE 1:
Alternatively, the last originating service can be a "route-back service" that will act as UAS towards the S-CSCF, and simply forwards the request back to the originating visited network.
4)
Transit function in the originating visited network forward the request towards the terminating home network (either directly, or using transit functions of other networks).
NOTE 2:
The rest of the request routing and responses are not shown.

The above procedure will also work:

-
for an originating session for (v)SRVCC that use ATCF enhancements; in such case, an ATCF is included in the signalling path between P-CSCF and IBCF;

-
for an originating sessions that uses CS media with MSC Server enhanced for ICS; in such case, the P-CSCF is replaced by the MSC Server enhanced for ICS;

-
for an originating session that uses CS media with MSC Server enhanced for ICS and ATCF, for SRVCC to E-UTRAN/HSPA (see TR 23.885). In such case, the P-CSCF is replaced by the MSC Server enhanced for ICS and the ATCF.

5.3.2.2
Routing back to visited network
There are multiple choices how to route back to the visited network; this section just provides some ideas for better understanding:

Each visited operator may provide a re-routing address (e.g. trf.csp.com) as part of a Service Level Agreement (SLA). The re-routing addresses may be either stored in local configuration data in HPLMN or in a DNS data base (either configured by the VPLMN or the HPLMN). Once the home network receives a request it uses that address for routing back (i.e.S-CSCF adds the address to the top-most route header).

The home network may use the PANI header or uses the P-Visited-Network id information from IMS registration to select the proper re-routing address (either via a DNS query or taken from local configuration data). 

In general this works quite similar as the local number call re-routing where the home network needs to route the call back to the visited network where the local service is provided.

5.3.2.3
Evaluation

Pro

-
Simple, no additional requirement for existing functions.

-
if ongoing transit charging work in CT1 / SA5 fulfils all RAVEL requirements, then there is no need to standardize anything.

-
With recent IPXS changes (service triggering in transit network) transit function will not limit the functionalities the originating visited network may need to perform.

Con

-
None.
5.3.3
Alternative B – Route-back triggered by the visited network

5.3.3.1
Description
The procedure described in this subclause assumes that originating visited network changes the originating request to trigger routing the originating request back to the visited network. Assuming that no service in the originating home network performs 3pcc and changes the originating request completely, as a consequence of change in the originating visited network normal SIP routing procedures will cause the request to return to the originating visited network. 
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Figure 5.3.3.1-1: Route-back triggered by visited network
1)
P-CSCF receives an originating request from the roaming UE.
2)
According to local policy the P-CSCF forwards the request towards the originating home network via an IBCF.
NOTE 1:
It can be assumed that IBCF is used during registration as well, so P-CSCF only applies standard routing procedures.
3)
Based on local policy the IBCF adds its own address as the last entry to the route of the request. It also includes a token to the route entry to enable the correlation of the current request and the request returning from the originating home network.
NOTE 2:
Alternatively, the IBCF adds SIP Trunk Group Parameters (see RFC 4904 [7] and section 5.3.3.2) to indicate desired "re-entry" function.
4)
After executing the services (not shown in the figure) the IBCF URI with the token is left in the route, so the S-CSCF will route the request according to that (see step 11 in 5.4.3.2 of TS 24.229 [8]) back to the originating visited network or decides to perform normal home routing.
NOTE 3:
Whether or not the routing procedures above are in line with existing procedures described in 24.229 is in responsibility of stage 3.
NOTE 4:
The usage of trunk group parameter would guarantee that request termination procedure in S-CSCF routes the request back to the originating visited network.
5)
Transit function in the visited network forward the request towards the terminating home network (either directly, or using transit functions of other networks).
NOTE 5:
The rest of the request routing and responses are not shown.

The above procedure will also work:

-
for an originating session for (v)SRVCC that use ATCF enhancements; in such case, an ATCF is included in the signalling path between P-CSCF and IBCF;

-
for an originating sessions that uses CS media with MSC Server enhanced for ICS; in such case, the P-CSCF is replaced by the MSC Server enhanced for ICS;

-
for an originating session that uses CS media with MSC Server enhanced for ICS and ATCF, for SRVCC to E-UTRAN/HSPA (see TR 23.885). In such case, the P-CSCF is replaced by the MSC Server enhanced for ICS and the ATCF.
-
The solution allows the VPLMN to provide the anchor functionality close to where the call is originated from, and the VPLMN is able to steer the selection of anchor function by providing the HPLMN with a reference to the preferred anchor function. If the VPLMN does not provide the anchor functionality address the HPLMN uses the default address for the VPLMN.
5.3.3.2
Routing back by using SIP Trunk Group Parameters
One option of dynamic re-routing back to the visited network is the use of SIP trunk group parameters as described by RFC 4904[7]. 

Hereby adds the visited network (P-CSCF or IBCF) Trunk Group Parameters to the R-URI which indicates the desired "re-entry" function.

For example as follows:

INVITE sip:B-Party;tgrp=CGR2;trunk-context=Realm6@operator.net SIP/2.0

	Home network
	Trunk group
	Trunk-Context

	Home1.net
	CGR1
	Realm5

	Home2.net
	CGR2
	Realm6


5.3.3.2.1
Session origination procedure for routing via VPLMN

This clause describes the session origination procedure for routing via the VPLMN. The VPLMN adds trunk parameters which support routing back to VPLMN. But still it is up to the HPLMN to determine whether the call is routed back to VPLMN or normal home routing is performed.
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Figure 5.3.3.2.1-1: Session origination procedure for routing via VPLMN

1. The roaming UE sends an INVITE request to the P-CSCF.

2. P-CSCF forwards the INVITE to the visited IBCF.

3. The Visited IBCF checks the route header and finds HPLMN domain name within the last entry. The visited IBCF adds preconfigured trunk parameters indicating its own realm and context to the R-URI. The visited IBCF applies OMR procedures to indicate that it can remove TrGWs. It may allocate a TrGW and insert its address into the SDP.

4. Visited IBCF sends INVITE to IBCF in HPLMN, potentially via intermediate networks. The IBCF in HPLMN applies OMR procedures to indicate that it can remove its TrGWs. It may allocate a TrGW and insert its address into SDP.

5. The IBCF in HPLMN forwards the INVITE via I-CSCF to S-CSCF in HPLMN.

6. The S-CSCF performs normal service control and invokes application servers as necessary. The S-CSCF learns from the presence of the trunk parameters in the INVITE that a routeing back to the visited network is possible. Based on local policy the S-CSCF decides to route the call back via the VPLMN and starts a routine to handle the received trunk info. It inserts two additional Route headers for the home IBCF and the visited IBCF into the message based on the provided trunk groups from the visited IBCF. Otherwise, if local policy indicates that normal home routing is applied the S-CSCF removes the trunk info and routes the call towards the terminating network as described in section 5.3.3.2.2.

7. The S-CSCF sends the INVITE to the topmost route header target, i.e. to the home IBCF. Using OMR procedures, the home IBCF determines that its TrGW is not required, and de-allocates a possibly previously allocated TrGW.


8. The home IBCF checks the topmost Route header which is the visited IBCF inserted by the S-CSCF before and identifies the visited PLMN as target peer network. The home IBCF routes the INVITE to the visited IBCF, potentially via intermediate networks.

9. The visited IBCF finds a trunk parameters present which means that routeing via VPLMN is selected. Using OMR procedures, the visited IBCF determines that its TrGW is not required, and de-allocates a possibly previously allocated TrGW. The visited IBCF forwards INVITE towards a TRF (unless TRF functionality is included in the IBCF).

10. Based on the request URI, the TRF routes the request towards the terminating network (via visited IBCF).

11. Completion of session establishment.

5.3.3.2.2
Session origination procedure for home routing

This clause describes the session origination procedure for home routing. The HPLMN determines when to invoke this procedure. The VPLMN just adds trunk parameters for potential routing back but does not make a decision whether the call is routed via VPLMN or if normal home routing is applied.
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1. Figure 5.3.3.2.2-1: Session origination procedure for home routing
 1.-6. Same as for routing via VPLMN as described in section 5.3.3.2.1.
7. The S-CSCF sends the INVITE towards the terminating network.
8. Completion of session establishment.
5.3.3.3
Evaluation

Pro

-
Visited A network is in control.
-
Originating visited network can correlate the "start" leg with the loopback leg.
-
Loopback is possible even if a routing B2BUA AS splits the dialog and the P-CSCF used for call setup is not visible in signalling.
Con

-
change in routing procedures if done in P-CSCF (doing it in visited IBCF instead of P-CSCF could be better, manipulating Route in IBCF can be considered as an NNI policy).
-
Visited A network is in control: does not allow originating home network to apply IMS home routing.
*****************End of Change ****************
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