SA WG2 Temporary Document

Page 3

SA WG2 Meeting #87
S2-114549
10 - 14 October 2011, Jeju Island, South Korea
(revision of S2-114314)
Source:
Juniper Networks, Hitachi
Title:
P-CR TR 23.888 v1.4.0 PDN FQDN Identifier Solution
Document for:
Approval

Agenda Item:
9.10.3
Work Item / Release:
DIDA / Rel-11
Abstract of the contribution

This paper proposes that the UE FQDN is administered by the PDN based on the UE IPv4 address and/or IPv6 prefix and interface identifier negotiated between the PGW and the PDN AAA server via RADIUS over the SGi interface.
It is proposed to agree on the following changes to TR 23.855 v0.2.0:

Begin Changes
6.x
Solution – PDN FQDN Identifier Solution

6.x.1
Problem Solved / Gains Provided

See clause 5.3 "Key Issue – IP addressing" and clause 5.2 "Key Issue – MTC Devices communicating with one or more MTC Servers".
6.x.2
General

This alternative is similar to the solution described in clause 6.1 with the difference that the UE is administered by the PDN. Based on the UE IPv4 address and/or IPv6 prefix and interface identifier negotiated between the PGW and the PDN AAA server via RADIUS over the SGi interface, the PDN AAA server can update the PDN DNS server without involving 3GPP network elements such as the MME or the HSS. This is also similar to the described in clause 6.29.3 but generically applicable to IP addressing, including IPv6. For IPv6 this  solution requires the UE to configure its IPv6 global address with the Interface Identifier provided by the PGW, as described in clause 6.49. This requirement prevents the use of Privacy Extensions for IPv6. 
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Figure 6.x-1: Call Flow of PDN-based FQDN Indentifier Solution

In this alternative, the following will take place: 

1a. The UE initiates PDN connection establishment.

1b. The APN is configured to use RADIUS for interworking with the PDN and thus the PGW sends an Access-Request to the PDN AAA server.

1c. The PDN AAA server answers with Access-Accept messages that contains the IPv4 address, IPv6 prefix, and Interface Identifier for the UE. The UE is configured to form its global IPv6 address as the concatenation of the IPv6 Prefix and the Interface Identifier provided by PGW.

1d. As a result of the AAA Access-Accept, or via pre-provisioning, the DNS is provisioned with the UE's IPv4 and IPv6 addresses for the UE's FQDN.

NOTE: 
The DNS provisioning can be done offline or online via a PDN specific interface. Offline provisioning entails pre-provisioning of the appropriate mapping between the FQDN identity and the MTC UE identity. Online provisioning can rely on protocols such as Dynamic DNS or remote procedure calls. 

2. The MTC server desires to send an MT message to the UE,

3. The MTC server queries the PDN DNS server for the IPv4 and/or IPv6 address that corresponds to the UE's FQDN.

4. The PDN DNS Server replies with the IPv4 and/or IPv6 address for the UE.

5. The MTC server sends a packet to the IPv4 or IPv6 address.

6. The PGW delivers the packet to the UE over the EPS bearer.
NOTE: When the UE detaches, the PDN GW would inform the AAA server of the detach, and the AAA server would remove the DNS name from DNS server.
6.x.3
Impacts on existing nodes or functionality

PDN AAA server and DNS server needs to be coordinated, online (DynDNS) or offline. 
6.x.4
Evaluation

Benefits:
- 
Transparent to the 3GPP Core Network nodes;

-
Coordination between naming (FQDN) and addressing (IPv4/IPv6) is internal to the PDN thus does not require trusted interfaces between PGW and DNS in PDN;

-
Inherited from solution in clause 6.49: 

-
Does not require stateful DHCPv6 address allocation on the UE.

-
As for solution in clause 6.1:

-
Generic IP-level solution that does not rely on application-level identifiers (e.g. SIP URI);

-
Works in all scenarios (non-roaming, roaming with home routed traffic, roaming with local breakout);

-
The solution does not rely on alternative communication channels (e.g. SMS) for delivery of a "push" stimulus;

-
Works also for device-to-device communication;

Disadvantages:

-
For local breakout, a large number of trusted interfaces would be required to update the DNS.
-
Not compatible with split terminal with many TEs.
End of Changes
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